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Health Information Management


	References:

Health Records

*DoD Instruction 6040.43
*DoD Instruction 6040.45
*MANMED Chapter 16

*BUMEDINST 5210.9B

*BUMEDNOTE 6150, Dec 06

Coding

*DoD Instruction 6040.42 “Medical Records Retention and Coding at Military Treatment Facilities” April 13, 2004 (Certified Current as of April 23, 2007)

*DoD Instruction 6041.41

*BUMEDINST 6150.38A

Privacy
*DoD 8580.02-R
*DoD 6025.18 
*DoD 6025.18-R 

*BUMEDINST 5239.2

*NAVMED Policy 09-016, 06 Jul 09

DISCLAIMER:  This list of references is not all inclusive and the most recent updates may not be reflected.  Commands are responsible for all instructions and guidance related to a particular program or inspectable area.

	Command POC:

	Reference
	Standard
	Yes
	No
	Echelon Applicability
	Comments/Notes
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	3
	4
	5
	

	Health Records

	DoDI 6040.43: Section 5
	Is there a command level medical records instruction?

	
	
	
	
	(
	(
	

	MANMED Chapter 16: Article 16-11
	Is there a Medical Records Committee (MRC)?  
Are branch clinics represented?
How often does it meet?


	
	
	
	
	(
	(
	

	
	Are MRC meeting minutes submitted to the chain of command for approval?

To who specifically?

Note: Be prepared to provide copies of one year of approved MRC minutes.
	
	
	
	
	
	
	

	
	Does the MRC Chairman or Records Administrator have a voice to senior leadership? 
Who do they report to?

	
	
	
	
	
	
	

	MANMED Chapter 16: Article 16-11
	Is the MRC membership multi-disciplinary?  
Who is on it?

Note: Be prepared to provide a full roster of all members and record of their attendance at meetings.
	
	
	
	
	(
	(
	

	MANMED Chapter 16: Article 16-9, Article 16-37, Article 16-37
	Does the area where medical records are stored have controlled and restricted access?

	
	
	
	
	(
	(
	

	BUMEDINST 6150.38: Enclosure (1) Section 2h.

MANMED Chapter 16: Article 16-11, Article 16-35


	Are regular health records management are reviews completed for the MTF and Branch Health Clinics?
Note: Be prepared to provide a copy of all assessments conducted as a part of the commands oversight along with any Plan of Action for deficiency corrections noted.
	
	
	
	
	(
	(
	

	DoDI 6040.43: Section 5.
	What is the policy on printing health information from AHLTA or CHCS after each patient visit?   

Who files hard copies of the loose health information into the health record?


	
	
	
	
	(
	(
	

	DoDI 6040.43: Section 5.

MANMED Chapter 16: Article 16-21
	Are there any issues with large amounts of loose health information being forwarded to the Medical Records Division?
Note: Be prepared to provide a copy of your Plan of Action that has been submitted to the Region PAD Coordinator for eliminating excessive loose health information (greater than 36 inches total).
	
	
	
	
	(
	(
	

	DoDI 6040.43: Section 5.


	Is the Command scanning ETRs, Op Reports, APVs and Discharge Summaries into  HAIMS?

	
	
	
	
	(
	(
	

	Cancelled Policy (OBE)

DoDI 6040.45, Enclosure 3b.5
	Is there a plan in place to ensure annual review of the record with the Service member?
	
	
	(
	(
	(
	(
	

	DoDI 6040.43: Section 5.

: Enclosure (1) Section 2g,

Section 7b(3).

MANMED Chapter 16: Article 16-10, Article 16-37
	What processes have been put in place for maintaining custody and control of medical records?


	
	
	
	(
	(
	(
	

	: Enclosure (1) Section 2g and h.

MANMED Chapter 16: Article 16-11, Article 16-35
	How are medical records staff, clinic front desk clerks, clinic corpsman, nurses and physicians trained in regard to the closed medical records system?


	
	
	
	
	(
	(
	

	DoDI 6040.43: Section 5.

: Enclosure (1) Section 2a and b.

MANMED Chapter 16: Article 16-10
	Is a process in place for delivering records to internal clinics and branch clinics that prevents the patient from hand carrying records?

	
	
	
	
	(
	(
	

	: Enclosure (1) Section 2e.

MANMED Chapter 16: Article 16-10
	Is there a process in place to transfer the record between clinics when patient has multiple appointments on the same day?


	
	
	
	
	(
	(
	

	MANMED Chapter 16: Article 16-37
	Is there a process in place for providing health information for appointments with civilian providers or other MTFs?
Is this coordinated with Referral Management office?

	
	
	
	
	(
	(
	

	MANMED Chapter 16: Article 16-11
	What is the process in place for transferring records of personnel executing PCS orders?


	
	
	
	
	(
	(
	

	
	What efforts are being made to transfer Active Duty Member and Dependent spouse and children’s medical and dental records as a family rather than separate processes?

  
	
	
	
	
	
	
	

	MANMED Chapter 16: Article 16-11, Article 16-30, Article 16-31
	Are records retired and sent to the repository on a regular basis? 
How do you determine what records are to be pulled for retirement and when? 


	
	
	
	
	(
	(
	

	MANMED Chapter 16: Article 16-9
	Are records held for retirement stored in an area with controlled access?


	
	
	
	
	(
	(
	

	
	Is there a backlog for retiring inpatient and outpatient health records? 
If there is a backlog of records to be retired, provide a copy of the Plan of Action for eliminating the backlog that has been submitted to the Region PAD Coordinator?


	
	
	
	
	
	
	

	Coding

	BUMEDINST 6150.38 A: 
10 July 2013 Version 

Enclosure (2)
	Does the command have an annual coding compliance plan that addresses ethics, training, auditing, external auditors and metrics?
Note: Be prepared to provide and review the Region approved coding compliance plan.  Copies of the Regional (NME) and MTFs (NMW) are available (approved and dated), Ensure references are current. 
	
	
	
	(
	(
	(
	

	BUMEDINST 6150.38A: 

Enclosure (3) pages 1-4
	Is there a clinical coding auditing/training plan? yes
Note: Be prepared to provide and review the commands training plan.


	
	
	
	(
	(
	(
	

	BUMEDINST 6150.38A: 

Enclosure (3) page 5
	Are newly arrived medical providers audited/trained at the MTF and BHCs?

	
	
	
	(
	(
	(
	Check in sheet to include Coding as one of the Categories (this will be performed during the Provider inprocessing). 



	BUMEDINST 6150.38A: 

Enclosure (3)

Page 11 for IP

Page 15 for OP
	Is ongoing coding training provided?
Note: Be prepared to provide and review the coding training provided to all clinical providers throughout the command and its Branch Health Clinics.
	
	
	
	(
	(
	(
	Recommend proactive coding training on “just in time” issues during Staff meeting, Dept Head meeting, etc.  

	BUMEDINST 6150.38A: 

Enclosure (3) page 4
	Is clinical provider outpatient coding reviewed and is feedback to individual providers given?
Note: Be prepared to provide examples of provider feedback 
	
	
	
	(
	(
	(
	(This is located in the Coding Audit Summary which  incorporates the deficiencies identified and the Training Plan to correct deficiencies for the particular provider)       

Is there a follow up process to check if the feedback is producing good outcomes, is the provider re audited?  

Although auditing is performed in the MTFs, samples of provider feedback must also be available at the regional level.  


	BUMEDINST 6150.38A: 

Enclosure (3) page 6 
	Are outpatient coding audits conducted on a random and routine basis for each clinical provider? 
	
	
	
	(
	(
	(
	How are you prioritizing who should be audited?  

	BUMEDINST 6150.38A: 
	How many clinical providers are audited / month for outpatient services?
	
	
	
	(
	(
	(
	This is part of the Coding Compliance Plan

	BUMEDINST 6150.38A: 
	Do coding related metrics fall within acceptable limits?

	
	
	
	(
	(
	(
	MTF Coding Supervisor coordinates with the MTF Data Quality Manager  

Metrics- APV, Outpatient, Emergency Department and Inpatient  

	
	Are coding audit results presented and reviewed by the BOD/ESC?


	
	
	
	
	(
	(
	DQ statements reported to the Commander in each MTF/Command

To research on the ratio on the recommended number of coders per provider (Note: There is no industry standard around the recommended number of coders per provider. It is contingent upon the type of facility (i.e., a large hospital such as a Portsmouth vs. a small OP clinic will have different coding demands), and is typically measured in terms of # of encounters rather than # of providers. We were hoping to be able to find current staffing ratios at some large hospitals, but it does not look like that data is readily available. We could provide a recommend # of coders per X records (e.g., an OP clinic would need X coders per 1,000 encounters) if that is helpful


	Privacy

	DoD 8580.02-R: C1.6.3

DoD 6025.18-R: C14.1
	Are there a command HIPAA Privacy Officer, a command HIPAA Security Officer and Responsible Agent for addressing privacy complaints designated in writing? 
Note:  Responsible Agent may be Privacy Officer or other designated official i.e. Customer Service Representative(s) 
	
	
	(
	(
	(
	(
	A DoD covered entity, including MTFs/DTFs must designate, in writing, a HIPAA Privacy and Security Officers who are responsible for receiving the privacy and security of protected health information in accordance with the policies and procedures of the entity pertaining to the protection of health information under DoD 6025.18R and DoD 8580.02R.

	DoD 6025.18-R: C14.9;

SECNAV 5211.5E;

BUMED Policy Memorandum Ser M6/12UM6172 (DSAs);

ALNAV 070/07: R 042232Z OCT 07: “DON PII Annual Training Policy”;

NAVMED Policy 09-016

	Is there a command level HIPAA  or Privacy Program instruction that addresses required policies to include: individual rights; uses and disclosures; training; Data Sharing Agreements; authorizations; breach mitigation; complaints and sanctions?

Note:  Be prepared to demonstrate complaints are responded to within 30 days, sanctions are applied to violators, record retention of HIPAA related records are maintained, and number of breaches submitted in a timely fashion. 
	
	
	(
	(
	(
	(
	

	DoD 6025.18-R C4;C7;C82
	Is the command appropriately accounting for disclosures of PHI outside of treatment, payment and operations and ensuring the minimum necessary rule?

Note:   Demonstrate utilization of Protected Health Information Management Tool (PHIMT) or other approved accounting tool to document disclosures and/or complaints.   
	
	
	(
	(
	(
	(
	

	DoD 8580.02-R: C1.6.4, C1.6.5; C1.6.4.6,C.2.2.3; C2.2.4;

DoD 6025.18-R: C14.6

DoD 5400.11 C7.3, C7.4 ; 

BUMEDINST 5239.2
	Are regular privacy evaluations conducted throughout the command and its subordinate commands to identify material weaknesses?

 Note: Be prepared to provide copies of evaluations conducted throughout the last year and corrective plans of action.
	
	
	(
	(
	(
	(
	

	
	Has the command performed periodic risk assessments to determine potential risks and vulnerabilities to the confidentiality, integrity, and availability of electronic PHI held by the command?

Note: Be prepared to provide risk assessment documentation.
	
	
	
	
	
	
	

	DoD 6025.18-R: C14.2
	Is the command maintaining 95% training compliance for DoN CIO PII training via NKO and the DHA merged HIPAA/Privacy Act Course?  
Is the command ensuring all staff members having access to systems of record containing PHI/PII have completed Privacy Act/HIPAA training prior to granting access?  
Has the command identified position specific privacy education and training beyond the DHA merged Privacy Act/HIPAA annual refresher course?

Note: Be prepared to provide examples of what training is being conducted and training compliance.  
	
	
	(
	(
	(
	(
	

	DoD 8580.02-R

BUMEDINST 3030.4

	Are command contingency plans adequate enough to address data backup, disaster recovery and emergency mode operations for systems containing PII/PHI if maintained locally?
Note:  Be prepared to demonstrate how plans are tested and what was the last date of assessing the feasibility and functionality of the command’s contingency plan?    
	
	
	
	(
	(
	(
	

	Additional Comments:
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