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	References:
*44 U.S.C. Chapters 29,31 and 33

*DOD 5015.2

*DOD 8580.02-R 

*SECNAVINST 5210.8D

*SECNAVINST 5210.16

*SECNAVINST 5510.36A

*SECNAVINST 5211.5E
*SECNAVINST 5720.42F

*SECNAV M-5210.1

*SECNAV M-5210.2

*BUMEDINST 5210.10
	Command POC:


	Standard
	Yes
	No
	Comments/Notes

	Is the Records Management Coordinator (RMC) appointed in writing?

	
	
	

	Has a copy of the appointment letter been provided to the regional RMC?
	
	
	

	Is there a command instruction/policy regarding Records Management?


	
	
	

	Have all personnel (military, civilian and contractors) completed the annual training, "Records Management in the Department of the Navy: Everyone's Responsibility” within the last year?

Be prepared to show the percentage of personnel that have completed the training.
	
	
	

	Have file plans been established for all centralized and decentralized records systems with appropriate disposition instructions?  
Be prepared to provide a copy of all file plans for records managed by the records management coordinator or records custodians.
	
	
	

	How frequently are file plans reviewed?
Be prepared to show how and when file plans have been reviewed.
	
	
	


	How Does the RMC ensure that only authorized personnel access/modify the file plans?

	
	
	


	Is there a policy on how official electronic records will be maintained throughout their lifecycle?

	
	
	


	How does the command ensure that Protected Health Information (PHI) is protected throughout its AOR?


	
	
	


	Is there a policy for implementing controls over information and records that are; 

· Classified
· Sensitive
· Proprietary
· Subject to Privacy Act records 
 (both hardcopy and electronic)
	
	
	


	Are appropriate measures taken to safeguard those records considered vital to the continued operations of the command?

	
	
	

	Are records retained per established retention requirements?  

	
	
	

	Are records disposed of in accordance with the approved file plan?

	
	
	

	Has a Freedom of Information Act (FOIA) Coordinator been assigned?

If this is not the Command Records Management Coordinator, provide a copy of the file plan as a part of the decentralized file plan review.
	
	
	

	Is there a FOIA command instruction and does the command's website have a FOIA reading room that is linked with the Navy FOIA website?

	
	
	

	Has the command had any official FOIA requests?  
If so, how were they tracked and processed?
Be prepared to provide the last years FOIA requests and review any and all actions taken on such requests.
	
	
	


	 Additional Comments
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