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DHA Vision 
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“A joint, integrated, premier system of  
health, supporting those who serve in 

 the defense of our country.” 
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∎Describe the DHA Cyber Security Program 
∎ Identify Value added by integrating Cyber Security 

early 
∎ Learn about how to gain Cyber Security Support 

Learning Objectives 
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∎Mission 
∎ Vision 
∎ Cyber Security Value Delivery System 

 

Agenda 
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“To foster a culture of trust by ensuring regulatory compliance 
and providing leadership and our customers informed decision 
making to ensure the trusted delivery of Healthcare IT to DHA 
and its customers.” 

Mission 
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“A DHA network that is a safe place to deliver Healthcare IT to 
DHA and its customers. “ 

Vision 
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DHA Cyber Security Program 
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Questions 
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Evaluations 
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Please complete your evaluations 
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Contact Information 
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Clarissa Reberkenny 
Acting Chief of Cyber Security Policy and Compliance Branch 

Clarissa.Reberkenny@dha.mil 
 

Jeffrey Eyink 
Acting Director of Operations, Assessment and Authorization Branch 

Jeffrey.A.Eyink.civ@mail.mil 
 

Willie Arrington 
Acting Director of Operations, Continuous Monitoring Branch 

Willie.l.Arrington.civ@mail.mil 

mailto:Clarissa.Reberkenny@dha.mil
mailto:Jeffrey.A.Eyink.civ@mail.mil
mailto:willie.l.arrington.civ@mail.mil
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• DoDI 8500.01 Cybersecurity 
• DoDI 8510.01 Risk Management Framework (RMF) for DoD Information 

Technology (IT) 
• Committee on National Security Systems Instruction (CNSSI) 1253, “Security 

Categorization and Control Selection for National Security Systems 
• NIST Special Publication 800-30 Rev 1 Guide for Conducting Risk Assessments 
• NIST Special Publication 800-53 Rev 4 Security and Privacy Controls for Federal 

Information Systems and Organizations 
•  Link to RMF Knowledge Service – https://rmfks.osd.mil 

References 
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This is Your DHA ….. 
 

Thank You For All Your Efforts!  
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