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Section SF 1449 - CONTINUATION SHEET
	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0001
	
	230
	Each
	
	

	
	EQUIPMENT

FFP

Initial Equipment for deployment of each site.

Delivery Order may have options for additional quantity's.

See Exhibit I - Pricing Guide

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002
	
	UNDEFINED
	Each
	
	

	
	INSTALLATION

FFP

In accordance with Section C, 3, Specifications of the base contract. Installation shall include travel, initial onsite training, site survey, site mapping, installation of any required hardware for system function in multiple buildings, configuration of software, assistance in tagging equipment as required by site specific DOPRs.

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AA
	
	3
	Each
	
	

	
	LARGE MEDICAL TREATMENT FACILITY (MTF)

FFP

CONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AB
	
	10
	Each
	
	

	
	MEDIUM MEDICAL TREATMENT FACILITY (MTF)

FFP

CONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AC
	
	2
	Each
	
	

	
	MEDIUM MEDICAL TREATMENT FACILITY (MTF)

FFP

OCONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AD
	
	17
	Each
	
	

	
	SMALL MEDICAL TREATMENT FACILITY (MTF)

FFP

CONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AE
	
	4
	Each
	
	

	
	SMALL MEDICAL TREATMENT FACILITY (MTF)

FFP

OCONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AF
	
	12
	Each
	
	

	
	LARGE BRANCH HEALTH CLINIC (BHC)

FFP

CONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AG
	
	1
	Each
	
	

	
	LARGE BRANCH HEALTH CLINIC (BHC)

FFP

OCONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AH
	
	120
	Each
	
	

	
	SMALL BRANCH HEALTH CLINIC (BHC)

FFP

CONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AJ
	
	20
	Each
	
	

	
	SMALL BRANCH HEALTH CLINIC (BHC)

FFP

OCONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AK
	
	36
	Each
	
	

	
	NON MEDICAL TREATMENT FACILITY (MTF)

FFP

CONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0002AL
	
	5
	Each
	
	

	
	NON MEDICAL TREATMENT FACILITY (MTF)

FFP

OCONUS

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0003
	
	UNDEFINED
	Each
	
	

	
	ADDITIONAL TRAINING

FFP

In accordance with the Specifications as stated in Section C, 4.

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0003AA
	
	250
	Each
	
	

	
	SUPER USER TRAINING

FFP

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0003AB
	
	3,500
	Each
	
	

	
	GENERAL USER TRAINING

FFP

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0003AC
	
	360
	Each
	
	

	
	MAINTENANCE LEVEL TRAINING

FFP

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0004
	
	UNDEFINED
	Each
	
	

	
	SUPPORT REQUIREMENTS

FFP

In accordance with Section C, 11.

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0005
	
	UNDEFINED
	Each
	
	

	
	WARRANTY

FFP

In accordance with Section C, 11.2.

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	MAX QUANTITY
	UNIT
	UNIT PRICE
	MAX AMOUNT

	0006
	
	UNDEFINED
	Each
	
	

	
	DIACAP

FFP

Refer to Section C, 10, and Section H, 16 - Information Assurance (IA) requirements.

FOB: Destination


	

	
	
	

	
	

	

	
	MAX 

NET AMT
	

	

	
	
	
	


SECTION C
SPECIFICATIONS

Asset Tracking/Management Solution /
REAL TIME LOCATION SYSTEM

1.
GENERAL:
1.1
OBJECTIVES.  Navy Medicine is seeking to acquire the ability of a real time location system (RTLS) for asset tracking/management to supplement the automated information logistics system, Defense Medical Logistics Standard Support (DMLSS).  Initial RTLS requirements will focus on asset tracking to facilitate preventive maintenance and inventory management. The ability to access and track assets through facilities is vital to ensure timely scheduled preventive maintenance, accurate inventory capture, and efficient allocation of assets for patient care.

1.2.
SCOPE OF WORK. The contractor shall furnish an integrated asset tracking/management system for Navy Medicine Facilities.  Individual delivery orders (DO) will be issued for individual Navy Medicine Facilities (commands).  A single command system may consist of a parent medical treatment facility (MTF) and up to 14 branch health clinics (BHC) located in disparate physical locations including up to 50,000 DMLSS asset records.  Total number of assets across the enterprise is estimated to be 300,000.  The goal is to provide real-time location visibility with alerting and reporting of critical or high-value moveable equipment with a resolution to within a 10 foot radius and with room-level resolution where applicable.  The system shall also integrate passive location services for other assets.   The government is currently focused on RTLS for asset tracking/management; however, the technology available lends itself to additional use cases which will likely be implemented in the future.  Future capabilities will include temperature monitoring and staff/patient duress.  Additional potential future use cases may include infant security, or integration with an installed system, instrument/tray tracking, bed-level resolution and tracking for asset/staff/patient associations, and supply tracking.

2.
CONTRACTOR PERSONNEL:
2.1.
Contractor employees shall comply with all safety procedures and practices associated with the command.  Contractor personnel shall be required to abide by applicable Joint Commission, Occupational Safety and Health Administration (OSHA), and National Fire Protection Agency (NFPA) 99: Health Care Facilities Code regulations.  Additional site-specific requirements shall be stated in each DO.  Contractor employees shall identify themselves as contractor personnel by introducing themselves or being introduced as contractor personnel and displaying distinguishing badges or other visible identification for meetings with Government personnel. In addition, contractors shall identify themselves as contractor employees in telephone conversations and in formal and informal written correspondence. 

2.2.
The services rendered by the contractor are rendered in the capacity of an independent Contractor.  The Government will evaluate the quality of services for purposes of contract inspection and acceptance.  The Contractor shall be solely responsible for any and all liability caused by the acts or omissions of its agents or employees.  The Contractor shall not in any manner represent or infer that it is an instrumentality or agent of the United States Government.  The Contractor shall recognize that the Commander maintains administrative and operational responsibility for all activities within the Command and may take such actions as necessary to preserve and maintain the integrity of the Command, subject to the limitations prescribed by law and U.S. Navy Regulations.

2.3.
The contractor shall obtain all necessary licenses and/or permits required to perform this work. He/she shall take all reasonable precautions necessary to protect persons and property from injury or damage during the performance of this contract. He/she shall be responsible for any injury to himself/herself, his/her employees, as well as for any damage to personal or public property that occurs during the performance of this contract that is caused by his/her employees fault or negligence, and shall maintain personal liability and property damage insurance having coverage for a limit as required by the laws of the State of in which the work is being conducted. Further, it is agreed that any negligence of the Government, its officers, agents, servants and employees, shall not be the responsibility of the contractor hereunder with the regard to any claims, loss, damage, injury, and liability resulting there from.

3.
EQUIPMENT INSTALLATION:

3.1.
The contractor shall conduct the following pre-deployment/ pre-delivery system configuration requirements for each DO:  

3.1.1. The contractor shall conduct a complete site survey at each site to determine recommended equipment types and quantities necessary to implement the system at that site and to make any recommendations regarding the need for additional infrastructure upgrades including additional access points and network and power drops.  The contractor shall be responsible for these upgrades unless otherwise specified in the DO. All work shall be coordinated through the appropriate departments at each site (including at least Information Technology (IT) and Facilities).
3.1.2. The contractor shall import Navy Medicine provided maps (floor plans) and delimited equipment import file into the required RTLS for each DO. 

3.1.3. The contractor shall create zones per DO requirement and configure hardware for the required resolution.  Levels of resolution will vary in certain areas of each command and will be DO specific Adjustments to take advantage of facility architecture or system technology are acceptable.  Additional subdivision of zones may also be acceptable .  The contractor shall configure hardware (as necessary) for entrance/egress reporting and tracking.  Entrance/egress tracking requirements will also vary by DO.

3.1.4. The contractor shall complete facility mapping for each DO to define the coverage area and signal strength, as needed, while escorted by Navy Medicine representatives.

3.1.5. The contractor should have alternative installation methods available, including mounting solutions for both wall and ceiling if mounting is required.

3.1.6. The contractor shall provide sufficient personnel to complete the tagging of all identified equipment to receive active tags as identified in the DO and to complete the tagging of  the equipment inventory at the site.  Site personnel will identify equipment to be tagged. Delivery orders may specify specific percentages or number of equipment to be tagged by the vendor.  

4.
CUSTOMER TRAINING AND DOCUMENTATION:

4.1
The Contractor shall provide at least two (2) user manuals and two (2) operator manuals per command for all hardware and software components, regardless of original equipment manufacturer (OEM).  The Contractor shall provide updated documentation for all system components throughout the lifecycle of the system.

4.2
The contractor shall provide three levels of initial on-site classroom-based training, to include all necessary student training materials, to the government at least at each parent command (See Facilities List, Section C, 13) on the installed RTLS prior to system acceptance.  Total number of users to be trained at each level of training will vary by DO.

4.2.1
The contractor shall provide on-site classroom-based “general user” training, and shall include at least the following knowledge areas: end-user software client operation to include launching the application, application navigation, step-by-step procedures for how to perform queries, application capabilities, and application functions.  A knowledge check shall be conducted at the conclusion of the training to ensure knowledge retention.

4.2.2
The contractor shall provide additional on-site classroom-based “super user” training to the government at least at each parent command. This “super-user” training shall include at least the following knowledge areas of concentration: Application and database set-up, application and database configuration, user account setup, operation and maintenance of RTLS active and passive tags to include detailed, step-by-step procedures for tag activation, tag programming, naming conventions, mounting and removal, and periodic maintenance, such as battery replacement, detailed, step-by-step trouble-shooting procedures for resolving programmable tag issues and other maintenance issues, data import, rules set-up, report and query generation, and data export. A knowledge check shall be conducted at the conclusion of the training to ensure knowledge retention. 

4.2.3
The contractor shall provide site classroom-based “maintenance-level” training to the government’s Navy biomedical engineering technicians at least at each parent command. This “maintenance level” training shall include at least the following knowledge areas of concentration: Detailed, step-by-step procedures for all service tools, diagnostic software, and technical documentation necessary to service the RTLS. A knowledge check shall be conducted at the conclusion of the training to ensure knowledge retention.

4.3.
After initial on-site classroom-based training is completed, the contractor shall provide unlimited access to web or media-based training for the life of the system.

4.4.
The contractor shall provide follow-on on-site classroom-based training at the request of the command.

4.5.
The contractor will provide to all personnel a “Certificate of Training” at the completion of each level of training, web, media- based or classroom.

5. GENERAL SYSTEM CAPABILITIES:

5.1. The system shall be capable of tracking both active and passive tags and be able to show last known location and historical locations for any given tagged asset.

5.2. The system shall be capable of monitoring at least 50,000 individual assets with a focus on maintenance significant (based on risk-level assigned in DMLSS) and patient-care essential moveable equipment at a single facility.  Total number of assets across the enterprise is estimated at 300,000. 

5.3. Fixed equipment may be monitored via passive tags and portal detectors or other non-active tracking means.

5.4. The system shall be capable of providing the following levels of resolution based on the intended function of the area.  Specific area requirements for specific resolutions will be defined in the DO.   

5.4.1
The system shall be capable of providing location data to within a specified zone for both active and passive tags.

5.4.2.
The system shall be capable of providing location data to within at least a 10 foot radius for active tags.

5.4.3.
The system shall be capable of providing room-level accuracy with at least 90% precision (or confidence) in covered areas for active tags.  

5.5. The system shall be capable of providing zone tracking, such as when a tag passes a system defined boundary or through an egress point.  The system shall be capable of generating an alert if a tag passes the defined perimeter.

5.6. The system shall be capable of providing historical location data for at least a 12 month period.

5.7. The system shall be capable of providing 98% uptime calculated monthly.  If the system requires servers to be installed at the command, uninterruptible power supplies shall be supplied. 

5.8. The system shall be capable of covering disparate physical locations (such as outlying buildings or branch health clinics associated with a parent MTF).  The remote locations may be in different countries and at a distance of hundreds of miles.  The system shall allow for centralized monitoring of all locations associated with the parent facility.  A single building may be up to 2 million square feet.  The MTF or clinics may span multiple buildings.  The system shall also be capable of filtering based on location, building, department, and floor, room or zone.

5.9. The system shall be capable of capturing and managing business requirements, such as equipment location and equipment status (i.e. in use/not in use), to facilitate inventory management and asset tracking.

5.10. The system shall have the capability to manually locate passive tags (e.g. a handheld scanner) and shall be capable of capturing the system location of the passive tags (e.g. zone, room, etc.).

5.11. The contractor shall ensure that products provided under this contract, to include hardware, software, firmware, and middleware, whether acting alone or combined as a system, are year 2000 compliant as defined at FAR Part 39.

5.12. The Contractor shall comply with Section 508 of the Rehabilitation Act of 1973 (29 U.S.C. 794d).  Specifically, the procurement, development, maintenance, or integration of electronic and information technology (EIT) under this contract must comply with the applicable accessibility standards issued by the Architectural and Transportation Barriers Compliance Board at CFR part 1194.

6. TAGS:

6.1. Active tags.

6.1.1 Active tags shall be capable of beaconing at least once per minute.  

6.1.2 Active tags shall have a battery life of at least two (2) years assuming a beaconing frequency of once per minute.  A longer battery life is preferred.  A commercial off-the-shelf (COTS) battery is preferred as long as it meets the battery life requirement.

6.1.3 Active tags shall include programmable buttons and indicator lights and may include other advanced capabilities.

6.1.4 Active tags shall be programmable remotely to change beaconing frequency or otherwise configure the tags.  

6.1.5 Sample types of equipment that will require active tags include: infusion pumps, electrocardiographs, ventilators, mobile radiographic units, beds, wheelchairs.

6.2. Passive tags.

6.2.1.
Sterilizable tags shall be available.

6.2.2.
There shall be at least one type of passive tag that is no larger than 1 inch x 3 inches in length by width.  The tag shall have a read range of at least 6 feet.

6.3. Active and Passive tags.

6.3.1. There shall be options available for permanent and temporary mounting of both active and passive tags. 

6.3.2. The tags shall be able to be cleaned via typical equipment infection control methods (i.e. wiped down with disinfectant).

6.3.3. Tags shall be capable of being mounted on multiple types of materials used in the construction of medical equipment, including plastic and metal. 

7. SOFTWARE:

7.1.
The software shall be server-based with a web-based front end interface deployable at multiple end-user workstations.

7.2.
The software interface shall have the capability of map-based display of the facility.

7.3.
The software shall allow for equipment location query, search, and display.  Assets shall be locatable by class (device nomenclature), serial number, and ECN, as well as by floor, zone, or room.

7.4.
The software shall be capable of bi-directional interface with DMLSS or an interface shall be developed prior to system ATO testing and system activation.  See Attachment II for interface specifications.

7.5.
The software shall have an open application programming interface (API) for potential third party application integration.

7.6.
The software shall support roles-based administration and asset management to allow for various levels of software access, including at least view-only access, edit access, and administrator access. 

7.7.
The software shall support at least 100 concurrent users at each command.

7.8.
The software shall support creation of reports in XML, HTML, Excel and Adobe PDF formats. These reports shall be configurable at the command level.

7.9.
The software shall allow for administrator updates to facility mapping/coverage area at the command level.

7.10
The software/interface shall be capable of using at least the following naming conventions when displaying tag detail information. For facility related identification, use room, hallway, department, ward, wing, floor, and building with it associated alphanumeric reference (e.g. Ward 4F). For equipment related item identification, use ECN, item unique identification (IUID), nomenclature, serial number, manufacturer, and model.  For remote temperature monitoring use temperature (available in both °C and °F) and shall display if the temperature is out of range.  For staff duress, displayed information shall include location of alert.  For patient/staff tracking, a unique identifier will be displayed.

8. FUTURE CAPABILITIES:

8.1. The system shall be capable of the following for possible future implementation:

8.2. Temperature monitoring (or integration with an installed system)

8.2.1. The system shall be capable of utilizing tags that can remotely monitor temperature of rooms, refrigerators, freezers and ultra-low freezers used to store laboratory specimens, blood products, medications, and patient food.

8.2.2. Wireless temperature monitoring tags shall be capable of monitoring within -85°C to 60°C in increments of no greater than 0.5°C.

8.2.3. The system shall be capable of sending an alert via e-mail and pager when a  monitored temperature is out of range.  Additional capabilities are preferred.

8.2.4. The system shall be capable of tracking historical temperatures of each unit for a minimum of a 12 month period.

8.3. Staff duress and patient/staff tracking

8.3.1. The system shall be capable of tracking patients or staff as they move through the facility.  

8.3.2. The system shall have a means of allowing a staff member to indicate duress (e.g. a button, pull-cord, or panic switch). 

8.3.3. The system shall be capable of interfacing with a phone, pager, or other alert system to alert appropriate staff and shall be capable of displaying a map to indicate where the alert originated.  The location resolution shall be within 30 feet and the alert notification must take place within 10 seconds of activation.

9. WIRELESS NETWORK:

9.1. 802.11 is currently the only approved wireless standard for wireless local area networks (WLAN) for use on the MHS LAN and is installed at all Navy MTFs.  Additional details, including site specific signal strength maps and site survey data (equipment type, quantity, etc.) will be included within the solicitation for all DOPR’s.

9.2. Most of the Government sites delineated in the Facilities List are equipped with a WLAN and offerors may include use of such in their proposals. If the RTLS is to utilize the WLAN either for location services or for network connectivity, the system shall not interfere with the current MHS WLAN accredited security posture.

10. INFORMATION ASSURANCE (IA) REQUIREMENTS:

10.1. General Security Requirements.  The Contractor shall establish appropriate administrative, technical, and physical safeguards to protect any and all Government data, to ensure the confidentiality, integrity, and availability of government data.  As a minimum, this shall include provisions for personnel security, electronic security and physical security as listed in the sections that follow: 

10.1.1. Health Insurance Portability and Accountability Act (HIPAA).  The contractor shall comply with the Health Insurance Portability and Accountability Act of 1996 (HIPAA) (P.L. 104-191) requirements, specifically the administrative simplification provisions of the law and the associated rules and regulations published by the Secretary, Health and Human Services (HHS).  This includes the Standards for Electronic Transactions, the Standards for Privacy of Individually Identifiable Health Information and the Security Standards.  It is expected that the contractor shall comply with all HIPAA-related rules and regulations as they are published.

10.1.2. Personnel Security

10.1.2.1. The contractor shall comply with DoD Directive 8500.1, “Information Assurance (IA),” DoD Instruction 8500.2, “Information Assurance (IA) Implementation,” DoD Directive 5400.11, “DoD Privacy Program,” DoD 6025.18-R, “DoD Health Information Privacy Regulation,” and DoD 5200.2-R, “Personnel Security Program Requirements.”

10.1.2.2. Contractor responsibilities for ensuring personnel security include, but are not limited to, meeting the following requirements: 

10.1.2.3. Follow the DoD guidelines for submittal of Automated Data Processor/Information Technology (ADP/IT) security clearances and ensure all contractor personnel are designated as ADP/IT-I, ADP/IT-II, or ADP/IT-III where their duties meet the criteria of the position sensitivity designations.

10.1.2.4. Initiate, maintain, and document personnel security investigations appropriate to the individual’s responsibilities and required access.

10.1.2.5. Immediately report to the DON Privacy Office and deny access to any automated information system (AIS), or network if a contractor employee filling a sensitive position receives an unfavorable adjudication, if information that would result in an unfavorable adjudication becomes available, or if directed to do so by the appropriate government representative for security reasons.

10.1.2.6. Ensure that all contractor personnel receive information assurance (IA) training before being granted access to DoD AISs/networks, and/or MHS SI information. Contractor personnel shall provide the certificate of completion to the COR before commencing work.  Non-DoD personnel IA training is located at http://iase.disa.mil/eta/iss_icv5/launchpage.htm.

10.1.3. Electronic Security
10.1.3.1. Contractor Information Systems (IS)/networks that are involved in the operation of systems in support of the System shall operate in accordance with controlling laws, regulations, and DoD policy.

10.1.3.2. Certification & Accreditation (C&A) requirements apply to all DoD and contractor's IS/networks that receive, process, display, store or transmit DoD information.  The contractor shall comply with the C&A process for safeguarding sensitive information.  Certification is the determination of the appropriate level of protection required for IS/networks.  Certification also includes a comprehensive evaluation of the technical and non-technical security features and countermeasures required for each system/network.

10.1.3.3. Accreditation is the formal approval by the government to operate the contractor's IS/networks in a particular security mode using a prescribed set of safeguards at an acceptable level of risk.  In addition, accreditation allows IS/networks to operate within the given operational environment with stated interconnections; and with appropriate level of protection for the specified period.

10.1.3.4. The contractor shall comply with C&A requirements, as specified by the government that meet appropriate DoD Information Assurance requirements.  The C&A requirements shall be met before the contractor's system is authorized to access DoD data or interconnect with any DoD IS/network that receives, processes, stores, displays or transmits DoD data.  The contractor shall initiate the C&A process by providing the Contracting Officer, within 60 days following contract award, the required documentation necessary to receive an Approval to Operate (ATO).  The contractor shall make their IS/networks available for testing, and initiate the C&A testing four months (120 days) in advance of accessing DoD data or interconnecting with DoD IS/networks.  The contractor shall ensure the proper contractor support staff is available to participate in all phases of the C&A process.  They include, but are not limited to: 

· Attending and supporting C&A meetings with the government 

· Supporting/conducting the vulnerability mitigation process 

· Supporting the C&A Team during system security testing

10.1.3.5. Contractors must confirm that their IS/networks are locked down prior to initiating testing. 

10.1.3.5.1. Confirmation of system lock down shall be agreed upon during the definition of the C&A boundary and be signed and documented as part of the DIACAP Implementation Plan (DIP).

10.1.3.5.2. Locking down the system means that there shall be no changes made to the configuration of the system (within the C&A boundary) during the C&A process.

10.1.3.6. Any re-configuration or change in the system during the C&A testing process will require a re-baselining of the system and documentation of system changes.

10.1.3.7. Vulnerabilities that have been identified by the government as "must-fix" issues during C&A process must be mitigated according to the timeline identified by the Government Representative.  C&A Checklists is provided as Exhibit IV for complying with DoD C&A requirements.  

10.1.3.8. A request for an Interim Authorization to Test (IATT) may be submitted to the Navy Office of the Designated Approving Authority (ODAA) via the NAVMISSA Enterprise Information Assurance team.  An IATT is for testing purposes only (i.e., the system will not be used for operational purposes during the IATT period).  The minimum required documents for IATT consideration are:  System Identification Profile, IA Validation Plan and Procedures, Test Plan, Draft DIP/C&A Plan, Raw test results, and the Plan of Action & Milestone.

10.1.3.9. Information Assurance Vulnerability Management (IAVM).  The contractor shall implement an information assurance vulnerability management program.  The DoD IAVM program provides electronic security protections against known threats and vulnerabilities.  The IAVM program requires the registration of AIS system assets, which then allows for the timely dissemination of critical vulnerability information.  It also assists in the documentation and tracking of compliance, providing increased electronic security to Navy Medicine systems.  As part of the program, the contractor shall provide a primary and secondary point of contact in the Vulnerability Management System (VMS) and to the Information Assurance Vulnerability Alert (IAVA) Monitor.  The point of contact shall provide, upon receipt of a vulnerability message, an acknowledgment of receipt via the VMS.  The contactor shall thoroughly test all mitigations for the vulnerability, and upon applying the mitigation to the system, report compliance in the VMS.  Receipt and compliance messages to the government shall occur within the stipulated time window, as stated in the vulnerability message or in the VMS.

10.1.3.10. The contractor shall ensure AIS assets that are under development are registered in the VMS and have all applicable electronic patches installed for the system (1) when the system is delivered to the Government, or (2) if the AIS assets are used to store or process Government data prior to delivery (such as when being used in testing and development). 

10.1.3.11. Guidance regarding the requirement for IAVM is contained in the DoD Information Assurance Vulnerability Alert (IAVA) December 30, 1999 memorandum and Chairman of the Joint Chiefs of Staff Manual (CJCSM) 6510.01 (Appendix A to Enclosure B) provides additional reference information. Implementation is addressed in the Defense Information Systems Agency (DISA) IAVA Process Handbook, Version 2.1, June 11, 2002.  An asset is defined as any hardware device, such as a router, firewall, server, or an operating system image accessed by more than one user.  Primary servers and the workstations that they support are assets that must be registered in the VMS.  The DISA VMS web enabled application is used to disseminate IAVAs, Information Assurance Vulnerability Bulletins (IAVBs), and Information Assurance Technical Advisories down to the System Administrator (SA) and applicable personnel throughout the chain of command. 

10.1.3.12. The contractor shall maintain any development environments in accordance with the DON DIACAP Handbook.  During product development for the government, the contractor shall ensure that all IA mitigation strategies have been applied to the development environment prior to any Government data being loaded onto any assets or software for testing or delivery.

10.1.3.13. IA mitigation strategies include security updates, service packs, and changes to operating procedures as physical and cyber vulnerabilities are detected.  Operating system, routers, servers, development platforms and the application being delivered to the government shall be in compliance with all known applicable Department of Defense Computer Emergency Response Team (DoD-CERT) Alert, Bulletin, and Technical Advisory Notices published during the past 36 months.

10.1.3.14. Disposing of Electronic Media.  Vendors shall follow the DoD standards, procedures, and use approved products to dispose of unclassified hard drives and other electronic media, as appropriate, in accordance with DoD Memorandum "Disposition of Unclassified Computer Hard Drives," June 4, 2001.  Vendors are required to also follow DoD guidance on sanitization of other internal and external media components in DODI 8500.2 "Information Assurance (IA) Implementation," 6 Feb 2003 (see PECS-1 in enclosure 4 Attachment 5) and DoD 5220.22-M "Industrial Security Program Operating Manual (NISPOM)," (Chapter 8).

10.1.3.15. Ports Protocols and Services.  Vendors shall follow all current DoD and Defense Information Systems Agency (DISA) standards and requirements for acceptable Ports, Protocols, and Services.  Any requests for exception to using the current DISA Ports, Protocols, and Services standards requires an request for exception sent through the Program Manager to the DAA.

10.1.3.16. Public Key Infrastructure and Encryption. Vendors shall follow the DoD standards, policies, and procedures related to the use of Public Key Infrastructure (PKI) certificates and biometrics for positive authentication.  Where interoperable PKI is required for the exchange of unclassified information between DoD and its vendors and contractors, industry partners shall obtain all necessary certificates.  Vendors must turn over to the Government all encryption keys for deployed systems, backdoor algorithms, and procedures for their use in remote support.  The Vendor must provide a written report detailing all of the above, prior to task order expiration, regardless of modifications or extensions.

10.2. Information Systems (IS)/Networks Physical Security.  The contractor shall employ physical security safeguards for IS/Networks involved in processing or storage of Government Data to prevent the unauthorized access, disclosure, modification, destruction, use, etc., and to otherwise protect the confidentiality and ensure use conforms with DoD regulations.  In addition, the contractor will support a Physical Security Audit performed by the Government of the contractor's internal information management infrastructure.  The contractor shall correct any deficiencies identified by the Government of the contractor's physical security posture.  

11. SUPPORT REQUIREMENTS:

11.1. The Contractor shall provide installation, testing, calibration, and validation of the hardware components and software of the requested integrated asset tracking/management solution with supporting documentation.

11.2. The contractor shall provide at least a one year warranty on the hardware, software, and necessary infrastructure components.

11.3. The Contractor shall be capable of providing technical phone support for each of the Navy Medicine RTLS sites at least during normal business hours (0800-1700 local time for each site).

11.4. The contractor shall be capable of provide software maintenance and support for the period of the base contract.

12. DEFINITIONS/ABBREVIATIONS:
	Active
	An identification system in which tags have their own internal power source, which is used to power the integrated circuits and to broadcast the identifying signal

	ADP
	Automated Data Processor

	AIS
	Automated Information System

	API
	Application Programming Interface

	ATO
	Authority to Operate

	BDA
	Branch Dental Annex

	BDC
	Branch Dental Clinci

	BHC
	Branch Health Clinic

	BMC
	Branch Medical Clinic

	CJCSM
	Chairman of the Joint Chiefs of Staff Manual

	CONUS/OCONUS
	Continental United States/Outside the continental United States

	DAA
	Designated Approving Authority

	DISA
	Defense Information Systems Agency

	DIACAP
	Defense Information Assurance Certification and Accrediation Process

	DMLSS
	Defense Medical Logistics Standard Support

	DO
	Delivery Order

	DOPR
	Delivery Order Proposal Request

	ECN
	Equipment Control Number

	Floor
	A single level within a building

	HHS
	Health and Human Services

	HIPAA
	Health Insurance Portability and Accountability Act

	IA
	Information Assurance

	IAVA
	Information Assurance Vulnerability Alert

	IAVB
	Information Assurance Vulnerability Bulletins

	IAVM
	Information Assurance Vulnerability Management

	IS
	Information System

	IT
	Information Technology

	Joint Commission
	An independent organization which accredits and certifies healthcare organizations in terms of quality and patient safety

	MHS
	Military Health System

	MTF
	Medical Treatment Facility – a facility providing medical and/or dental care to eligible individuals

	NBHC
	Naval Branch Health Clinic

	NH
	Naval Hospital

	NISPOM
	National Industrial Security Program Operating Manual

	Passive
	an identification system in which tags do not have an internal power source, which its integrated circuits are powered by an external ‘reader’ to broadcast the identifying signal

	PKI
	Public Key Infrastructure

	RTLS
	Real-Time Location System - a combination of wireless hardware, real-time location software, and services that is used to continuously determine and provide the real time position of assets and resources equipped with devices designed to operate with the system

	SA
	System Administrator

	SSAA
	System Security Authorization Agreement

	Uptime 
	The time when, during the site’s normal business hours, the system is available for its designed use without restrictions on the quality of results and without safety hazards to patients, operators, staff, visitors, or others

	VMS
	Vulnerability Management System

	WLAN - Wireless Local Area Network
	A wireless network based on the IEEE (Institute of Electrical and Electronics Engineers) 802.11 standards

	Zone-level
	A defined area which may encompass multiple spaces (i.e. – a grouping of rooms, a department)


13. Facilities List

Parent commands are listed in bold and associated branch clinics/commands are listed immediately beneath.  This list represents current possible facilities for system deployment; likely deployment plan would be NMC Portsmouth, and NH Beaufort with associated clinics, followed by CONUS MTFs (large to small), OCONUS MTFs (large to small), non-MTFs (large to small). Additional sites may be added and will be specified in delivery orders.

NDC CAMP PENDLETON

1ST DENTAL CO DET LAS FLORES

1ST DENTAL CO DET LAS PULGAS

1ST DENTAL CO DET MARGARITA

1ST DENTAL CO DET SAN MATEO

BDC TWENTYNINE PALMS

BDC NAS MIRAMAR

BDC CAMP SAN ONOFRE MCB

BDC CHAPPO MCB

BDC DELMAR-CAMP PENDLETON

BDC EDSON RANGE ANNEX MCB

BDA HORNO

BDC MCAS YUMA

NDC CAMP LEJEUNE

22nd DENTAL COMPANY FRENCH CREEK

2nd DENTAL BN B 460

BDC 2ND BN CAMP LEJEUNE

BDA CAMP LEJEUNE

BDC COURTHOUSE BAY MCB

BDC MCAS H NEW RIVER

BDC CAMP GEIGER MCB

BDC CAMP JOHNSON MCB

BDC MCAS CHERRY POINT

NDC OKINAWA

BDC KANEOHE BAY

BDC MCAS IWAKUNI

BDC NAF KADENA

BDC CAMP SCHWAB

BDC CAMP COURTNEY

BDC CAMP FUTENMA

BDC CAMP HANSEN

BDC CAMP KINSER

NAVAL HEALTH CLINIC CHARLESTON

NAVAL HEALTH CLINIC NEW ENGLAND

NBHC SARATOGA SPRINGS

NBHC GROTON

NBHC PORTSMOUTH

NH BEAUFORT

NBHC MCRD PARRIS ISLAND

NBHC MCAS BEAUFORT

NH BREMERTON

NBHC PUGET SOUND

NBHC SUBASE BANGOR

NHCL EVERETT

NH CAMP LEJEUNE

BMC CORFAC MCB CAMP LEJEUNE

BMC CAMP GEIGER MCB

BMC CAMP JOHNSON MCB

BMC COURTHOUSE BAY MCB

BMC FRENCH CREEK MCB

BMC MCAS NEW RIVER

BMC BLDG 15 MCB CAMP LEJEUNE

NH CAMP PENDLETON

TRICARE OUTPATIENT-OCEANSIDE

NBHC NAS POINT MUGU

NBHC PORT HUENEME

BDC BARSTOW

BMC SAN ONOFRE MCB

BMC SEAL BEACH

BMC CORCEN MCB

BMC EDSON RANGE ANNEX

BMC BARSTOW

BMC MCB CAMP PENDLETON

BMC CAMP DELMAR MCB

BMC YUMA

NH GUAM

BMC NAVSTA GUAM

NH GUANTANAMO BAY

NH JACKSONVILLE

NBHC ALBANY

NBHC KEY WEST

NBHC KINGS BAY

NBHC NAS JACKSONVILLE

NBHC MAYPORT

NH LEMOORE

NBHC FALLON

BDC NAVPGSCOL MONTEREY

FLIGHT LINE CLINIC LEMOORE

NH NAPLES

BMC CAPODICHINO

NH OAK HARBOR

NH OKINAWA

BMC MCAS TORII STATION

BMC WHITE BEACH

BMC CAMP KINSER

BMC CAMP SCHWAB

BMC CAMP HANSEN

BMC EVANS-CAMP FOSTER

BMC MCAS FUTENMA

BMC CAMP BUSH/COURTNEY

BMC CAMP LESTER

NH PENSACOLA

NBHC WPNSCEN CRANE

NBHC MERIDIAN

NBHC MILTON WHITING FIELD

NBHC NAS BELLE CHASE

NBHC GULFPORT

NBHC NSA MID-SOUTH MILLINGTON

NBHC NATTC PENSACOLA

NBHC NAVCOASTSYSC PANAMA CITY

NBHC NAS PENSACOLA

NBHC CORRY STATION 

NH ROTA

NH SIGONELLA

NBHC BAHRAIN

BMC SOUDA BAY

FLIGHT LINE CLINIC NAS II

NH TWENTYNINE PALMS

NBHC CHINA LAKE

BMC BRIDGEPORT

NH YOKOSUKA

NBHC  DIEGO GARCIA

NBHC ATSUGI

NBHC SASEBO

BMC IWAKUNI

BMC CHINHAE

BHA HARIO SASEBO 

BHC NEGISHI

NHC ANNAPOLIS

NBHC BANCROFT HALL

BMC LAKEHURST

BMC EARLE

NBMC PHILADELPHIA NAVAL BUSINESS CENTER

BMC MECHANICSBURG

NHC CHERRY POINT

NHC CORPUS CHRISTI

NBHC FORT WORTH

NBHC KINGSVILLE

NHC HAWAII

NBHC NAVCAMS EASTPAC

BMA BARKING SANDS

NBHC MCB CAMP H.M. SMITH

BMC MCAS KANEOHE BAY

NHC PATUXENT RIVER

NBHC ANDREWS AFB

NBHC DAHLGREN

NBHC INDIAN HEAD

NHC QUANTICO

NBHC WASHINGTON NAVY YARD

NBHC THE BASIC SCHOOL

BMC OCS BROWN FIELD

BMC SUGAR GROVE

NMC PORTSMOUTH

NBHC OCEANA

NBHC NSY NORFOLK

NBHC NAVSTA SEWELLS

NBDC NORFOLK NAVSTA

NORTHWEST BHC

NBHC YORKTOWN

BHC BOONE PRIMARY CARE

NBHC DAM NECK

TRICARE OUTPATIENT CHESAPEAKE

TRICARE OUTPATIENT CLINIC VA BEACH

TRICARE OUTPATIENT CLINIC NORTHWEST

NMC SAN DIEGO

NBDC SAN DIEGO NAVSTA

NBHC MCRD SAN DIEGO

NBHC NTC SAN DIEGO

NBHC CORONADO

TRICARE OUTPATIENT-CHULA VISTA

TRICARE OUTPATIENT-CLAIREMONT 

NBHC NAS NORTH ISLAND

NBHC NAVSTA SAN DIEGO

NBHC EL CENTRO

BDC SUBASE SAN DIEGO

SAN DIEGO EAST COUNTY PRIMARY CARE CLINIC

BMC MCAS MIRAMAR

BMA NALF SAN CLEMENTE

BUREAU OF MEDICINE AND SURGERY

NAVY MEDICINE PROFESSIONAL DEVELOPMENT CENTER

NAVY MEDICINE TRAINING SUPPORT CENTER

NAVY MEDICINE OPERATIONAL TRAINING CENTER

NAVAL UNDERSEA MEDICAL INSTITUTE

SURFACE WARFARE MEDICINE INSTITUTE

NAVAL AEROSPACE MEDICAL INSTITUTE

NAVAL SURVIVAL TRAINING INSTITUTE

NAVY & MARINE CORPS PUBLIC HEALTH CENTER

NAVY ENTOMOLOGY CENTER OF EXCELLENCE

NAVAL DOSIMETRY CENTER

NAVAL DRUG LAB SAN DIEGO

NAVY DRUG LAB GREAT LAKES

NAVY DRUG LAB JACKSONVILLE

NEPMU #2 NORFOLK

NEPMU #5 SAN DIEGO

NEPMU #6 PEARL HARBOR

NAVAL MEDICAL RESEARCH CENTER

NAVAL HEALTH RESEARCH CENTER

NAVAL MEDICAL RESEARCH UNIT-2

NAVAL MEDICAL RESEARCH UNIT-3

NAVAL MEDICAL RESEARCH UNIT-6

NAVAL MEDICAL RESEARCH UNIT – SAN ANTONIO

NAVAL MEDICAL RESEARCH UNIT - DAYTON

NAVSUBMED RESEARCH LAB

NAVAL MEDICAL LOGISTICS COMMAND

NAVY MEDICINE INFORMATION SYSTEMS SUPPORT ACTIVITY (NAVMISSA) 

NAVY MEDICINE EAST

NAVY MEDICINE NATIONAL CAPITAL AREA

NAVY MEDICINE SUPPORT COMMAND

NAVY MEDICINE WEST

WALTER REED NATIONAL MILITARY MEDICAL CENTER

BMC CARDEROCK

NAVAL OPHTHALMIC SUPPORT/TRAINING ACTIVITY

NAVAL EXPEDITIONARY MEDICAL TRAINING INSTITUTE

NAVY EXPEDITIONARY MEDICAL SUPPORT COMMAND

END USER DEVICE SPECIFICATIONS
The current specifications for end user devices are below. Updates will be provided on the delivery order level if needed.  Not all features are required, but if a feature is included in proposed devices, it must meet the specifications below.

Clinical Specifications for Tablets, Laptops, Desktops:

	Warranty:
	4Yr Onsite with Accidental Damage Protection, Support and Federal Non Return Hard Drive

	Docking Station :
	Ultrabase, Docking Station or Port Replicator

	Display Adapters :
	DisplayPort to Single-link DVI-D Cable 

	DVD Burner :
	8X DVD+/-RW Ultraslim DVD Burner if not built into docking station, port replicator or ultrabase

	CD-ROM or DVD-ROM Drive: 
	Cyberlink Power DVD 9.5.1, Media

	CD-ROM or DVD-ROM Drive: 
	E/Module, External Media Bay

	CD-ROM or DVD-ROM Drive: 
	8X DVD+/-RW Bezel 

	Carrying Case:
	Basic Nylon Carrying Case

	Keyboard :
	Pref Pro USB Multimedia Keyboard US English

	Mouse :
	USB Optical Wheel Mouse

	AC Adapter :
	90W Slim AC/DC Combo Adapter

	MISC
	Trusted Platform Module (TPM)

	MISC
	Secure BIOS

	WebCam
	Integrated 720p HD webcam

	Microphone
	Built-in microphones

	Pen
	Tablet Digitizer Pen


SECTION E
Specific Delivery terms will be stated in each Delivery Order Proposal Request.
INSPECTION AND ACCEPTANCE TERMS

Supplies/services will be inspected/accepted at:

	CLIN 
	INSPECT AT 
	INSPECT BY 
	ACCEPT AT 
	ACCEPT BY 

	0001 
	Destination 
	Government 
	Destination 
	Government 

	0002 
	Destination 
	Government 
	Destination 
	Government 

	0002AA 
	Destination 
	Government 
	Destination 
	Government 

	0002AB 
	Destination 
	Government 
	Destination 
	Government 

	0002AC 
	Destination 
	Government 
	Destination 
	Government 

	0002AD 
	Destination 
	Government 
	Destination 
	Government 

	0002AE 
	Destination 
	Government 
	Destination 
	Government 

	0002AF 
	Destination 
	Government 
	Destination 
	Government 

	0002AG 
	Destination 
	Government 
	Destination 
	Government 

	0002AH 
	Destination 
	Government 
	Destination 
	Government 

	0002AJ 
	Destination 
	Government 
	Destination 
	Government 

	0002AK 
	Destination 
	Government 
	Destination 
	Government 

	0002AL 
	Destination 
	Government 
	Destination 
	Government 

	0003 
	Destination 
	Government 
	Destination 
	Government 

	0003AA 
	Destination 
	Government 
	Destination 
	Government 

	0003AB 
	Destination 
	Government 
	Destination 
	Government 

	0003AC 
	Destination 
	Government 
	Destination 
	Government 

	0004 
	Destination 
	Government 
	Destination 
	Government 

	0005 
	Destination 
	Government 
	Destination 
	Government 

	0006 
	Destination 
	Government 
	Destination 
	Government 


SECTION F
Specific delivery locations to be determined on each delivery order.

CLAUSES INCORPORATED BY REFERENCE

	52.242-15 
	Stop-Work Order 
	AUG 1989 
	 

	52.247-29 
	F.O.B. Origin 
	FEB 2006 
	 

	52.247-32 
	F.O.B. Origin, Freight Prepaid 
	FEB 2006 
	 

	52.247-35 
	F.O.B. Destination, Within Consignee's Premises 
	APR 1984 
	 


DELIVERY INFORMATION

	CLIN 
	DELIVERY DATE 
	QUANTITY 
	SHIP TO ADDRESS 
	UIC 

	 
	 
	 
	 
	 

	0001 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	SEE ATTACHED DELIVERY ADDRESS

SEE ATTACHED

SEE ATTACHED DELIVERY ADDRESS

SEE ATTACHED AA 

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AA 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AB 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AC 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AD 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AE 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AF 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AG 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AH 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AJ 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AK 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0002AL 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0003 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0003AA 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0003AB 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0003AC 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0004 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0005 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 

	 
	 
	 
	 
	 

	0006 
	POP 19-MAR-2013 TO

18-MAR-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	XXXXXX 


SECTION G
CONTRACTING OFFICER’S REPRESENTATIVE (COR)
1. The COR shall be appointed by the Contracting Officer and named at time of award.
2. For the purpose of this clause, the Contracting Officer’s Representative (COR) is the duly authorized representative of the Contracting Officer.
3. The COR will perform inspection and acceptance of services to be provided.  Inspection and acceptance will be performed at the location listed in the contract awarded.

CONTRACT ADMINISTRATION PLAN (CAP)
1. In order to expedite administration of this contract, delineation of duties is provided in the CAP.

2. The CAP is detailed in Attachment I.

DELIVERY
1. The Contracting Officer reserves the right to adjust the start date of the contract based on the actual award date.   The ordering period shall not exceed sixty (60) months.
CLAUSES INCORPORATED BY FULL TEXT

252.201-7000     CONTRACTING OFFICER'S REPRESENTATIVE (DEC 1991)

(a) "Definition.  Contracting officer's representative" means an individual designated in accordance with subsection 201.602-2 of the Defense Federal Acquisition Regulation Supplement and authorized in writing by the contracting officer to perform specific technical or administrative functions.

(b) If the Contracting Officer designates a contracting officer's representative (COR), the Contractor will receive a copy of the written designation.  It will specify the extent of the COR's authority to act on behalf of the contracting officer.  The COR is not authorized to make any commitments or changes that will affect price, quality, quantity, delivery, or any other term or condition of the contract.

(End of clause)

SECTION H
1.  DELIVERY ORDER CONTRACT

1.1.  The Government intends to award multiple indefinite delivery indefinite quantity (ID/IQ) contracts.  Requirements will be procured via the award of delivery orders issued against the basic contract(s).  The guaranteed minimum for each awardee is $25,000. 00.   The maximum value of all delivery orders issued as result of this solicitation is $49,900,000.00

2.  INITIAL DELIVERY ORDERS TO BE AWARDED

2.1.  Exhibits II and III are the initial Delivery Order Proposal Requests (DOPRs) for Naval Medical Center (NMC) Portsmouth and Naval Hospital (NH) Beaufort and will be awarded immediately after the base contract is awarded.  Proposals for NMC Portsmouth and NH Beaufort are due at the same time as the closing date as specified in Block 8 of this solicitation.

3.  SUSBEQUENT DELIVERY ORDER PROCEDURES 

3.1.  Fair Opportunity For Consideration. 

3.1.1. One or more delivery orders will be issued during the performance period of the contract.  The Government will provide all awardees a fair opportunity for consideration.  In accordance with FAR 16.505(b), the Contracting Officer will give each awardee a "fair opportunity" to be considered for each order in excess of $3,000.00 unless one of the conditions in paragraph 3.1.2 below applies.

3.1.2.  Exceptions to Fair Opportunity for Consideration.  Awardees may not be given a fair opportunity to be considered for delivery orders which are expected to exceed $3,000.00 when the Contracting Officer determines one of the following conditions apply:

3.1.2.1.  The agency need is of such urgency that providing such an opportunity would result in unacceptable delays;

3.1.2.2.  Only one awardee is capable of providing the supplies or services required at the level of quality required because the supplies or services ordered are unique or highly specialized;

3.1.2.3.  The order should be issued on a sole-source basis in the interest of economy and efficiency as a logical follow-on to a delivery order already issued under the contract, provided that all awardees were given fair opportunity to be considered for the original order.  For the purposes of this contract the Contracting Officer may negotiate a sole source logical follow-on delivery order with the current contractor providing previously competed services for additional work at the same site or its affiliated clinics.

3.1.2.4. It is necessary to place an order to satisfy a minimum guarantee.  All successful contract awardees are guaranteed a minimum award of a delivery order(s) totaling $25,000.

3.2.  The Contracting Officer has broad discretion in determining which awardees should receive a delivery order.  Each delivery order award decision may consider the factors in Section 3.2.  Evaluation factors for each delivery order will be described in the delivery order proposal request. At a minimum, each delivery order shall consider price and the technical abilities of the proposal to meet the requirements of the Government.

3.2.1.  The price of the delivery order.  The proposed price for each delivery order shall include the required RTLS system solution inclusive of the system and any required modifications to the room or space in which the system will be installed.  The price of any options will included in the evaluated price. The factors to be considered in evaluating prices proposed are:

3.2.1.1.  Completeness.  All price information required by the delivery order proposal request has been submitted and  any provided pricing worksheets have been completed.

3.2.1.2.  Reasonableness.  The degree to which the proposed prices compare to the prices a reasonable prudent person would expect to incur for the same or similar services.

3.2.2. Technical Factors


3.2.2.1 Design Quality and Capability – Ability of the proposed solution to meet the requirement.

3.2.2.2 Maintainability –  The maintainability of the proposed system hardware and software.  

3.2.3.  The past performance of the awardee in previous delivery orders and delivery order proposals under the contract may be evaluated.  Performance within the past 5 years on other similar contracts may also be considered.  This past performance evaluation may include a review of all aspects of contract performance, both positive and negative, including but not limited to timeliness of delivery, compliance of the delivered product with the requirements of the contract but also include continuing support for any product delivered, the training provided on the product if applicable, and the responsiveness of support and sales personnel.

3.2.4.  Project completion time.

3.2.5.  IA Compatibility / Readiness

3.2.6.  Installation Requirements

3.2.7. Timeliness of submission of delivery order proposal.  Delivery order proposals which are submitted late may not be considered for award

3.2.8. Compatibility with current currently installed systems, hardware and software.  

3.2.9. The scalability of the proposed system to determine how well that system meets or will meet the intended future capabilities.  The Government will evaluate how the proposed system incorporates any existing systems at the command.

3.2.10 Potential impact placed on other orders placed with the contractor.

3.3.  When placing orders, the Contracting Officer is not required to prepare formal evaluation plans, score offers, post notice on the Federal Business Opportunities (FedBizOpps) web site (unless a Justification for the Exception for Fair Opportunity is approved at the required levels), or hold discussions or negotiations with each awardee.  Even though the Contracting Officer does not have to comply with the competition rules in Part 6 of the Federal Acquisition Regulation and does not have to conduct discussions before issuing an order, there will be an internal record of why a particular offeror provided the best value based on the particular requirements of each delivery order.  

3.4. Issues arising from the placement of orders cannot be protested to the Government Accountability Office unless the protest alleges that the order exceeded the value, scope, or period of the contract or in the case where a single delivery order exceeds $10 million.

3.5.  DOPR proposal Submission, and delivery order award.  The process for requesting delivery order proposals, evaluating the proposals, selecting an awardee for each delivery order, issuing the delivery order, and the commencement of services under each delivery order is shown below.

3.5.1.  The Contracting Officer will issue a written DOPR and will forward it to all awardees unless one of the exceptions to the fair opportunity for consideration listed above in 3.1 applies.

3.5.2.  Specific DOPRs may require site visits for facilities/locations identified in the DOPR.

3.5.3.  The DOPR will include as a minimum the following information:  

The due date for proposal submission (generally between 3 to 8 weeks following the issue date of the DOPR).

A description of the requirement. 

Evaluation Factors

The place of delivery.

Any additional instructions for proposal submission not contained in this section.

Any other information deemed appropriate by the Contracting Officer.

3.6.  Proposal Submission.

3.6.1.  If an awardee is unable to submit a proposal, they must notify the Contracting Officer in writing as soon as practicable.  A brief written statement as to why the awardee is unable to submit a proposal is required.  Failure to submit a delivery order proposal without sufficient justification may be considered as negative past performance information which may jeopardize the award of future delivery orders.

3.6.2.  The contractor's delivery order proposal shall always be required to contain a price section and may be required to include a past performance or technical section.  Certified cost or pricing data is not required for individual delivery orders.  The proposal shall be forwarded to the Naval Medical Logistics Command.

3.7.  Delivery Order Award.   

3.7.1.  Upon completion of the evaluation of the past performance, technical and/or price sections, the Contracting Officer will issue a delivery order to the contractor whose proposal is most advantageous to the Government considering the evaluation factors stated in the delivery order proposal request. 

3.7.2.  In the event issues pertaining to a proposed delivery order cannot be resolved to the satisfaction of the Contracting Officer, the Contracting Officer reserves the right to withdraw or cancel the proposed delivery order.  In such event, the contractor will be notified, via letter or email, of the Contracting Officer's decision and this decision shall be final and conclusive and shall not be subject to the "Disputes" clause or the "Contract Disputes Act".

3.8.  Commencement of Performance.  

Upon award, a delivery order will be transmitted to the contractor on a DD Form 1449.  The required delivery date will be specified in the delivery order.

4.  OMBUDSMAN.

4.1.  The Ombudsman will review complaints from contractors regarding the award of delivery orders and ensure that all contractors are afforded a fair opportunity to be considered, consistent with the procedures in the contract.  The delivery order contract Ombudsman for the contract is the Navy Competition Advocate.  Contractors are encouraged to settle their complaints through the Competition Advocate chain of command, seeking review by the Command Competition Advocate at the NMLC before taking their complaints to the Navy Competition Advocate General.  The NMLCs Competition Advocate can be reached at (301) 619-3095 or at the following address:

Naval Medical Logistics Command 

ATTN: Competition Advocate

693 Neiman St.

Fort Detrick, MD 21702-9203

5.  PRIOR WRITTEN PERMISSION REQUIRED FOR SUBCONTRACTS. 

5.1.  None of the requirements required by the contract shall be subcontracted to or performed by persons other than the contractor or the contractor's employees without the prior written consent of the Contracting Officer. 

6.  RESTRICTION ON THE USE OF GOVERNMENT-AFFILIATED PERSONNEL.

6.1.  Except in very limited cases, the federal criminal statutes at 18 USC 203 and 18 USC 205 bar Government personnel, both active duty and civil service, from working as a contractor employee in a Government workplace, including a medical treatment facility, either as a second job ("moonlighting") or while on terminal leave.  The contractor agrees that, before making an employment offer to an active duty member or a civil servant, it shall inform the individual of the potential applicability of these statutes and further agrees to encourage that individual to seek an advisory opinion from his/her local ethics counsel before accepting an employment offer.  

7.  BACKGROUND INVESTIGATION REQUIREMENTS. 

7.1 PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL.

7.1.1 The Homeland Security Presidential Directive dated 27 August 2004 requires a mandatory Government-wide standard for secure and reliable forms of identification for Federal employees, contractors and HCWs who access federally controlled facilities or have access to Federally controlled IT systems.

7.1.2.   Personnel background investigations must be initiated and an advance fingerprint and NAC results received by the MTF prior to a Common Access Card (CAC) being issued if required.  

7.1.3.  See FAR 52.204-9 for additional information. 

8.  LIABILITY INSURANCE.

8.1.  Before commencing work under a contract, the contractor shall certify to the Contracting Officer in writing that the required insurance has been obtained.  The following insurance as referenced in FAR 28.307 is the minimum insurance required:

8.1.1.  General liability - Bodily injury liability insurance coverage written on the comprehensive form of policy of at least $500,000 per occurrence.

8.1.2.  Automobile liability - Automobile liability insurance written on the comprehensive form of policy.  The policy shall provide for bodily injury and property damage liability covering the operation of all automobiles used in connection with performing the contract.  Policies covering automobiles operated in the United States shall provide coverage of at least $200,000 per person and $500,000 per occurrence for bodily injury and $20,000 per occurrence for property damage.  The amount of liability coverage on other policies shall be commensurate with any legal requirements of the locality and sufficient to meet normal and customary claims.

8.1.3.  Workers' compensation and employer's liability - Contractors are required to comply with applicable Federal and State workers' compensation and occupational disease statutes.  If occupational diseases are not compensable under those statutes, they shall be covered under the employer's liability section of the insurance policy, except when contract operations are so commingled with a contractor's commercial operations that it would not be practical to require this coverage.  Employer's liability coverage of at least $100,000 shall be required, except in States with exclusive or monopolistic funds that do not permit workers' compensation to be written by private carriers.

9. AUTHORIZED CHANGES ONLY BY THE CONTRACTING OFFICER

(a)  Except as specified in paragraph (b) below, no order, statement, or conduct of Government personnel who visit the contractor’s facilities or in any other manner communicates with contractor personnel during the performance of this contract shall constitute a change under the “Changes” clause of this contract.

(b)  The contractor shall not comply with any order, direction or request of Government personnel unless it is issued in writing and signed by the Contracting Officer, or is pursuant to specific authority otherwise included as a part of this contract.

(c)  The Contracting Officer is the only person authorized to approve changes in any of the requirements of this contract and notwithstanding provisions contained elsewhere in this contract, the said authority remains solely the Contracting Officer’s.  In the event the contractor effects any change at the direction of any person other than the Contracting Officer, the change will be considered to have been made without authority and no adjustment will be made in the contract price to cover any increase in charges incurred as a result thereof.  

10. REVIEW OF PRESS RELEASES

The contractor agrees to accurately and factually represent the work conducted under the contract in all press releases.  Misrepresenting contract results or releasing information that is injurious to the integrity of the Government may be construed as improper conduct.  Press releases shall be considered to include the public release of information to any medium, excluding peer-reviewed scientific publications.  The contractor shall ensure that the Contracting Officer has received an advance copy of any press release related to the contract for review and comments at least five (5) working days prior to proposed issuance.  After receipt of the Government’s comments, the contractor shall provide a copy to the Contracting Officer prior to issuance of the press release.

11.  STATION/BASE REGULATIONS

The Contractor and its employees and subcontractors shall become familiar with and obey station regulations, including fire, traffic, and security regulations.  Personnel employed on the station shall keep within the limits of the work (and avenues of ingress and egress), and shall not enter restricted areas unless required to do so and are cleared for such entry.  Any Contractor’s equipment shall be marked for identification.

12. NOTICE TO CONTRACTOR OF CERTAIN DRUG DETECTION PROCEDURES

Pursuant to Navy policy applicable to both Government and Contractor personnel, measures will be taken to prevent the introduction and utilization of illegal drugs and related paraphernalia into Government Work areas.

In furtherance of the Navy’s drug control program, unannounced periodic inspections of the following nature may be conducted by installation security authorities:

· Routing inspection of contractor occupied work spaces.

· Random inspection of vehicles on entry or exit, with drug detection dog teams as available, to eliminate them as a safe haven for storage of or trafficking in illegal drugs.

· Random inspections of personal possessions on entry or exit from the installation.

When there is a probable cause to believe that a Contractor employee on board a naval installation has been engaged in use, possession or trafficking of drugs, the installation authorities may detain said employee until the employee can be removed from the installation, or can be released to the local authorities having jurisdiction.

Trafficking in illegal drug and drug paraphernalia by contract employee while on a military vessel/installation may lead to possible withdrawal or downgrading of security clearance, and/or referral for prosecution by appropriate law enforcement authorities.

The Contractor is responsible for the conduct of employees performing work under this contract and is, therefore, responsible to assure that employees are notified of these provisions prior to assignment.

The removal of Contractor personnel from a Government vessel or installation as a result of the drug offenses shall not be a cause for excusable delay, nor shall such action be deemed a basis for an equitable adjustment to price, delivery or other provisions of this contract.

13. OCCUPATIONAL SAFETY AND HEALTH REQUIREMENTS

If performance of any work under this contract is required at any Medical Treatment Facility or any other Government facility, the Contractor shall contact the appropriate office and code with cognizance over safety and environmental requirement prior to performance of any work under this contract.

Contractors are responsible for following all safety and health related State and Federal statutes and corresponding State, Federal and/or Navy regulations (i.e. NOSCINST 5100.5C, Occupational Safety and Health Manual) protecting the environment, contractor employees, and persons who live and work in and around contractor and/or federal facilities.

Contractors shall monitor its employees and ensure that they are following safety regulations particular to the work areas.  Contractors shall ensure that its employees:

· Wear appropriate safety equipment and clothing;

· Familiar with all relevant emergency procedures should an accident occur, and

· Have access to a telephone and telephone numbers for the Government facility where the work is performed.

14. FAR Clause 52.217-8, Option to Extend Services, is incorporated into this contract by reference. This clause shall be included in full text in delivery order proposal requests (DOPRs) and resulting delivery order awards issued under this contract when the Government determines inclusion of the option is appropriate. In accordance with FAR 17.206(a), prices for this extension period shall be evaluated prior to award of any delivery order that includes the clause. The period of performance specified in any delivery order including this clause may be extended for up to six months pursuant to the terms of the clause.

15. START UP.  The Contractor(s) may be required to attend a post award start up meeting at a Government facility to be determined at contract award.  In addition the contractor may be required to participate in a  project kick-off meeting after award  or at the start of each awarded delivery order.

16. All Department of the Navy (DON) information systems as defined in Department of Defense Directive (DoDD) 8500.1 shall be certified and accredited (C&A) for operation.  C&A is attained via the Defense Information Assurance Certification and Accreditation Process (DIACAP) and is applicable to all DON-owned or controlled information systems that receive, process, store, display or transmit Department of Defense (DoD) information, regardless of Mission Assurance Category (MAC) classification or sensitivity, except, per DoDD 8500.1 Paragraph 2.3; IT that is considered Platform Information Technology (PIT).  Regardless of whether the system or device is considered PIT or whether it is determined that it requires a full accreditation, the following DIACAP artifacts shall be included with your proposal; System Identification Profile (SIP), DIACAP Implementation Profile (DIP), and Plan of Actions and Milestones (POA&M).  A template has been included with this solicitation as “Appendix X”. Completion of this form in its entirety will satisfy the requirement for the SIP, DIP and POA&M.

The contractor shall establish appropriate administrative, technical, and physical safeguards to protect all government data, to ensure the confidentiality, integrity, and availability of government data under their control.  At a minimum, this shall include provisions for personnel, electronic, and physical security.  

Navy Business to Business (B2B) Gateway

Secure point-to-point connectivity for the purpose of remote technical support and/or maintenance shall be accomplished utilizing the Defense Information Systems Agency (DISA) managed Military Health System (MHS) B2B Gateway. All remote contractor systems that will communicate with Navy Medicine systems will connect through this B2B gateway. For all Web applications, contractors will connect to the DISA-established Web DMZ.

· Contractors will connect to the B2B gateway via a contractor procured Internet Service Provider (ISP) connection and assume all responsibilities for establishing and maintaining their connectivity to the B2B gateway. This will include acquiring and maintaining the circuit to the B2B gateway and acquiring a FIPS-140-2 Virtual Private Network (VPN)/Firewall device compatible with the MHS VPN device.  Maintenance and repair of contractor procured VPN equipment shall be the responsibility of the contractor. 

· Contractors shall configure their network to support access to government systems (e.g., configure ports and protocols for access).

· Contractors shall provide full time connections to a TIER 1 or TIER 2 ISP. Dial-up ISP connections are not authorized.

· Contractors will comply with DoD guidance regarding allowable ports, protocols and services.

Prior to accessing DoD networks, all contractors will be required to complete a DISA Form 2875 System Authorization Access Request form (SAAR) and submit it to NMLC, Code 03, Imaging Informatics Division for processing. The contractor will be required to complete applicable DoD IA training.

IPv6

The proposed system shall be Internet Protocol version 6 (IPv6) capable or the contractor must provide a detailed project, migration or planning documentation to show when the proposed system shall be IPv6 capable. 

Minimum IPv6 capabilities include:

· Conformant with the IPv6 standards profile contained in the DoD IT Standards Registry (DISR); 

· Maintaining interoperability in heterogeneous environments with IPv4; 

· Commitment to upgrade as the IPv6 standard evolves; 

· Availability of contractor IPv6 technical support.

The contractor must be able to demonstrate or provide documentation to prove that their product is IPv6 capable.  IPv6 'capable' is defined as having the capability of receiving, processing and forwarding IPv6 packets and/or interfacing with other IPv6 capable systems/devices and in a manner similar to IPv4.  In order to demonstrate IPv6 compliance, the contractor should submit the following documentation:

· Provide a diagram showing IPv6 core configuration, to include IPv6 addressing, internal network connectivity and topology, external network connectivity, and IPv6 traffic flow; 

· Submit a list of core components to include contractor/manufacturer IPv6 compliance; 

· Submit a report that illustrates testing of IPv6 compliance, to include test scripting, logs and results.

Manuals

The contractor shall provide two paper copies or an electronic copy, with the right to duplicate in support of the system to be installed at the requesting site, of both the operator and service manuals.  The service manual shall be equal to or greater in detail than the service manuals provided to contractor’s own service technicians.

Personnel Security and User Access Control

Because of the unique circumstances presented by DoD and DON networks, personnel security requirements shall be followed to ensure appropriate precautions are taken prior to allowing contractor personnel access to the network.  Any contractor personnel that will be accessing the medical device/system while installed on the hospital network will be required to have a National Agency Check (NAC) completed.  Typically, this requires an investigation to support a “Public Trust Position” and requires the person(s) to complete and submit a Standard Form 85P (SF85P), Questionnaire for Public Trust Positions, via the Electronic Personnel Security Questionnaire (EPSQ).  Questions relating to SF85Ps and the EPSQ process may be directed to 1-888-282-7682 or online at http://www.dss.mil/index.htm. Contractor personnel accessing equipment connected to the hospital network will be required to complete a System Authorization Access Request-Navy (SAAR-N) (form OPNAV 5239/14). Copies of this form can be obtained from NMLC, Code 03, Imaging Informatics Division.  Additionally, contractor personnel are required to complete the annual DoD IA training requirements.

The Commander, Joint Task Force-Global Network Operations (JTF-GNO) has mandated the implementation of Public Key Infrastructure (PKI) across the DoD on all unclassified servers.  These servers must be configured to only trust DoD authorized Certificate Authorities.  PKI-enabled systems may be configured to accept External Certificate Authorities (ECA), but only in cases where the Information Assurance Manager (IAM) has coordinated with the Bureau of Medicine and Surgery (BUMED) Chief Information Officer (CIO).  The trusting of ECA certificates and associated access control techniques must be documented. This requirement is applicable to medical devices that are installed on DoD networks.  Contractors must indicate their willingness and ability to meet this requirement. The DoD has also mandated two factor authentication for access to information systems.  This is most commonly accomplished by using a DoD issued CAC.

Access to the medical devices will be limited to authorized users as determined by local policy.  Contractors whose systems do not yet meet the requirement for CAC authentication must indicate their willingness to do so, and offer a timeline for compliance.  

Complete administrative system rights shall be provided to the local Biomedical Repair and Information Management Departments for the purpose of conducting device vulnerability scans as needed. Generic or default passwords for administrative access are not authorized and must be changed prior to connecting to the hospital network. All passwords are required to meet DoD password complexity requirements.

Host Based Security System (HBSS)

The HBSS baseline is a flexible, commercial off-the-shelf (COTS) based application that can detect and counter, in real time, against known cyber-threats to the DoD enterprise. HBSS shall be attached to each host server (server, desktop, and laptop) in DoD.  The system provides network administrators and security personnel with mechanisms to prevent, detect, track, report and remediate malicious computer-related activities and incidents across all DoD networks and information systems. 

The contractor shall provide technical specifications that clearly demonstrate whether the proposed solution can integrate and support, either fully or partially the operation without performance degradation of the medical device or system. In cases where the operation of the host based security system is not technically achievable, the contractor shall provide detailed justification and a POA&M describing steps towards compliance with this requirement.

Data at Rest (DAR) 

Protecting DAR has become increasingly critical given information technology's trend towards utilizing highly mobile computing devices and removable storage media.  DoD mandates that systems capable of storing Personally Identifiable Information (PII), Protected Health Information (PHI), as well as information deemed not publicly releasable shall be treated as sensitive data and encrypted in accordance with DoD DAR encryption policy. DoD Policy Memorandum "Encryption of Sensitive Unclassified Data at Rest on Mobile Computing Devices and Removable Storage Media", establishes the technical requirements for the use of full disk

encryption on DoD and DON systems which applies to both network and standalone operations. 

The contractor shall provide detailed technical specifications addressing DAR and to which extent FIPS 140-2 full disk encryption is supported.  At this time, the use of encryption such as those readily available through commercial operating systems, for example; Microsoft Encrypting File System (EFS) and Windows BitLocker are not accepted solutions as they have not been validated by the National Institute of Standards and Technology.

In cases where the use of FIPS 140-2 DAR encryption is not technically achievable, the contractor shall provide detailed justification and a POA&M describing steps towards compliance with this requirement.

Business Associate Agreement

In accordance with DoD 6025.18-R “Department of Defense Health Information Privacy Regulation” the Contractor meets the definition of Business Associate. Therefore, a Business Associate Agreement is required to comply with both the Health Insurance Portability and Accountability Act (HIPAA) Privacy and Security regulations. This clause serves as that agreement whereby the Contractor agrees to abide by all applicable HIPAA Privacy and Security requirements regarding health information as defined in this clause, and DoD 6025.18-R and DoD 8580.02-R, as amended. Additional requirements will be addressed when implemented.

(a) Definitions. As used in this clause generally refer to the Code of Federal Regulations (CFR) definition unless a more specific provision exists in DODI 6025.18-R.


Individual has the same meaning as the term ``individual'' in 45 CFR 164.501 and 164.103 and shall include a person who qualifies as a personal representative in accordance with 45 CFR 164.502(g).


Privacy Rule means the Standards for Privacy of Individually Identifiable Health Information at 45 CFR part 160 and part 164, subparts A and E.


Protected Health Information has the same meaning as the term ``protected health information'' in 45 CFR 164.501, limited to the information created or received by The Contractor from or on behalf of The Government.


Electronic Protected Health Information has the same meaning as the term “electronic protected health information” in 45 CFR 160.103.


Required by Law has the same meaning as the term ``required by law'' in 45 CFR 164.501 and 164.103.


Secretary means the Secretary of the Department of Health and Human Services or his/her designee.


Security Rule means the Health Insurance Reform: Security Standards at 45 CFR part 160, 162 and part 164, subpart C.

Terms used, but not otherwise defined, in this Clause shall have the same meaning as those terms in 45 CFR 160.103, 164.501 and 164.304.

(b) The Contractor shall not use or further disclose Protected Health Information other than as permitted or required by the Contract or as Required by Law.

(c) The Contractor shall use appropriate safeguards to prevent use or disclosure of the Protected Health Information other than as provided for by this Contract.

(d) The Contractor shall use administrative, physical, and technical safeguards that reasonably and appropriately protect the confidentiality, integrity, and availability of the electronic protected health information that it creates, receives, maintains, or transmits in the execution of this Contract.

(e) The Contractor shall mitigate, to the extent practicable, any harmful effect that is known to the Contractor of a use or disclosure of Protected Health Information by the Contractor in violation of the requirements of this Contract.

(f) The Contractor shall report to the Government any security incident involving protected health information of which it becomes aware.

(g) The Contractor shall report to the Government any use or disclosure of the Protected Health Information not provided for by this Contract of which the Contractor becomes aware of.

(h) The Contractor shall ensure that any agent, including a subcontractor, to whom it provides Protected Health Information received from, or created or received by the Contractor on behalf of the Government agrees to the same restrictions and conditions that apply through this Contract to the Contractor with respect to such information.

(i) The Contractor shall ensure that any agent, including a subcontractor, to whom it provides electronic Protected Health Information, agrees to implement reasonable and appropriate safeguards to protect it.

(j) The Contractor shall provide access, at the request of the Government, and in the time and manner designated by the Government to Protected Health Information in a Designated Record Set, to the Government or, as directed by the Government, to an Individual in order to meet the requirements under 45 CFR 164.524.

(k) The Contractor shall make any amendment(s) to Protected Health Information in a Designated Record Set that the Government directs or agrees to pursuant to 45 CFR 164.526 at the request of the Government or an Individual, and in the time and manner designated by the Government.

(l) The Contractor shall make internal practices, books, and records relating to the use and disclosure of Protected Health Information received from, or created or received by the Contractor on behalf of, the Government, available to the Government, or at the request of the Government to the Secretary, in a time and manner designated by the Government or the Secretary, for purposes of the Secretary determining the Government’s compliance with the Privacy Rule.

(m) The Contractor shall document such disclosures of Protected Health Information and information related to such disclosures as would be required for the Government to respond to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with 45 CFR 164.528.

(n) The Contractor shall provide to the Government or an Individual, in time and manner designated by the Government, information collected in accordance with this Clause of the Contract, to permit the Government to respond to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with 45 CFR 164.528.

General Use and Disclosure Provisions

Except as otherwise limited in this Clause, the Contractor may use or disclose Protected Health Information on behalf of, or to provide services to, the Government for treatment, payment, or healthcare operations purposes, in accordance with the specific use and disclosure provisions below, if such use or disclosure of Protected Health Information would not violate the Privacy Rule, the Security Rule, DoD 6025.18-R or DoD 8580.02-R if done by the Government.

Specific Use and Disclosure Provisions

(a) Except as otherwise limited in this Clause, the Contractor may use Protected Health Information for the proper management and administration of the Contractor or to carry out the legal responsibilities of the Contractor.

(b) Except as otherwise limited in this Clause, the Contractor may disclose Protected Health Information for the proper management and administration of the Contractor, provided that disclosures are required by law, or the Contractor obtains reasonable assurances from the person to whom the information is disclosed that it will remain confidential and used or further disclosed only as required by law or for the purpose for which it was disclosed to the person, and the person notifies the Contractor of any instances of which it is aware in which the confidentiality of the information has been breached.

(c) Except as otherwise limited in this Clause, the Contractor may use Protected Health Information to provide Data Aggregation services to the Government as permitted by 45 CFR 164.504(e)(2)(i)(B).

(d) Contractor may use Protected Health Information to report violations of law to appropriate Federal and State authorities, consistent with 45 CFR 164.502(j)(1).

Obligations of the Government

Provisions for the Government to Inform the Contractor of Privacy Practices and Restrictions

(a) Upon request the Government shall provide the Contractor with the notice of privacy practices that the Government produces in accordance with 45 CFR 164.520, as well as any changes to such notice.

(b) The Government shall provide the Contractor with any changes in, or revocation of, permission by Individual to use or disclose Protected Health Information, if such changes affect the Contractor's permitted or required uses and disclosures.

(c) The Government shall notify the Contractor of any restriction to the use or disclosure of Protected Health Information that the Government has agreed to in accordance with 45 CFR 164.522.

Permissible Requests by the Government

The Government shall not request the Contractor to use or disclose Protected Health Information in any manner that would not be permissible under the Privacy Rule if done by the Government, except for providing Data Aggregation services to the Government and for management and administrative activities of the Contractor as otherwise permitted by this clause.

Termination

(a) Termination. A breach by the Contractor of this clause, may subject the Contractor to termination under any applicable default or termination provision of this Contract.

(b) Effect of Termination.


(1) If this contract has records management requirements, the records subject to the Clause should be handled in accordance with the records management requirements. If this contract does not have records management requirements, the records should be handled in accordance with paragraphs (2) and (3) below


(2) If this contract does not have records management requirements, except as provided in paragraph (3) of this section, upon termination of this Contract, for any reason, the Contractor shall return or destroy all Protected Health Information received from the Government, or created or received by the Contractor on behalf of the Government. This provision shall apply to Protected Health Information that is in the possession of subcontractors or agents of the Contractor. The Contractor shall retain no copies of the Protected Health Information.


(3) If this contract does not have records management provisions and the Contractor determines that returning or destroying the Protected Health Information is infeasible, the Contractor shall provide to the Government notification of the conditions that make return or destruction infeasible. Upon mutual agreement of the Government and the Contractor that return or destruction of Protected Health Information is infeasible, the Contractor shall extend the protections of this Contract to such Protected Health Information and limit further uses and disclosures of such Protected Health Information to those purposes that make the return or destruction infeasible, for so long as the Contractor maintains such Protected Health Information.

Miscellaneous

(a) Regulatory References. A reference in this Clause to a section in DoD 6025.18-R, DoD 8580.02-R, Privacy Rule or Security Rule means the section as in effect or as amended, and for which compliance is required. 

(b) Survival. The respective rights and obligations of Business Associate under the ``Effect of Termination'' provision of this Clause shall survive the termination of this Contract.  

(c) Interpretation. Any ambiguity in this Clause shall be resolved in favor of a meaning that permits the Government to comply with DoD 6025.18-R, DoD 8580.02-R, Privacy Rule or Security Rule.
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CLAUSES INCORPORATED BY FULL TEXT

52.212-5     CONTRACT TERMS AND CONDITIONS REQUIRED TO IMPLEMENT STATUTES OR EXECUTIVE ORDERS--COMMERCIAL ITEMS (FEB 2012) 

(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial items:

(1) 52.222-50, Combating Trafficking in Persons (FEB 2009) (22 U.S.C. 7104(g)).

 ___    Alternate I (Aug 2007) of 52.222-50 (22 U.S.C. 7104(g)).

(2) 52.233-3, Protest After Award (AUG 1996) (31 U.S.C. 3553).

(3) 52.233-4, Applicable Law for Breach of Contract Claim (OCT 2004) (Pub. L. 108-77, 108-78).

(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: (Contracting Officer check as appropriate.)

_XX_ (1) 52.203-6, Restrictions on Subcontractor Sales to the Government (Sept 2006), with Alternate I (Oct 1995) (41 U.S.C. 253g and 10 U.S.C. 2402).
_XX_ (2) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (Pub. L. 110-252, Title VI, Chapter 1 (41 U.S.C. 251 note)). 

____  (3) 52.203-15, Whistleblower Protections under the American Recovery and Reinvestment Act of 2009 (June 2010) (Section 1553 of Pub. L. 111-5). (Applies to contracts funded by the American Recovery and Reinvestment Act of 2009.) 

_XX_ (4) 52.204-10, Reporting Executive Compensation and First-Tier Subcontract Awards (Feb 2012) (Pub. L. 109-282) (31 U.S.C. 6101 note). 

___  (5) 52.204-11, American Recovery and Reinvestment Act—Reporting Requirements (Jul 2010) (Pub. L. 111-5). 

_XX_ (6) 52.209-6, Protecting the Government’s Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for Debarment. (Dec 2010) (31 U.S.C. 6101 note). 

_XX___ (7) 52.209-9, Updates of Publicly Available Information Regarding Responsibility Matters (JAN 2012) (41 U.S.C. 2313).

____ (8) 52.209-10, Prohibition on Contracting with Inverted Domestic Corporations (section 740 of Division C of Pub. L. 111-117, section 743 of Division D of Pub. L. 111-8, and section 745 of Division D of Pub. L. 110-161). 

____ (9) 52.219-3, Notice of HUBZone Set-Aside or Sole-Source Award (NOV 2011) (15 U.S.C. 657a).

_XX_ (10) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small Business Concerns (Jan 2011) (if the offeror elects to waive the preference, it shall so indicate in its offer) (15 U.S.C. 657a). 

____ (11) [Reserved] 

____ (12)(i)  52.219-6, Notice of Total Small Business Set-Aside (NOV 2011) (15 U.S.C. 644).

____ (ii) Alternate I (NOV 2011).

____ (iii) Alternate II (NOV 2011).

____ (13)(i)  52.219-7, Notice of Partial Small Business Set-Aside (June 2003) (15 U.S.C. 644). 

____ (ii) Alternate I (Oct 1995) of 52.219-7. 

____ (iii) Alternate II (Mar 2004) of 52.219-7. 

_XX_ (14) 52.219-8, Utilization of Small Business Concerns (Jan 2011) (15 U.S.C. 637(d)(2) and (3)). 

_XX_ (15)(i)  52.219-9, Small Business Subcontracting Plan (Jan 2011) (15 U.S.C. 637(d)(4)). 

____ (ii) Alternate I (Oct 2001) of 52.219-9. 

_XX_ (iii) Alternate II (Oct 2001) of 52.219-9. 

____ (iv) Alternate III (Jul 2010) of 52.219-9. 

____ (16) 52.219-13, Notice of Set-Aside of Orders (NOV 2011) (15 U.S.C. 644(r)).

____ (17) 52.219-14, Limitations on Subcontracting (NOV 2011) (15 U.S.C. 637(a)(14)).

_XX_ (18) 52.219-16, Liquidated Damages—Subcon-tracting Plan (Jan 1999) (15 U.S.C. 637(d)(4)(F)(i)).

____ (19)(i)  52.219-23, Notice of Price Evaluation Adjustment for Small Disadvantaged Business Concerns (Oct 2008) (10 U.S.C. 2323) (if the offeror elects to waive the adjustment, it shall so indicate in its offer). 

____ (ii) Alternate I (June 2003) of 52.219-23.

____ (20) 52.219-25, Small Disadvantaged Business Participation Program—Disadvantaged Status and Reporting (Dec 2010) (Pub. L. 103-355, section 7102, and 10 U.S.C. 2323). 

____ (21) 52.219-26, Small Disadvantaged Business Participation Program— Incentive Subcontracting (Oct 2000) (Pub. L. 103-355, section 7102, and 10 U.S.C. 2323). 

____ (22) 52.219-27, Notice of Service-Disabled Veteran-Owned Small Business Set-Aside (NOV 2011) (15 U.S.C. 657f).

_XX_ (23)  52.219-28, Post Award Small Business Program Rerepresentation (Apr 2009) (15 U.S.C. 632(a)(2)). 

____ (24) 52.219-29, Notice of Set-Aside for Economically Disadvantaged Women-Owned Small Business Concerns (NOV 2011).

____ (25) 52.219-30, Notice of Set-Aside for Women-Owned Small Business Concerns Eligible Under the Women-Owned Small Business Program (NOV 2011

_XX_ (26) 52.222-3, Convict Labor (June 2003) (E.O. 11755).

_XX_ (27) 52.222-19, Child Labor—Cooperation with Authorities and Remedies (Jul 2010) (E.O. 13126). 

_XX_ (28) 52.222-21, Prohibition of Segregated Facilities (Feb 1999). 

_XX_ (29) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

_XX_ (30) 52.222-35, Equal Opportunity for Veterans (Sep 2010)(38 U.S.C. 4212). 

_XX_ (31) 52.222-36, Affirmative Action for Workers with Disabilities (Oct 2010) (29 U.S.C. 793).

_XX_ (32) 52.222-37, Employment Reports on Veterans (Sep 2010) (38 U.S.C. 4212).

_XX_ (33) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). 

____ (34) 52.222-54, Employment Eligibility Verification (Jan 2009). (Executive Order 12989). (Not applicable to the acquisition of commercially available off-the-shelf items or certain other types of commercial items as prescribed in 22.1803.) 

____ (35)(i)  52.223-9, Estimate of Percentage of Recovered Material Content for EPA–Designated Items (May 2008) (42 U.S.C. 6962(c)(3)(A)(ii)). (Not applicable to the acquisition of commercially available off-the-shelf items.) 

____ (ii) Alternate I (May 2008) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)). (Not applicable to the acquisition of commercially available off-the-shelf items.) 

_XX_ (36) 52.223-15, Energy Efficiency in Energy-Consuming Products (Dec 2007) (42 U.S.C. 8259b).

____ (37)(i)  52.223-16, IEEE 1680 Standard for the Environmental Assessment of Personal Computer Products (Dec 2007) (E.O. 13423). 

____ (ii) Alternate I (Dec 2007) of 52.223-16. 

_XX_ (38) 52.223-18, Encouraging Contractor Policies to Ban Text Messaging While Driving (Aug 2011) (E.O. 13513). 

____ (39) 52.225-1, Buy American Act—Supplies (Feb 2009) (41 U.S.C. 10a-10d). 

____ (40)(i)  52.225-3, Buy American Act—Free Trade Agreements—Israeli Trade Act (June 2009) (41 U.S.C. 10a-10d, 19 U.S.C. 3301 note, 19 U.S.C. 2112 note, 19 U.S.C. 3805 note, Pub. L. 108-77, 108-78, 108-286, 108-302, 109-53, 109-169, 109-283, and 110-138). 

____ (ii) Alternate I (Jan 2004) of 52.225-3. 

____ (iii) Alternate II (Jan 2004) of 52.225-3. 

____ (41) 52.225-5, Trade Agreements (NOV 2011) (19 U.S.C. 2501, et seq., 19 U.S.C. 3301 note).

_XX_ (42) 52.225-13, Restrictions on Certain Foreign Purchases (June 2008) (E.O.’s, proclamations, and statutes administered by the Office of Foreign Assets Control of the Department of the Treasury). 

____ (43) 52.226-4, Notice of Disaster or Emergency Area Set-Aside (Nov 2007) (42 U.S.C. 5150

____ (44) 52.226-5, Restrictions on Subcontracting Outside Disaster or Emergency Area (Nov 2007) (42 U.S.C. 5150).

____ (45) 52.232-29, Terms for Financing of Purchases of Commercial Items (Feb 2002) (41 U.S.C. 255(f), 10 U.S.C. 2307(f)). 

____ (46) 52.232-30, Installment Payments for Commercial Items (Oct 1995) (41 U.S.C. 255(f), 10 U.S.C. 2307(f)).

_XX_ (47) 52.232-33, Payment by Electronic Funds Transfer—Central Contractor Registration (Oct 2003) (31 U.S.C. 3332). 

____ (48) 52.232-34, Payment by Electronic Funds Transfer—Other than Central Contractor Registration (May 1999) (31 U.S.C. 3332). 

____ (49) 52.232-36, Payment by Third Party (Feb 2010) (31 U.S.C. 3332). 

_XX_ (50) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 552a). 

____ (51)(i)  52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx. 1241(b) and 10 U.S.C. 2631). 

____ (ii) Alternate I (Apr 2003) of 52.247-64. 

(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: (Contracting Officer check as appropriate.)

_____ (1) 52.222-41, Service Contract Act of 1965 (Nov 2007) (41 U.S.C. 351, et seq.). 

_____ (2) 52.222-42, Statement of Equivalent Rates for Federal Hires (May 1989) (29 U.S.C. 206 and 41 U.S.C. 351, et seq.). 

_____ (3) 52.222-43, Fair Labor Standards Act and Service Contract Act—Price Adjustment (Multiple Year and Option Contracts) (Sep 2009) (29 U.S.C. 206 and 41 U.S.C. 351, et seq.). 

_____ (4) 52.222-44, Fair Labor Standards Act and Service Contract Act—Price Adjustment (Sep 2009) (29 U.S.C. 206 and 41 U.S.C. 351, et seq.). 

_____ (5) 52.222-51, Exemption from Application of the Service Contract Act to Contracts for Maintenance, Calibration, or Repair of Certain Equipment—Requirements (Nov 2007) (41 351, et seq.). 

_____ (6) 52.222-53, Exemption from Application of the Service Contract Act to Contracts for Certain Services—Requirements (Feb 2009) (41 U.S.C. 351, et seq.). 

_____ (7) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (Mar 2009) (Pub. L. 110-247). 

_____ (8) 52.237-11, Accepting and Dispensing of $1 Coin (Sept 2008) (31 U.S.C. 5112(p)(1)).

(d) Comptroller General Examination of Record. The Contractor shall comply with the provisions of this paragraph (d) if this contract was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records--Negotiation. 

(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and right to examine any of the Contractor's directly pertinent records involving transactions related to this contract. 

(2) The Contractor shall make available at its offices at all reasonable times the records, materials, and other evidence for examination, audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR Subpart 4.7, Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records relating to the work terminated shall be made available for 3 years after any resulting final termination settlement. Records relating to appeals under the disputes clause or to litigation or the settlement of claims arising under or relating to this contract shall be made available until such appeals, litigation, or claims are finally resolved. 

(3) As used in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of type and regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in the ordinary course of business or pursuant to a provision of law. 

(e) (1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), (c), and (d) of this clause, the Contractor is not required to flow down any FAR clause, other than those in this paragraph (e)(1)in a subcontract for commercial items. Unless otherwise indicated below, the extent of the flow down shall be as required by the clause—

(i) 52.203-13, Contractor Code of Business Ethics and Conduct (APR 2010) (Pub. L. 110-252, Title VI, Chapter 1 (41 U.S.C. 251 note).

(ii) 52.219-8, Utilization of Small Business Concerns (DEC 2010) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities.

(iii) Reserved.

(iv) 52.222-26, Equal Opportunity (MAR 2007) (E.O. 11246).

(v) 52.222-35, Equal Opportunity for Veterans (SEP 2010) (38 U.S.C. 4212).

(vi) 52.222-36, Affirmative Action for Workers with Disabilities (OCT 1998) (29 U.S.C. 793).

(vii) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (DEC 2010) (E.O. 13496). Flow down required in accordance with paragraph (f) of FAR clause 52.222-40.

(viii) 52.222-41, Service Contract Act of 1965 (Nov 2007) (41 U.S.C. 351, et seq.).

(ix) 52.222-50, Combating Trafficking in Persons (FEB 2009) (22 U.S.C. 7104(g)). 

Alternate I (AUG 2007) of 52.222-50 (22 U.S.C. 7104(g)).

(x) 52.222-51, Exemption from Application of the Service Contract Act to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (Nov 2007) (41 U.S.C. 351, et seq.).

(xi) 52.222-53, Exemption from Application of the Service Contract Act to Contracts for Certain Services--Requirements (FEB 2009) (41 U.S.C. 351, et seq.).

(xii) 52.222-54, Employment Eligibility Verification (JAN 2009). 

(xiii) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (MAR 2009) (Pub. L. 110-247). Flow down required in accordance with paragraph (e) of FAR clause 52.226-6.

(xiv) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (FEB 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64.

(2) While not required, the contractor May include in its subcontracts for commercial items a minimal number of additional clauses necessary to satisfy its contractual obligations.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.216-18      Ordering. (OCT 1995)

(a) Any supplies and services to be furnished under this contract shall be ordered by issuance of delivery orders or task orders by the individuals or activities designated in the Schedule. Such orders may be issued from award of the base contract through five years after award of the base contract.

(b) All delivery orders or task orders are subject to the terms and conditions of this contract. In the event of conflict between a delivery order or task order and this contract, the contract shall control.

(c) If mailed, a delivery order or task order is considered "issued" when the Government deposits the order in the mail. Orders may be issued orally, by facsimile, or by electronic commerce methods only if authorized in the Schedule.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.216-19      Order Limitations.  (OCT 1995)

(a) Minimum order.  When the Government requires supplies or services covered by this contract in an amount of less than $1,000.00 , the Government is not obligated to purchase, nor is the Contractor obligated to furnish, those supplies or services under the contract.

(b) Maximum order.  The Contractor is not obligated to honor:

(1) Any order for a single item in excess of $10,000,000.00;

(2) Any order for a combination of items in excess of $10,000,000.00; or

(3) A series of orders from the same ordering office within 5 days that together call for quantities exceeding the limitation in subparagraph (1) or (2) above.

(c) If this is a requirements contract (i.e., includes the Requirements clause at subsection 52.216-21 of the Federal Acquisition Regulation (FAR)), the Government is not required to order a part of any one requirement from the Contractor if that requirement exceeds the maximum-order limitations in paragraph (b) above.

(d) Notwithstanding paragraphs (b) and (c) above, the Contractor shall honor any order exceeding the maximum order limitations in paragraph (b), unless that order (or orders) is returned to the ordering office within 3 days after issuance, with written notice stating the Contractor's intent not to ship the item (or items) called for and the reasons.  Upon receiving this notice, the Government may acquire the supplies or services from another source.

(End of clause)

52.216-22     Indefinite Quantity.  (OCT 1995)

(a) This is an indefinite-quantity contract for the supplies or services specified, and effective for the period stated, in the Schedule.  The quantities of supplies and services specified in the Schedule are estimates only and are not purchased by this contract.

(b) Delivery or performance shall be made only as authorized by orders issued in accordance with the Ordering clause.  The Contractor shall furnish to the Government, when and if ordered, the supplies or services specified in the Schedule up to and including the quantity designated in the Schedule as the "maximum".  The Government shall order at least the quantity of supplies or services designated in the Schedule as the "minimum".

(c) Except for any limitations on quantities in the Order Limitations clause or in the Schedule, there is no limit on the number of orders that may be issued.  The Government may issue orders requiring delivery to multiple destinations or performance at multiple locations.

(d) Any order issued during the effective period of this contract and not completed within that period shall be completed by the Contractor within the time specified in the order.  The contract shall govern the Contractor's and Government's rights and obligations with respect to that order to the same extent as if the order were completed during the contract's effective period; provided, that the Contractor shall not be required to make any deliveries under this contract after five years after the award of the base contract.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.217-7     OPTION FOR INCREASED QUANTITY--SEPARATELY PRICED LINE ITEM (MAR 1989)

The Government may require the delivery of the numbered line item, identified in the Schedule as an option item, in the quantity and at the price stated in the Schedule.  The Contracting Officer may exercise the option by written notice to the Contractor within 30 days.  Delivery of added items shall continue at the same rate that like items are called for under the contract, unless the parties otherwise agree.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.217-8     OPTION TO EXTEND SERVICES (NOV 1999)

The Government may require continued performance of any services within the limits and at the rates specified in the contract.  These rates may be adjusted only as a result of revisions to prevailing labor rates provided by the Secretary of Labor.  The option provision may be exercised more than once, but the total extension of performance hereunder shall not exceed 6 months.  The Contracting Officer may exercise the option by written notice to the Contractor within 60 days.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.217-9     OPTION TO EXTEND THE TERM OF THE CONTRACT (MAR 2000)

(a) The Government may extend the term of this contract by written notice to the Contractor within 60 days; provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least 60 days before the contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed 5 (five) years.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.252-5     AUTHORIZED DEVIATIONS IN PROVISIONS (APR 1984)

(a) The use in this solicitation of any Federal Acquisition Regulation (48 CFR Chapter 1) provision with an authorized deviation is indicated by the addition of"(DEVIATION)" after the date of the provision.

(b)  The use in this solicitation of any Defense Federal Acquisition Regulation Supplement (48 CFR Chapter 2) provision with an authorized deviation is indicated by the addition of "(DEVIATION)" after the name of the regulation.

(End of provision)

52.252-6     AUTHORIZED DEVIATIONS IN CLAUSES (APR 1984)

(a) The use in this solicitation or contract of any Federal Acquisition Regulation (48 CFR Chapter 1) clause with an authorized deviation is indicated by the addition of "(DEVIATION)" after the date of the clause.

(b) The use in this solicitation or contract of any Defense Federal Acquisition Regulation Supplement. (48 CFR 2)) clause with an authorized deviation is indicated by the addition of "(DEVIATION)" after the name of the regulation.

(End of clause)

CLAUSES INCORPORATED BY REFERENCE

	252.201-7000 
	Contracting Officer's Representative 
	DEC 1991 
	 


CLAUSES INCORPORATED BY FULL TEXT

252.211-7003   ITEM IDENTIFICATION AND VALUATION (JUN 2011)

(a) Definitions. As used in this clause'

Automatic identification device means a device, such as a reader or interrogator, used to retrieve data encoded on machine-readable media.

Concatenated unique item identifier means--

(1) For items that are serialized within the enterprise identifier, the linking together of the unique identifier data elements in order of the issuing agency code, enterprise identifier, and unique serial number within the enterprise identifier; or

(2) For items that are serialized within the original part, lot, or batch number, the linking together of the unique identifier data elements in order of the issuing agency code; enterprise identifier; original part, lot, or batch number; and serial number within the original part, lot, or batch number.

Data qualifier means a specified character (or string of characters) that immediately precedes a data field that defines the general category or intended use of the data that follows.

DoD recognized unique identification equivalent” means a unique identification method that is in commercial use and has been recognized by DoD.  All DoD recognized unique identification equivalents are listed at http://www.acq.osd.mil/dpap/pdi/uid/iuid_equivalents.html.

DoD unique item identification means a system of marking items delivered to DoD with unique item identifiers that have machine-readable data elements to distinguish an item from all other like and unlike items.  For items that are serialized within the enterprise identifier, the unique item identifier shall include the data elements of the enterprise identifier and a unique serial number.  For items that are serialized within the part, lot, or batch number within the enterprise identifier, the unique item identifier shall include the data elements of the enterprise identifier; the original part, lot, or batch number; and the serial number.

Enterprise means the entity (e.g., a manufacturer or vendor) responsible for assigning unique item identifiers to items.

Enterprise identifier means a code that is uniquely assigned to an enterprise by an issuing agency.

Government's unit acquisition cost means--

(1) For fixed-price type line, subline, or exhibit line items, the unit price identified in the contract at the time of delivery;

(2) For cost-type or undefinitized line, subline, or exhibit line items, the Contractor's estimated fully burdened unit cost to the Government at the time of delivery; and

(3) For items produced under a time-and-materials contract, the Contractor's estimated fully burdened unit cost to the Government at the time of delivery.

Issuing agency means an organization responsible for assigning a non-repeatable identifier to an enterprise (i.e., Dun & Bradstreet's Data Universal Numbering System (DUNS) Number, GS1 Company Prefix, or Defense Logistics Information System (DLIS) Commercial and Government Entity (CAGE) Code).

Issuing agency means an organization responsible for assigning a globally unique identifier to an enterprise (e.g.,

Dun & Bradstreet's Data Universal Numbering System (DUNS) Number, GS1 Company Prefix, Allied Committee 135 NATO Commercial and Government Entity (NCAGE)/Commercial and Government Entity (CAGE) Code, or the Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related Service Companies (ATIS-0322000) Number), European Health Industry Business Communication Council (EHIBCC) and Health Industry Business Communication Council (HIBCC)), as indicated in the Register of Issuing Agency Codes for ISO/IEC 15459, located at http://www.nen.nl/web/Normen-ontwikkelen/ISOIEC-15459-Issuing-Agency-Codes.htm.

Item means a single hardware article or a single unit formed by a grouping of subassemblies, components, or constituent parts.

Lot or batch number means an identifying number assigned by the enterprise to a designated group of items, usually referred to as either a lot or a batch, all of which were manufactured under identical conditions.

Machine-readable means an automatic identification technology media, such as bar codes, contact memory buttons, radio frequency identification, or optical memory cards.

Original part number means a combination of numbers or letters assigned by the enterprise at item creation to a class of items with the same form, fit, function, and interface.

Parent item means the item assembly, intermediate component, or subassembly that has an embedded item with a unique item identifier or DoD recognized unique identification equivalent.

Serial number within the enterprise identifier means a combination of numbers, letters, or symbols assigned by the enterprise to an item that provides for the differentiation of that item from any other like and unlike item and is never used again within the enterprise.

Serial number within the part, lot, or batch number means a combination of numbers or letters assigned by the enterprise to an item that provides for the differentiation of that item from any other like item within a part, lot, or batch number assignment.

Serialization within the enterprise identifier means each item produced is assigned a serial number that is unique among all the tangible items produced by the enterprise and is never used again. The enterprise is responsible for ensuring unique serialization within the enterprise identifier.

Serialization within the part, lot, or batch number means each item of a particular part, lot, or batch number is assigned a unique serial number within that part, lot, or batch number assignment. The enterprise is responsible for ensuring unique serialization within the part, lot, or batch number within the enterprise identifier.

Unique item identifier means a set of data elements marked on items that is globally unique and unambiguous. The term includes a concatenated unique item identifier or a DoD recognized unique identification equivalent.

Unique item identifier type means a designator to indicate which method of uniquely identifying a part has been used. The current list of accepted unique item identifier types is maintained at http://www.acq.osd.mil/dpap/pdi/uid/uii_types.html.

(b) The Contractor shall deliver all items under a contract line, subline, or exhibit line item.

(c) Unique item identifier.

(1) The Contractor shall provide a unique item identifier for the following:

(i) All delivered items for which the Government's unit acquisition cost is $5,000 or more.

(ii) The following items for which the Government's unit acquisition cost is less than $5,000:

------------------------------------------------------------------------

Contract line, subline, or  exhibit line

                 item No.                         Item description

------------------------------------------------------------------------

(iii) Subassemblies, components, and parts embedded within delivered items as specified in Attachment Number ----.

(2) The unique item identifier and the component data elements of the DoD unique item identification shall not change over the life of the item.

(3) Data syntax and semantics of unique item identifiers. The Contractor shall ensure that--

(i) The encoded data elements (except issuing agency code) of the unique item identifier are marked on the item using one of the following three types of data qualifiers, as determined by the Contractor:

(A) Application Identifiers (AIs) (Format Indicator 05 of ISO/IEC International Standard 15434), in accordance with ISO/IEC International Standard 15418, Information Technology--EAN/UCC Application Identifiers and Fact Data Identifiers and Maintenance and ANSI MH 10.8.2 Data Identifier and Application Identifier Standard.

(B) Data Identifiers (DIs) (Format Indicator 06 of ISO/IEC International Standard 15434), in accordance with ISO/IEC International Standard 15418, Information Technology--EAN/UCC Application Identifiers and Fact Data Identifiers and Maintenance and ANSI MH 10.8.2 Data Identifier and Application Identifier Standard.

(C) Text Element Identifiers (TEIs) (Format Indicator 12 of ISO/IEC International Standard 15434), in accordance with the Air Transport Association Common Support Data Dictionary; and

(ii) The encoded data elements of the unique item identifier conform to the transfer structure, syntax, and coding of messages and data formats specified for Format Indicators 05, 06, and 12 in ISO/IEC International Standard 15434, Information Technology--Transfer Syntax for High Capacity Automatic Data Capture Media.

(4) Unique item identifier.

(i) The Contractor shall--

(A) Determine whether to--

(1) Serialize within the enterprise identifier;

(2) Serialize within the part, lot, or batch number; or

(3) Use a DoD recognized unique identification equivalent; and

(B) Place the data elements of the unique item identifier (enterprise identifier; serial number; DoD recognized unique identification equivalent; and for serialization within the part, lot, or batch number only: original part, lot, or batch number) on items requiring marking by paragraph (c)(1) of this clause, based on the criteria provided in the version of MIL-STD-130, Identification Marking of U.S. Military Property, cited in the contract Schedule.

(ii) The issuing agency code--

(A) Shall not be placed on the item; and

(B) Shall be derived from the data qualifier for the enterprise identifier.

(d) For each item that requires unique item identification under paragraph (c)(1)(i) or (ii) of this clause, in addition to the information provided as part of the Material Inspection and Receiving Report specified elsewhere in this contract, the Contractor shall report at the time of delivery, either as part of, or associated with, the Material Inspection and Receiving Report, the following information:

(1) Unique item identifier.

(2) Unique item identifier type.

(3) Issuing agency code (if concatenated unique item identifier is used).

(4) Enterprise identifier (if concatenated unique item identifier is used).

(5) Original part number (if there is serialization within the original part number).

(6) Lot or batch number (if there is serialization within the lot or batch number).

(7) Current part number (optional and only if not the same as the original part number).

(8) Current part number effective date (optional and only if current part number is used).

(9) Serial number (if concatenated unique item identifier is used).

(10) Government's unit acquisition cost.

(11) Unit of measure.

(e) For embedded subassemblies, components, and parts that require DoD unique item identification under paragraph (c)(1)(iii) of this clause, the Contractor shall report as part of, or associated with, the Material Inspection and Receiving Report specified elsewhere in this contract, the following information:

(1) Unique item identifier of the parent item under paragraph (c)(1) of this clause that contains the embedded subassembly, component, or part.

(2) Unique item identifier of the embedded subassembly, component, or part.

(3) Unique item identifier type.**

(4) Issuing agency code (if concatenated unique item identifier is used).**

(5) Enterprise identifier (if concatenated unique item identifier is used).**

(6) Original part number (if there is serialization within the original part number).**

(7) Lot or batch number (if there is serialization within the lot or batch number).**

(8) Current part number (optional and only if not the same as the original part number).**

(9) Current part number effective date (optional and only if current part number is used).**

(10) Serial number (if concatenated unique item identifier is used).**

(11) Description.

** Once per item.

(f) The Contractor shall submit the information required by paragraphs (d) and (e) of this clause in accordance with the data submission procedures at http://www.acq.osd.mil/dpap/pdi/uid/data_

submission_information.html.

(g) Subcontracts. If the Contractor acquires by subcontract, any item(s) for which unique item identification is required in accordance with paragraph (c)(1) of this clause, the Contractor shall include this clause, including this paragraph (g), in the applicable subcontract(s).

(End of clause)

252.212-7001  CONTRACT TERMS AND CONDITIONS REQUIRED TO IMPLEMENT STATUTES OR EXECUTIVE ORDERS APPLICABLE TO DEFENSE ACQUISITIONS OF COMMERCIAL ITEMS (MAR 2012)

(a) The Contractor agrees to comply with the following Federal Acquisition Regulation (FAR) clause which, if checked, is included in this contract by reference to implement a provision of law applicable to acquisitions of commercial items or components.

_XX_ 52.203-3, Gratuities (APR 1984) (10 U.S.C. 2207).

(b) The Contractor agrees to comply with any clause that is checked on the following list of Defense FAR Supplement clauses which, if checked, is included in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items or components.

(1)  _XX_ 252.203-7000, Requirements Relating to Compensation of Former DoD Officials (SEP 2011) (Section 847 of Pub. L. 110-181).

(2)  _XX_ 252.203-7003, Agency Office of the Inspector General (SEP 2010)(section 6101 of Pub. L. 110-252, 41 U.S.C. 3509).

(3)  _XX_ 252.205-7000, Provision of Information to Cooperative Agreement Holders (DEC 1991) (10 U.S.C. 2416). 

(4) _XX_ 252.219-7003, Small Business Subcontracting Plan (DoD Contracts) (SEP 2011) (15 U.S.C. 637).

(5) ____ 252.219-7004, Small Business Subcontracting Plan (Test Program) (JAN 2011) (15 U.S.C. 637 note).

(6)(i) ____ 252.225-7001, Buy American Act and Balance of Payments Program (OCT 2011) (41 U.S.C. chapter 83, E.O. 10582).

(ii) ____ Alternate I (OCT 2011) of 252.225-7001.

(7) ____
 252.225-7008, Restriction on Acquisition of Specialty Metals (JUL 2009) (10 U.S.C. 2533b).

(8) ____
 252.225-7009, Restriction on Acquisition of Certain Articles Containing Specialty Metals (JAN 2011) (10 U.S.C. 2533b).

(9) _XX_ 252.225-7012, Preference for Certain Domestic Commodities (JUN 2010) (10 U.S.C. 2533a). 

(10) ____ 252.225-7015, Restriction on Acquisition of Hand or Measuring Tools (JUN 2005) (10 U.S.C. 2533a).

(11) ____ 252.225-7016, Restriction on Acquisition of Ball and Roller Bearings (JUN 2011) (Section 8065 of Pub. L. 107-117 and the same restriction in subsequent DoD appropriations acts).

(12) ____ 252.225-7017, Photovoltaic Devices (MAR 2012) (Section 846 of Pub. L. 111-383).

(13)(i) _XX_ 252.225-7021, Trade Agreements (JANUARY 2012) (19 U.S.C. 2501-2518 and 19 U.S.C. 3301 note).

(ii) ____ Alternate I (OCT 2011) of 252.225-7021.

(iii) ____ Alternate II (OCT 2011) of 252.225-7021.

(14) ____ 252.225-7027, Restriction on Contingent Fees for Foreign Military Sales (APR 2003) (22 U.S.C. 2779).

(15) ____ 252.225-7028, Exclusionary Policies and Practices of Foreign Governments (APR 2003) (22 U.S.C. 2755).

(16)(i) ____  252.225-7036, Buy American Act—Free Trade Agreements—Balance of Payments Program (OCT 2011) (41 U.S.C. chapter 83 and 19 U.S.C. 3301 note).

(ii) ____ Alternate I (OCT 2011) of 252.225-7036.

(iii) ____ Alternate II (OCT 2011) of 252.225-7036.
(iv) ____ Alternate III (OCT 2011) of 252.225-7036.

(17)  ____ 252.225-7038, Restriction on Acquisition of Air Circuit Breakers (JUN 2005) (10 U.S.C. 2534(a)(3)).

(18) ____ 252.225-7039, Contractors Performing Private Security Functions (AUG 2011) (Section 862 of Pub. L. 110-181, as amended by section 853 of Pub. L. 110-417 and sections 831 and 832 of Pub. L. 111-383).

(19) _XX_ 252.226-7001, Utilization of Indian Organizations, Indian-Owned Economic Enterprises, and Native Hawaiian Small Business Concerns (SEP 2004) (Section 8021 of Pub. L. 107-248 and similar sections in subsequent DoD appropriations acts).

(20)  ____ 252.227-7013, Rights in Technical Data--Noncommercial Items (FEB 2012), if applicable (see 227.7103-6(a)).

(21) _XX_ 252.227-7015, Technical Data—Commercial Items (DEC 2011) (10 U.S.C. 2320).

(22) _XX_ 252.227-7037, Validation of Restrictive Markings on Technical Data ((SEP 2011), if applicable (see 227.7102-4(c)))(10 U.S.C. 2321).

(23) _XX_ 252.232-7003, Electronic Submission of Payment Requests and Receiving Reports (MAR 2008) (10 U.S.C. 2227).

(24) ____ 252.237-7010, Prohibition on Interrogation of Detainees by Contractor Personnel (NOV 2010) (Section 1038 of Pub. L. 111-84)

(25) ____ 252.237-7019, Training for Contractor Personnel Interacting with Detainees (SEP 2006) (Section 1092 of Pub. L. 108-375).

(26) _XX_ 252.243-7002, Requests for Equitable Adjustment (MAR 1998) (10 U.S.C. 2410). 

(27) ____ 252.246-7004, Safety of Facilities, Infrastructure, and Equipment For Military Operations (OCT 2010) (Section 807 of Pub. L. 111-84).

(28) ____ 252.247-7003, Pass-Through of Motor Carrier Fuel Surcharge Adjustment to the Cost Bearer (SEP 2010) (Section 884 of Pub. L. 110-417).

(29)(i) _XX_ 252.247-7023, Transportation of Supplies by Sea (MAY 2002) (10 U.S.C. 2631).

(ii) ____ Alternate I (MAR 2000) of 252.247-7023.

(iii) ____ Alternate II (MAR 2000) of 252.247-7023.

(iv) ____ Alternate III (MAY 2002) of 252.247-7023.

(30) ____ 252.247-7024, Notification of Transportation of Supplies by Sea (MAR (2000) (10 U.S.C. 2631).

(31) ____ 252.247-7027, Riding Gang Member Requirements (OCT 2011) (Section 3504 of Pub. L. 110-417).

c) In addition to the clauses listed in paragraph (e) of the Contract Terms and Conditions Required to Implement Statutes or Executive Orders--Commercial Items clause of this contract (FAR 52.212-5), the Contractor shall include the terms of the following clauses, if applicable, in subcontracts for commercial items or commercial components, awarded at any tier under this contract:

(1) 252.225-7039, Contractors Performing Private Security Functions (AUG 2011) (Section 862 of Pub. L. 110-181, as amended by section 853 of Pub. L. 110-417 and sections 831 and 832 of Pub. L. 111-383).

2) 252.227-7013, Rights in Technical Data--Noncommercial Items (FEB 2012), if applicable (see 227.7103-6(a)).

(3) 252.227-7015, Technical Data--Commercial Items (DEC 2011), if applicable (see 227.7102-4(a)).

(4) 252.227-7037, Validation of Restrictive Markings on Technical Data (SEP 2011), if applicable (see 227.7102-4(c)).

(5) 252.237-7010, Prohibition on Interrogation of Detainees by Contractor Personnel (NOV 2010) (Section 1038 of Pub. L. 111-84).

(6) 252.237-7019, Training for Contractor Personnel Interacting with Detainees (SEP 2006) (Section 1092 of Pub. L. 108-375).

(7) 252.247-7003, Pass-Through of Motor Carrier Fuel Surcharge Adjustment to the Cost Bearer (SEP 2010) (Section 884 of Pub. L. 110-417).

(8) 252.247-7023, Transportation of Supplies by Sea (MAY 2002) (10 U.S.C. 2631).

(9) 252.247-7024, Notification of Transportation of Supplies by Sea (MAR 2000) (10 U.S.C. 2631).

(End of clause)

CLAUSES INCORPORATED BY REFERENCE

	252.204-7003 
	Control Of Government Personnel Work Product 
	APR 1992 
	 

	252.225-7043 
	Antiterrorism/Force Protection Policy for Defense Contractors Outside the United States 
	MAR 2006 
	 

	252.228-7006 
	Compliance With Spanish Laws and Insurance 
	DEC 1998 
	 


SECTION J
List of Exhibits:

I. Pricing Guide

II. DOPR Portsmouth

III. DOPR Beaufort

IV. C&A Questionnaire

V. NMCP Pricing

VI. NH Beaufort Pricing

List of Attachments:

I. Contract Administration Plan (CAP)

II. Defense Medical Logistics Standard System (DMLSS)

III. Warranties

IV. Tracking

V. Warranty Repair

VI. Pricing Specs

SECTION K
CERTIFICATIONS

Section K - Representations, Certifications and Other Statements of Offerors of this Solicitation.  The offeror shall complete the annual representations and certifications electronically through the Online Representations and Certifications Application (ORCA) at http://orca.bpn.gov.  The offeror shall verify their ORCA is current, accurate, complete and applicable to this solicitation as of the date of this offer and are incorporated in this offer by reference, except for any applicable changes identified in Section K, FAR Clause 52.204-8 and DFARS 252.204-7007. The applicable NAICS code for this solicitation is 334119. In addition to submission to ORCA the offeror shall complete the ORCA Certification Sheet.

ORCA Certification Sheet

Online Representations and Certifications Application (ORCA)

I certify that all of the representations and certifications completed in ORCA are current, complete and accurate as of the date of my signature provided on the SF1449, Solicitation Offer and Award for RFP # N62645-12-R-0023.

_________________________________

__________

Signature




Date

_________________________________

Title

_________________________________

Organization

_________________________________

E-Mail Address

_________________________________

Phone

OR

I certify that all of the representations and certifications completed in ORCA are current, complete and accurate as of the date of my signature provided on the SF1449, Solicitation Offer and Award for RFP # N62645-12-R-0023 with the exception of the following:

(list any changes)

_________________________________

__________

Signature




Date

_________________________________

Title

_________________________________

Organization

_________________________________

E-Mail Address

_________________________________

Phone

CLAUSES INCORPORATED BY FULL TEXT

52.212-3     OFFEROR REPRESENTATIONS AND CERTIFICATIONS--COMMERCIAL ITEMS (FEB 2012)

An offeror shall complete only paragraph (b) of this provision if the offeror has completed the annual representations and certifications electronically via https://www.acquisition.gov. If an offeror has not completed  the annual representations and certifications electronically at the ORCA website, the offeror shall complete only paragraphs (c) through (o) of this provision.

(a) Definitions. As used in this provision -- 

“Economically disadvantaged women-owned small business (EDWOSB) Concern” means a small business concern that is at least 51 percent directly and unconditionally owned by, and the management and daily 

business operations of which are controlled by, one or more women who are citizens of the United States and who are economically disadvantaged in accordance with 13 CFR part 127. It automatically qualifies as a women-owned small business eligible under the WOSB Program.

"Forced or indentured child labor" means all work or service- 

(1) Exacted from any person under the age of 18 under the menace of any penalty for its nonperformance and for which the worker does not offer himself voluntarily; or 

(2) Performed by any person under the age of 18 pursuant to a contract the enforcement of which can be accomplished by process or penalties. 

Inverted domestic corporation, as used in this section, means a foreign incorporated entity which is treated as an inverted domestic corporation under 6 U.S.C. 395(b), i.e., a corporation that used to be incorporated in the United States, or used to be a partnership in the United States, but now is incorporated in a foreign country, or is a subsidiary whose parent corporation is incorporated in a foreign country, that meets the criteria specified in 6 U.S.C. 395(b), applied in accordance with the rules and definitions of 6 U.S.C. 395(c). An inverted domestic corporation as herein defined does not meet the definition of an inverted domestic corporation as defined by the Internal Revenue Code at 26 U.S.C. 7874.

Manufactured end product means any end product in Federal Supply Classes (FSC) 1000-9999, except--

(1) FSC 5510, Lumber and Related Basic Wood Materials;

(2) Federal Supply Group (FSG) 87, Agricultural Supplies;

(3) FSG 88, Live Animals;

(4) FSG 89, Food and Related Consumables;

(5) FSC 9410, Crude Grades of Plant Materials;

(6) FSC 9430, Miscellaneous Crude Animal Products, Inedible;

(7) FSC 9440, Miscellaneous Crude Agricultural and Forestry Products;

(8) FSC 9610, Ores;

(9) FSC 9620, Minerals, Natural and Synthetic; and

(10) FSC 9630, Additive Metal Materials.

Place of manufacture means the place where an end product is assembled out of components, or otherwise made or processed from raw materials into the finished product that is to be provided to the Government. If a product is disassembled and reassembled, the place of reassembly is not the place of manufacture.

Restricted business operations means business operations in Sudan that include power production activities, mineral extraction activities, oil-related activities, or the production of military equipment, as those terms are defined in the Sudan Accountability and Divestment Act of 2007 (Pub. L. 110-174). Restricted business operations do not include business operations that the person (as that term is defined in Section 2 of the Sudan Accountability and Divestment Act of 2007) conducting the business can demonstrate--

(1) Are conducted under contract directly and exclusively with the regional government of southern Sudan;

(2) Are conducted pursuant to specific authorization from the Office of Foreign Assets Control in the Department of the Treasury, or are expressly exempted under Federal law from the requirement to be conducted under such authorization;

(3) Consist of providing goods or services to marginalized populations of Sudan;

(4) Consist of providing goods or services to an internationally recognized peacekeeping force or humanitarian organization;

(5) Consist of providing goods or services that are used only to promote health or education; or

(6) Have been voluntarily suspended.

Sensitive technology--

(1) Means hardware, software, telecommunications equipment, or any other technology that is to be used specifically--

(i) To restrict the free flow of unbiased information in Iran; or

(ii) To disrupt, monitor, or otherwise restrict speech of the people of Iran; and

(2) Does not include information or informational materials the export of which the President does not have the authority to regulate or prohibit pursuant to section 203(b)(3) of the International Emergency Economic Powers Act (50 U.S.C. 1702(b)(3)).

Service-disabled veteran-owned small business concern--

(1) Means a small business concern--

(i) Not less than 51 percent of which is owned by one or more service-disabled veterans or, in the case of any publicly owned business, not less than 51 percent of the stock of which is owned by one or more service-disabled veterans; and

(ii) The management and daily business operations of which are controlled by one or more service-disabled veterans or, in the case of a service-disabled veteran with permanent and severe disability, the spouse or permanent caregiver of such veteran.

(2) Service-disabled veteran means a veteran, as defined in 38 U.S.C. 101(2), with a disability that is service-connected, as defined in 38 U.S.C. 101(16).

"Small business concern" means a concern, including its affiliates, that is independently owned and operated, not dominant in the field of operation in which it is bidding on Government contracts, and qualified as a small business under the criteria in 13 CFR Part 121 and size standards in this solicitation. 

Subsidiary means an entity in which more than 50 percent of the entity is owned--

(1) Directly by a parent corporation; or

(2) Through another subsidiary of a parent corporation.

Veteran-owned small business concern means a small business concern--

(1) Not less than 51 percent of which is owned by one or more veterans (as defined at 38 U.S.C. 101(2)) or, in the case of any publicly owned business, not less than 51 percent of the stock of which is owned by one or more veterans; and

(2) The management and daily business operations of which are controlled by one or more veterans.

"Women-owned business concern" means a concern which is at least 51 percent owned by one or more women; or in the case of any publicly owned business, at least 51 percent of the stock of which is owned by one or more women; and whose management and daily business operations are controlled by one or more women. 

"Women-owned small business concern" means a small business concern-- 

(1) That is at least 51 percent owned by one or more women or, in the case of any publicly owned business, at least 51 percent of its stock is owned by one or more women; or

(2) Whose management and daily business operations are controlled by one or more women. 

Women-owned small business (WOSB) concern eligible under the WOSB Program (in accordance with 13 CFR part 127)”, means a small business concern that is at least 51 percent directly and unconditionally owned by, and the management and daily business operations of which are controlled by, one or more women who are citizens of the United States.

(b) (1) Annual Representations and Certifications. Any changes provided by the offeror in paragraph (b)(2) of this provision do not automatically change the representations and certifications posted electronically on the Online Representations and Certifications Application (ORCA) website.

(2) The offeror has completed the annual representations and certifications electronically via the ORCA website accessed through https://www.acquisition.gov. After reviewing the ORCA database information, the offeror verifies by submission of this offer that the representations and certifications currently posted electronically at FAR 52.212-3, Offeror Representations and Certifications--Commercial Items, have been entered or updated in the last 12 months, are current, accurate, complete, and applicable to this solicitation (including the business size standard applicable to the NAICS code referenced for this solicitation), as of the date of this offer and are incorporated in this offer by reference (see FAR 4.1201), except for paragraphs ----------.

[Offeror to identify the applicable paragraphs at (c) through (o) of this provision that the offeror has completed for the purposes of this solicitation only, if any.) These amended representation(s) and/or certification(s) are also incorporated in this offer and are current, accurate, and complete as of the date of this offer. Any changes provided by the offeror are applicable to this solicitation only, and do not result in an update to the representations and certifications posted electronically on ORCA.]

(c) Offerors must complete the following representations when the resulting contract will be performed in the United States or its outlying areas. Check all that apply.

(1) Small business concern. The offeror represents as part of its offer that it (  ) is, (  ) is not a small business concern. 

(2) Veteran-owned small business concern. (Complete only if the offeror represented itself as a small business concern in paragraph (c)(1) of this provision.) The offeror represents as part of its offer that it (  ) is, (  ) is not a veteran-owned small business concern.

(3) Service-disabled veteran-owned small business concern. (Complete only if the offeror represented itself as a veteran-owned small business concern in paragraph (c)(2) of this provision.) The offeror represents as part of its offer that it (  ) is, (  ) is not a service-disabled veteran-owned small business concern.

(4) Small disadvantaged business concern. (Complete only if the offeror represented itself as a small business concern in paragraph (c)(1) of this provision.) The offeror represents, for general statistical purposes, that it (  ) is, (  )  is not a small disadvantaged business concern as defined in 13 CFR 124.1002.

(5) Women-owned small business concern. (Complete only if the offeror represented itself as a small business concern in paragraph (c)(1) of this provision.) The offeror represents that it (  ) is, (  )  is not a women-owned small business concern.

Note to paragraphs (c)(8) and (9): Complete paragraphs (c)(8) and (c)(9) only if this solicitation is expected to exceed the simplified acquisition threshold.

(6) WOSB concern eligible under the WOSB Program. [Complete only if the offeror represented itself as a women-owned small business concern in paragraph (c)(5) of this provision.] The offeror represents that--

(i) It [ ] is, [ ] is not a WOSB concern eligible under the WOSB Program, has provided all the required documents to the WOSB Repository, and no change in circumstances or adverse decisions have 

been issued that affects its eligibility; and

(ii) It [ ] is, [ ] is not a joint venture that complies with the requirements of 13 CFR part 127, and the representation in paragraph (c)(6)(i) of this provision is accurate in reference to the WOSB 

concern or concerns that are participating in the joint venture. [The offeror shall enter the name or names of the WOSB concern or concerns that are participating in the joint venture:__________ .] Each WOSB concern participating in the joint venture shall submit a separate signed copy of the WOSB representation.

(7) Economically disadvantaged women-owned small business (EDWOSB) concern. [Complete only if the offeror represented itself as a WOSB concern eligible under the WOSB Program in (c)(6) of this provision.] The offeror represents that--

(i) It [ ] is, [ ] is not an EDWOSB concern eligible under the WOSB Program, has provided all the required documents to the WOSB Repository, and no change in circumstances or adverse decisions have been issued that affects its eligibility; and

(ii) It [ ] is, [ ] is not a joint venture that complies with the requirements of 13 CFR part 127, and the representation in paragraph (c)(7)(i) of this provision is accurate in reference to the EDWOSB concern or concerns that are participating in the joint venture. The offeror shall enter the name or names of the EDWOSB concern or concerns that are participating in the joint venture: __________. Each EDWOSB concern participating in the joint venture shall submit a separate signed copy of the EDWOSB representation.

(8) Women-owned business concern (other than small business concern). (Complete only if the offeror is a women-owned business concern and did not represent itself as a small business concern in paragraph (c)(1) of this provision.) The offeror represents that it (  ) is, a women-owned business concern.

(9) Tie bid priority for labor surplus area concerns. If this is an invitation for bid, small business offerors may identify the labor surplus areas in which costs to be incurred on account of manufacturing or production (by offeror or first-tier subcontractors) amount to more than 50 percent of the contract price: 

_____________________________________________ 

(10) (Complete only if the solicitation contains the clause at FAR 52.219-23, Notice of Price Evaluation Adjustment for Small Disadvantaged Business Concerns or FAR 52.219-25, Small Disadvantaged Business Participation Program-Disadvantaged Status and Reporting, and the offeror desires a benefit based on its disadvantaged status.)

(i) General. The offeror represents that either--

(A) It (  ) is, (  ) is not certified by the Small Business Administration as a small disadvantaged business concern and identified, on the date of this representation, as a certified small disadvantaged business concern in the CCR Dynamic Small Business Search database maintained by the Small Business Administration, and that no material change in disadvantaged ownership and control has occurred since its certification, and, where the concern is owned by one or more individuals claiming disadvantaged status, the net worth of each individual upon whom the certification is based does not exceed $750,000 after taking into account the applicable exclusions set forth at 13 CFR 124.104(c)(2); or

(B) It (  ) has, (  ) has not submitted a completed application to the Small Business Administration or a Private Certifier to be certified as a small disadvantaged business concern in accordance with 13 CFR 124, Subpart B, and a decision on that application is pending, and that no material change in disadvantaged ownership and control has occurred since its application was submitted.

(ii) Joint Ventures under the Price Evaluation Adjustment for Small Disadvantaged Business Concerns. The offeror represents, as part of its offer, that it is a joint venture that complies with the requirements in 13 CFR 124.1002(f) and that the representation in paragraph (c)(10)(i) of this provision is accurate for the small disadvantaged business concern that is participating in the joint venture. (The offeror shall enter the name of the small disadvantaged business concern that is participating in the joint venture: ____________.)

(11) HUBZone small business concern. (Complete only if the offeror represented itself as a small business concern in paragraph (c)(1) of this provision.) The offeror represents, as part of its offer, that--

(i) It [ ] is, [ ] is not a HUBZone small business concern listed, on the date of this representation, on the List of Qualified HUBZone Small Business Concerns maintained by the Small Business Administration, and no material changes in ownership and control, principal office, or HUBZone employee percentage have occurred since it was certified in accordance with 13 CFR Part 126; and

(ii) It [ ] is, [ ] is not a HUBZone joint venture that complies with the requirements of 13 CFR Part 126, and the representation in paragraph (c)(11)(i) of this provision is accurate for each HUBZone small business concern participating in the HUBZone joint venture. [The offeror shall enter the names of each of the HUBZone small business concerns participating in the HUBZone joint venture: _______.] Each HUBZone small business concern participating in the HUBZone joint venture shall submit a separate 

signed copy of the HUBZone representation.

(d) Certifications and representations required to implement provisions of Executive Order 11246-- 

(1) Previous Contracts and Compliance. The offeror represents that-- 

(i) It (  ) has, (  ) has not, participated in a previous contract or subcontract subject either to the Equal Opportunity clause of this solicitation, the and 

(ii) It (  ) has, (  ) has not, filed all required compliance reports. 

(2) Affirmative Action Compliance. The offeror represents that-- 

(i) It (  ) has developed and has on file, (  ) has not developed and does not have on file, at each establishment, affirmative action programs required by rules and regulations of the Secretary of Labor (41 CFR Subparts 60-1 and 60-2), or 

(ii) It (  ) has not previously had contracts subject to the written affirmative action programs requirement of the rules and regulations of the Secretary of Labor. 

(e) Certification Regarding Payments to Influence Federal Transactions (31 U.S.C. 1352). (Applies only if the contract is expected to exceed $150,000.) By submission of its offer, the offeror certifies to the best of its knowledge and belief that no Federal appropriated funds have been paid or will be paid to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress or an employee of a Member of Congress on his or her behalf in connection with the award of any resultant contract. If any registrants under the Lobbying Disclosure Act of 1995 have made a lobbying contact on behalf of the offeror with respect to this contract, the offeror shall complete and submit, with its offer, OMB Standard Form LLL, Disclosure of Lobbying Activities, to provide the name of the registrants. The offeror need not report regularly employed officers or employees of the offeror to whom payments of reasonable compensation were made.

(f) Buy American Act Certificate. (Applies only if the clause at Federal Acquisition Regulation (FAR) 52.225-1, Buy American Act --Supplies, is included in this solicitation.)

(1) The offeror certifies that each end product, except those listed in paragraph (f)(2) of this provision, is a domestic end product and that for other than COTS items, the offeror has considered components of unknown origin to have been mined, produced, or manufactured outside the United States. The offeror shall list as foreign end products those end products manufactured in the United States that do not qualify as domestic end products, i.e., an end product that is not a COTS item and does not meet the component test in paragraph (2) of the definition of “domestic end product.” The terms “commercially available off-the-shelf (COTS) item,” “component,” “domestic end product,” “end product,” “foreign end product,” and “United States” are defined in the clause of this solicitation entitled “Buy American Act--Supplies.”

(2) Foreign End Products:

	Line Item No.
	Country of Origin

	______________
	_________________

	______________
	_________________

	______________
	_________________


(List as necessary)

(3) The Government will evaluate offers in accordance with the policies and procedures of FAR Part 25.

(g)(1) Buy American Act-Free Trade Agreements-Israeli Trade Act Certificate. (Applies only if the clause at FAR 52.225-3, Buy American Act-Free Trade Agreements-Israeli Trade Act, is included in this solicitation.) 

(i) The offeror certifies that each end product, except those listed in paragraph (g)(1)(ii) or (g)(1)(iii) of this provision, is a domestic end product and that for other than COTS items, the offeror has considered components of unknown origin to have been mined, produced, or manufactured outside the United States. The terms “Bahrainian, Moroccan, Omani, or Peruvian end product,” “commercially available off-the-shelf (COTS) item,” “component,” “domestic end product,” “end product,” “foreign end product,” “Free Trade Agreement country,” “Free Trade Agreement country end product,” “Israeli end product,” and “United States” are defined in the clause of this solicitation entitled “Buy American Act-Free Trade Agreements-Israeli Trade Act.”

(ii) The offeror certifies that the following supplies are Free Trade Agreement country end products (other than Bahrainian, Moroccan, Omani, or Peruvian end products) or Israeli end products as defined in the clause of this solicitation entitled ``Buy American Act--Free Trade Agreements--Israeli Trade Act'':

Free Trade Agreement Country End Products (Other than Bahrainian, Moroccan, Omani, or Peruvian End Products) or Israeli End Products:

	Line Item No.
	Country of Origin

	______________
	_________________

	______________
	_________________

	______________
	_________________


[List as necessary]

(iii) The offeror shall list those supplies that are foreign end products (other than those listed in paragraph (g)(1)(ii) of this provision) as defined in the clause of this solicitation entitled "Buy American Act-Free Trade Agreements-Israeli Trade Act." The offeror shall list as other foreign end products those end products manufactured in the United States that do not qualify as domestic end products, i.e., an end product that is not a COTS item and does not meet the component test in paragraph (2) of the definition of “domestic end product.” 

Other Foreign End Products: 

	Line Item No.
	Country of Origin

	______________
	_________________

	______________
	_________________

	______________
	_________________


[List as necessary] 

(iv) The Government will evaluate offers in accordance with the policies and procedures of FAR Part 25. 

(2) Buy American Act-Free Trade Agreements-Israeli Trade Act Certificate, Alternate I (Jan 2004). If Alternate I to the clause at FAR 52.225-3 is included in this solicitation, substitute the following paragraph (g)(1)(ii) for paragraph (g)(1)(ii) of the basic provision: 

(g)(1)(ii) The offeror certifies that the following supplies are Canadian end products as defined in the clause of this solicitation entitled "Buy American Act-Free Trade Agreements-Israeli Trade Act": 

Canadian End Products: 

	Line Item No.

	_______________________________________

	_______________________________________

	_______________________________________


[List as necessary] 

(3) Buy American Act-Free Trade Agreements-Israeli Trade Act Certificate, Alternate II (Jan 2004). If Alternate II to the clause at FAR 52.225-3 is included in this solicitation, substitute the following paragraph (g)(1)(ii) for paragraph (g)(1)(ii) of the basic provision: 

(g)(1)(ii) The offeror certifies that the following supplies are Canadian end products or Israeli end products as defined in the clause of this solicitation entitled "Buy American Act-Free Trade Agreements-Israeli Trade Act": 

Canadian or Israeli End Products: 

	Line Item No.
	Country of Origin

	______________
	_________________

	______________
	_________________

	______________
	_________________


[List as necessary] 

(4) Trade Agreements Certificate. (Applies only if the clause at FAR 52.225-5, Trade Agreements, is included in this solicitation.) 

(i) The offeror certifies that each end product, except those listed in paragraph (g)(4)(ii) of this provision, is a U.S.-made or designated country end product, as defined in the clause of this solicitation entitled "Trade Agreements." 

(ii) The offeror shall list as other end products those end products that are not U.S.-made or designated country end products. 

Other End Products: 

	Line Item No.
	Country of Origin

	______________
	_________________

	______________
	_________________

	______________
	_________________


(List as necessary) 

(iii) The Government will evaluate offers in accordance with the policies and procedures of FAR Part 25. For line items covered by the WTO GPA, the Government will evaluate offers of U.S.-made or designated country end products without regard to the restrictions of the Buy American Act. The Government will consider for award only offers of U.S.-made or designated country end products unless the Contracting Officer determines that there are no offers for such products or that the offers for such products are insufficient to fulfill the requirements of the solicitation. 

(h) Certification Regarding Responsibility Matters (Executive Order 12689). (Applies only if the contract value is expected to exceed the simplified acquisition threshold.) The offeror certifies, to the best of its knowledge and belief, that --

(1) The offeror and/or any of its principals (  ) are, (  ) are not presently debarred, suspended, proposed for debarment, or declared ineligible for the award of contracts by any Federal agency,

(2) (  ) Have, (  ) have not, within a three-year period preceding this offer, been convicted of or had a civil judgment rendered against them for: commission of fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Federal, state or local government contract or subcontract; violation of Federal or state antitrust statutes relating to the submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false statements, tax evasion, violating Federal criminal tax laws, or receiving stolen property; and 

(3) (  ) are, (  ) are not presently indicted for, or otherwise criminally or civilly charged by a Government entity with, commission of any of these offenses enumerated in paragraph (h)(2) of this clause; and

(4) (  ) Have, (  ) have not, within a three-year period preceding this offer, been notified of any delinquent Federal taxes in an amount that exceeds $3,000 for which the liability remains unsatisfied.

(i) Taxes are considered delinquent if both of the following criteria apply:

(A) The tax liability is finally determined. The liability is finally determined if it has been assessed. A liability is not finally determined if there is a pending administrative or judicial challenge. In the case of a judicial challenge to the liability, the liability is not finally determined until all judicial appeal rights have been exhausted.

(B) The taxpayer is delinquent in making payment. A taxpayer is delinquent if the taxpayer has failed to pay the tax liability when full payment was due and required. A taxpayer is not delinquent in cases where enforced collection action is precluded.

(ii) Examples. 

(A) The taxpayer has received a statutory notice of deficiency, under I.R.C. Sec.  6212, which entitles the taxpayer to seek Tax Court review of a proposed tax deficiency. This is not a delinquent tax because it is not a final tax liability. Should the taxpayer seek Tax Court review, this will not be a final tax liability until the taxpayer has exercised all judicial appeal rights.

(B) The IRS has filed a notice of Federal tax lien with respect to an assessed tax liability, and the taxpayer has been issued a notice under I.R.C. Sec.  6320 entitling the taxpayer to request a hearing with the IRS Office of Appeals contesting the lien filing, and to further appeal to the Tax Court if the IRS determines to sustain the lien filing. In the course of the hearing, the taxpayer is entitled to contest the underlying tax liability because the taxpayer has had no prior opportunity to contest the liability. This is not a delinquent tax because it is not a final tax liability. Should the taxpayer seek tax court review, this will not be a final tax liability until the taxpayer has exercised all judicial appeal rights.

(C) The taxpayer has entered into an installment agreement pursuant to I.R.C. Sec.  6159. The taxpayer is making timely payments and is in full compliance with the agreement terms. The taxpayer is not delinquent because the taxpayer is not currently required to make full payment.

(D) The taxpayer has filed for bankruptcy protection. The taxpayer is not delinquent because enforced collection action is stayed under 11 U.S.C. 362 (the Bankruptcy Code).

(i) Certification Regarding Knowledge of Child Labor for Listed End Products (Executive Order 13126). [The Contracting Officer must list in paragraph (i)(1) any end products being acquired under this solicitation that are included in the List of Products Requiring Contractor Certification as to Forced or Indentured Child Labor, unless excluded at 22.1503(b).] 

(1) Listed end products.

	Listed End Product
	Listed Countriesof Origin

	
	

	
	

	
	


(2) Certification. [If the Contracting Officer has identified end products and countries of origin in paragraph (i)(1) of this provision, then the offeror must certify to either (i)(2)(i) or (i)(2)(ii) by checking the appropriate block.] 

[  ] (i) The offeror will not supply any end product listed in paragraph (i)(1) of this provision that was mined, produced, or manufactured in the corresponding country as listed for that product. 

[  ] (ii) The offeror may supply an end product listed in paragraph (i)(1) of this provision that was mined, produced, or manufactured in the corresponding country as listed for that product. The offeror certifies that it has made a good faith effort to determine whether forced or indentured child labor was used to mine, produce, or manufacture any such end product furnished under this contract. On the basis of those efforts, the offeror certifies that it is not aware of any such use of child labor. 

(j) Place of manufacture. (Does not apply unless the solicitation is predominantly for the acquisition of manufactured end products.) For statistical purposes only, the offeror shall indicate whether the place of manufacture of the end products it expects to provide in response to this solicitation is predominantly— 

(1) (  ) In the United States (Check this box if the total anticipated price of offered end products manufactured in the United States exceeds the total anticipated price of offered end products manufactured outside the United States); or 

(2) (  ) Outside the United States. 

(j) Place of manufacture. (Does not apply unless the solicitation is predominantly for the acquisition of manufactured end products.) For statistical purposes only, the offeror shall indicate whether the place of manufacture of the end products it expects to provide in response to this solicitation is predominantly--

(1) (  ) In the United States (Check this box if the total anticipated price of offered end products manufactured in the United States exceeds the total anticipated price of offered end products manufactured outside the United States); or

(2) (  ) Outside the United States.

(k) Certificates regarding exemptions from the application of the Service Contract Act. (Certification by the offeror as to its compliance with respect to the contract also constitutes its certification as to compliance by its subcontractor if it subcontracts out the exempt services.)

[The contracting officer is to check a box to indicate if paragraph (k)(1) or (k)(2) applies.] 

[  ] (1) Maintenance, calibration, or repair of certain equipment as described in FAR 22.1003-4(c)(1). The offeror (  ) does (  ) does not certify that— 

(i) The items of equipment to be serviced under this contract are used regularly for other than Governmental purposes and are sold or traded by the offeror (or subcontractor in the case of an exempt subcontract) in substantial quantities to the general public in the course of normal business operations; 

(ii) The services will be furnished at prices which are, or are based on, established catalog or market prices (see FAR 22.1003-4(c)(2)(ii)) for the maintenance, calibration, or repair of such equipment; and 

(iii) The compensation (wage and fringe benefits) plan for all service employees performing work under the contract will be the same as that used for these employees and equivalent employees servicing the same equipment of commercial customers. 

[  ] (2) Certain services as described in FAR 22.1003-4(d)(1). The offeror (  ) does (  ) does not certify that— 

(i) The services under the contract are offered and sold regularly to non-Governmental customers, and are provided by the offeror (or subcontractor in the case of an exempt subcontract) to the general public in substantial quantities in the course of normal business operations; 

(ii) The contract services will be furnished at prices that are, or are based on, established catalog or market prices (see FAR 22.1003-4(d)(2)(iii)); 

(iii) Each service employee who will perform the services under the contract will spend only a small portion of his or her time (a monthly average of less than 20 percent of the available hours on an annualized basis, or less than 20 percent of available hours during the contract period if the contract period is less than a month) servicing the Government contract; and 

(iv) The compensation (wage and fringe benefits) plan for all service employees performing work under the contract is the same as that used for these employees and equivalent employees servicing commercial customers. 

(3) If paragraph (k)(1) or (k)(2) of this clause applies— 

(i) If the offeror does not certify to the conditions in paragraph (k)(1) or (k)(2) and the Contracting Officer did not attach a Service Contract Act wage determination to the solicitation, the offeror shall notify the Contracting Officer as soon as possible; and 

(ii) The Contracting Officer may not make an award to the offeror if the offeror fails to execute the certification in paragraph (k)(1) or (k)(2) of this clause or to contact the Contracting Officer as required in paragraph (k)(3)(i) of this clause. 

(l) Taxpayer Identification Number (TIN) (26 U.S.C. 6109, 31 U.S.C. 7701). (Not applicable if the offeror is required to provide this information to a central contractor registration database to be eligible for award.)

(1) All offerors must submit the information required in paragraphs (l)(3) through (l)(5) of this provision to comply with debt collection requirements of 31 U.S.C. 7701(c) and 3325(d), reporting requirements of 26 U.S.C. 6041, 6041A, and 6050M, and implementing regulations issued by the Internal Revenue Service (IRS).

(2) The TIN may be used by the Government to collect and report on any delinquent amounts arising out of the offeror's relationship with the Government (31 U.S.C. 7701(c)(3)). If the resulting contract is subject to the payment reporting requirements described in FAR 4.904, the TIN provided hereunder may be matched with IRS records to verify the accuracy of the offeror's TIN.

(3) Taxpayer Identification Number (TIN).

(  ) TIN: --------------------.

(  ) TIN has been applied for.

(  ) TIN is not required because:

(  ) Offeror is a nonresident alien, foreign corporation, or foreign partnership that does not have income effectively connected with the conduct of a trade or business in the United States and does not have an office or place of business or a fiscal paying agent in the United States;

(  ) Offeror is an agency or instrumentality of a foreign government;

(  ) Offeror is an agency or instrumentality of the Federal Government.

(4) Type of organization.

(  ) Sole proprietorship;

(  ) Partnership;

(  ) Corporate entity (not tax-exempt);

(  ) Corporate entity (tax-exempt);

(  ) Government entity (Federal, State, or local);

(  ) Foreign government;

(  ) International organization per 26 CFR 1.6049-4;

(  ) Other ----------.

(5) Common parent.

(  ) Offeror is not owned or controlled by a common parent;

(  ) Name and TIN of common parent:

Name --------------------.

TIN --------------------.

(m) Restricted business operations in Sudan. By submission of its offer, the offeror certifies that the offeror does not conduct any restricted business operations in Sudan.

(n) Prohibition on Contracting with Inverted Domestic Corporations—

(1) Relation to Internal Revenue Code. An inverted domestic corporation as herein defined does not meet the definition of an inverted domestic corporation as defined by the Internal Revenue Code 25 U.S.C. 7874.

(2) Representation. By submission of its offer, the offeror represents that--

(i) It is not an inverted domestic corporation; and

(ii) It is not a subsidiary of an inverted domestic corporation.

(o) Sanctioned activities relating to Iran. 
(1) The offeror shall email questions concerning sensitive technology to the Department of State at CISADA106@state.gov.

(2) Representation and Certification. Unless a waiver is granted or an exception applies as provided in paragraph (o)(3) of this provision, by submission of its offer, the offeror--

(i) Represents, to the best of its knowledge and belief, that the offeror does not export any sensitive technology to the government of Iran or any entities or individuals owned or controlled by, or acting on behalf or at the direction of, the government of Iran; and

(ii) Certifies that the offeror, or any person owned or controlled by the offeror, does not engage in any activities for which sanctions may be imposed under section 5 of the Iran Sanctions Act.

(3) The representation and certification requirements of paragraph (o)(2) of this provision do not apply if--

(i) This solicitation includes a trade agreements certification (e.g., 52.212-3(g) or a comparable agency provision); and    

(ii) The offeror has certified that all the offered products to be supplied are designated country end products.

(End of provision)

252.209-7998  REPRESENTATION REGARDING CONVICTION OF A FELONY CRIMINAL VIOLATION UNDER ANY FEDERAL OR STATE LAW (DEVIATION 2012-O0007) (MAR 2012)

(a)  In accordance with section 514 of Division H of the Consolidated Appropriations Act, 2012, none of the funds made available by that Act may be used to enter into a contract with any corporation that was convicted of a felony criminal violation under any Federal or State law within the preceding 24 months, where the awarding agency is aware of the conviction, unless the agency has considered suspension or debarment of the corporation and made a determination that this further action is not necessary to protect the interests of the Government.

(b)  The Offeror represents that it is [ ] is not [ ] a corporation that was convicted of a felony criminal violation under a Federal or State law within the preceding 24 months.

(End of provision)

252.209-7999  REPRESENTATION BY CORPORATIONS REGARDING AN UNPAID DELINQUENT TAX LIABILITY OR A FELONY CONVICTION UNDER ANY FEDERAL LAW (DEVIATION 2012-O0004) (JAN 2012)

(a)  In accordance with sections 8124 and 8125 of Division A of the Consolidated Appropriations Act, 2012,(Pub. L. 112-74) none of the funds made available by that Act may be used to enter into a contract with any corporation that—

(1)  Has any unpaid Federal tax liability that has been assessed, for which all judicial and administrative remedies have been exhausted or have lapsed, and that is not being paid in a timely manner pursuant to an agreement with the authority responsible for collecting the tax liability, where the awarding agency is aware of the unpaid tax liability, unless the agency has considered suspension or debarment of the corporation and made a determination that this further action is not necessary to protect the interests of the Government. 

(2)  Was convicted of a felony criminal violation under any Federal law within the preceding 24 months, where the awarding agency is aware of the conviction, unless the agency has considered suspension or debarment of the corporation and made a determination that this action is not necessary to protect the interests of the Government.

(b)  The Offeror represents that—

(1)  It is [ ___   ] is not [ ___   ] a corporation that has any unpaid Federal tax liability that has been assessed, for which all judicial and administrative remedies have been exhausted or have lapsed, and that is not being paid in a timely manner pursuant to an agreement with the authority responsible for collecting the tax liability,

(2)  It is [ ___   ] is not [ ___   ] a corporation that was convicted of a felony criminal violation under a Federal law within the preceding 24 months. 

(End of provision)

SECTION L
InstRUCTIONS TO OFFERORS:

1. Contract SPECIALIST
1.1.  The Contract Specialist (CS) is the point of contact for this acquisition. Any questions or concerns regarding this acquisition shall be submitted electronically via e-mail to:

acquisitions@med.navy.mil
Subject: 023M
(It is important that all emails have 023M in the subject line.)
No phone calls will be accepted.
1.2.  Period for Acceptance of Offers

The period for acceptance of offers is two hundred forty (240) days after the closing date of the solicitation.

2. PRE CONTRACT COSTS

2.1.  The Contractor will not be reimbursed for any costs incurred prior to the effective date of the contract.

2.2.  The Government will be providing industry the opportunity for site visits to NMC Portsmouth and NH Beaufort.  Site visits will be during the week of June 18-22, 2012.  Vendors will have the opportunity to visit each facility.  An amendment will be released with detailed information for each site visit.  Drawings and wireless information for each site will be provided during the site visits.

3. AWARD ON INITIAL OFFER

3.1.  The Government intends to evaluate proposals and award a contract without discussions with offerors (except clarifications as described in FAR 15.306(a)). Therefore, the offerors initial proposal should contain the offeror’s best terms. The Government reserves the right to conduct discussions if the Contracting Officer later determines them to be necessary. Award may be made to other than the lowest price offeror(s).
4. SEQUENCE OF EVENTS

4.1.  The Government will employ source selection techniques to evaluate proposals, conduct negotiations if necessary and determine the successful offeror(s)  in this acquisition. "Offer," for the purposes of this solicitation, shall be defined as a response to the solicitation that, if accepted, would bind the offeror to perform the resultant contract.  If the Government deems discussions necessary, a competitive range determination will be made.

4.2.  The following describes the sequence of events that offerors can expect during proposal evaluation and negotiation:

· The offeror's proposal shall be submitted in accordance with Section L, Instructions to Offerors.

· In accordance with FAR 15.306, the Government may conduct exchanges with offerors after receipt of proposals leading to the establishment of the competitive range and any subsequent competitive range determination that may be made.

· The Government may conduct exchanges with offerors prior to establishment of the competitive range that may be made in order to enhance the Government’s understanding of proposals; allow reasonable interpretation of the proposal; or facilitate the Government's evaluation process.  Such communications shall not be used to cure proposal deficiencies or material omissions, materially alter the technical or cost elements of the proposal, and/or otherwise revise the proposal.  Such communications may be considered in rating proposals for the purpose of establishing the competitive range.  Furthermore, such communications do not and will not permit offerors to modify, revise, or otherwise change any element of their proposal.

· Offerors shall be prepared to enter into discussions and/or negotiations and, if authorized by the Contracting Officer, may be allowed to revise or modify their proposals.  For those Offerors in the initial competitive range, the Government will submit Discussion Items, which will require a response per instructions that will be provided at that time.

· The Government will incorporate into the resultant contract any and/or all commitments made in the offeror’s proposal.

5. SUBMISSION OF COST OR PRICING DATA
5.1.  It is expected that this contract will be awarded based upon a determination that there is adequate price competition; therefore, the offeror is not required to submit certified cost or pricing data with its proposal.

5.2. If, after receipt of the proposals, the Contracting Officer determines that adequate price competition does not exist in accordance with FAR 15.403-3, the offeror shall provide other information requested to be submitted to determine fairness and reasonableness of price, or other than certified cost or pricing data as requested by the Contracting Officer. 

6. PROPOSAL CONTENT AND INSTRUCTIONS FOR PREPARATION OF PROPOSALS
6.1. Introduction and Purpose - This section specifies the format and content that offerors shall use in this Request for Proposal (RFP).  The intent is not to restrict the offeror’s in the manner in which they will perform their work but rather to ensure a certain degree of uniformity in the format of the responses for evaluation purposes.  Offerors shall submit a proposal that is legible and comprehensive enough to provide the basis for a sound evaluation by the Government.  Information provided should be precise, factual, and complete.  Legibility, clarity, completeness, and responsiveness are of the utmost importance.  Proposals shall be in the form prescribed by, and shall contain a response to, each of the areas identified in this section.  Any proposal which does not provide, as a minimum, that which is required in this solicitation may be determined to be substantially incomplete and not warrant any further consideration.  

6.2. The proposal shall be submitted in seven separate volumes:

Volume I
Technical Approach
Volume II
Management Approach
Volume III
Past Performance
Volume IV
Price

Volume V
Small Business Subcontracting/Participation Plan 

Volume VI
NMC Portsmouth Proposal

Volume VII
NH Beaufort Proposal
6.3.  Volumes I thru VII shall be submitted by the closing date as specified in Block 8 of this solicitation.  If any one proposal volume is received past the stated closing date specified in this solicitation, the entire proposal will be considered late.  No further consideration will be given to any offeror who submits any of these volumes late IAW FAR 15.208(b).

6.4. All volumes shall have a cover page labeled with the following information:

· Volume # and Title
· Complete Company Name
· Company Address
· Fax number
· Email Address
· Phone Number
· Tax Identification Number (TIN)
· Cage Code
· DUNS number
· Is your company a large, small, small woman owned, disadvantaged, hubzone, or 8(a) business?
In addition, two (2) identical sets of CDs marked with the offeror’s name shall be submitted as specified in Block 8 of the SF 1449.  BOTH CDs SHALL BE IDENTICAL.  CDs should be mailed to the following address:

Naval Medical Logistics Command (NMLC)

Code 02-023M

693 Neiman Street

Frederick, MD 21702

Solicitation #: N62645-12-R-0023

Offerors shall submit proposals in the following format. Files on the CDs shall be in Microsoft Office for Windows format (2007), either .pdf, .doc, .docx, .xls or .xlsx files with 1 inch margins all around, Times New Roman font of not less than ten (10) point font size.  The offeror is responsible for ensuring that submitted CD-ROMs include all complete files and are not physically damaged nor contain corrupted files such that they are not readable by the Government. Use of hyperlinks or embedded attachments in proposals is prohibited. All proprietary information shall be clearly marked.
6.5. Volume I:  Technical Approach (Design Quality and Capability; Maintainability and Information Assurance).
6.5.1.  In accordance with file submission requirements given in this section, the offeror shall submit the following:
Technical Approach

· Design Quality and Capability – The contractor shall submit sufficient documentation to allow for an evaluation of the design quality and capabilities of the proposed system to determine how well that system manages and tracks assets to augment patient care, reduce unable-to-locate (UTL) equipment, and reduce time spent locating equipment as well as the scalability of the system to be able to meet the future capabilities as defined in the SOW. Contractor shall clearly demonstrate the software capabilities of the proposed system, including the capability to implement a DMLSS interface.

· Maintainability – The contractor shall submit sufficient documentation to allow for an evaluation of the maintainability of the proposed system’s tags, hardware, software and other components. The contractor shall submit details regarding the estimated battery life for the tags, the requirements for when and how to replace tags; and a description of what is required to maintain a fully functional system.

· Information Assurance – The contractor shall complete the C&A Questionnaire as contained within Exhibit IV.

6.5.2.  Volume II: Management approach

· The offeror shall address how its proposed management approach will be beneficial to the Government and how it reduces the risk of unsuccessful contract performance. The offeror shall describe its ability to effectively and efficiently manage the requirements of the contract to include a discussion of managing the possibility of simultaneous delivery orders in disparate locations.  The offeror shall describe that procedures are in place to ensure overall contract performance is achieved at an acceptable quality level. The offeror shall describe its ability to meet the challenges of managing this requirement.  

6.6.  The total number of the pages, excluding a cover letter, submitted for Volumes I and II are as follows:

· Volume I Technical Approach = 200 pages

· Volume II Management Approach = 50 pages 
If either Volumes I and II contain more than the mandated page count then only the first 200 and 50 pages respectively will be evaluated.
6.7. Volume III: Past Performance.  In accordance with file submission requirements given in this section, the offeror shall submit the following:

6.7.1. The offeror shall describe its past performance on up to five (5) similar contracts it has held within the last three (3) years that are for the same or similar equipment to that which is detailed in this solicitation or affirmatively state the offeror possesses no relevant past performance directly related to or similar past performance. Offerors who present similar contracts shall provide a detailed explanation demonstrating the relevance of the contracts to the requirements of the solicitation.  Offerors shall demonstrate (1) the functional performance of the proposed or similar RTLS that the offeror has delivered to previous customers, and (2) the quality and timeliness of the technical assistance, hardware and software updates/upgrades that the vendor has supplied to its customers following the initial fielding of those systems.  

6.7.2.  The total number of the pages submitted for Volume III (Past Performance) shall not exceed seven (7) pages, excluding a cover and consent letters.  If Volume III contains more than 7 pages, only the first 7 pages will be evaluated.

6.7.3.  The Government reserves the right to contact any references. The government reserves the right to consider other past performance information at its disposal, in addition to any information obtained from the references provided above.
6.7.4. The offeror shall provide the following information regarding its past performance:

· Contract number(s), award date and dates of performance. 

· Name, phone number, and e-mail address of a validated point of contact at the federal, state, local government or commercial entity for which the contract was performed. Contractor shall verify the validity of the contact information provided. 

· Dollar value of the contract.
Description of the equipment provided under the contract. 

· The number, type and severity of any quality or delivery problems in performing the contract, the corrective action taken and the effectiveness of the corrective action (if applicable). 

· Any other relevant information. 

· Answer “Has the POC agreed to be to be contacted as a reference?”

· Offerors shall describe the oldest system that is still installed and operational and the oldest system still installed in a healthcare or medical environment.

6.8. Volume IV:  Price.  Adequate price competition is expected for this acquisition.  Offerors shall complete Exhibit I, Pricing Guide.  Price will be evaluated with consideration to the following factors:

6.8.1. REASONABLENESS.  The offeror’s Price proposal will be examined to determine the degree to which the proposed prices compare to the prices a reasonable prudent person would expect to incur for the same or similar systems.  Since awards will be made on a best value basis, the Contracting Officer reserves the right to award a premium providing the total prices are determined to be reasonable. 

6.8.2. COMPLETENESS.  Offerors shall complete all of the following: 

6.8.2.1. Pricing- Offerors shall complete Exhibit I, Pricing Guide.  Offerors shall use Attachment VI, Pricing Specs, to formulate representative pricing for all six (6) representative sites.  Offerors will provide site and delivery order specific pricing with the submission of each site specific proposal.  These six (6) representative sites equate to approximately 25% of the overall requirement.  Therefore, the offeror’s total base contract price shall be equal to four times the total representative pricing.
6.8.2.2.  Standard Form (SF) 1449. Blocks 17a, 17b, 30a, 30b and 30c on  Page one of the SF 1449 shall be completed.  It shall be appropriately completed, inclusive of the offeror's name, address, and required Commercial and Government Entity (CAGE) codes, and signed.  The offeror's identity will be determined by the name submitted on the SF 1449.  It is not necessary to submit the entire solicitation.

6.8.2.3.  Amendments.   Each amendment shall be acknowledged through instructions in Block 11 of the SF 30.  Signed copies of the cover page are acceptable.  It is not necessary to submit the entire amendment.

6.8.2.4.  Offeror’s Information on their cover page shall be complete according to Section L, 6.4.  The offeror shall include all information as stated for  it to be considered complete.  (Please note that failure to submit completed information may result in rejection of the offeror's entire proposal).
6.8.2.5.  Completed DFARS 252.209-7999, DFARS 252.209-7998 and 252.246-7005 provisions.

6.8.2.6  Completed ORCA certification (FAR 52.212-3 ) and verification of current CCR registration IAW FAR 52.204-7. Section K - Representations, Certifications and Other Statements of Offerors of this Solicitation.  The offeror shall complete the annual representations and certifications electronically through the Online Representations and Certifications Application (ORCA) at http://orca.bpn.gov.  The offeror shall verify their ORCA is current, accurate, complete and applicable to this solicitation as of the date of this offer and are incorporated in this offer by reference, except for any applicable changes identified in Section K, FAR Clause 52.204-8 and DFARS 252.204-7007. The applicable NAICS code for this solicitation is 334119. In addition to submission to ORCA the offeror shall complete the ORCA Certification Sheet.

6.8.2.7. Completed Attachments III, Warranty and IV Warranty Tracking.

6.9. Volume V: Small Business Contracting/Participation Plan

6.9.1  All offerors are required to submit a small business participation plan.  If applicable (for large business concern offerors under the assigned NAICS code herein), the offeror shall submit a subcontracting plan in accordance with FAR Clause 52.219-9 and DFARS Clause 252.219-7003 (for reference see FAR 19.704 and DFARS 219-704). The negotiation of a subcontracting plan shall not be considered discussions or a reopening of Solicitation N62645-12-R-0023. The subcontracting plan requirement is not applicable to small business concerns qualified as such under the NAICS code assigned to this solicitation. Master subcontracting plans can be included as an appendix to the subcontracting plan and will not count towards the page count.  Offerors shall include the name of any proposed subcontractors and any applicable references.

6.9.2.  Offerors shall demonstrate a Small Business participation of at least 10%.  The small business plan shall demonstrate the following: (1)  The extent to which such firms are specifically identified in proposals;  (2)  The extent of commitment to use such firms (for example, enforceable commitments are to be weighted more heavily than non-enforceable ones); (3)  The complexity and variety of the work small firms are to perform.
6.10. Volume VI: NMC Portsmouth
Offerors shall submit a proposal for NMC Portsmouth in accordance with the requirements of Exhibit II.

6.11. Volume VII: NH Beaufort
Offerors shall submit a proposal for NH Beaufort in accordance with the requirements of Exhibit III.

7. PROPOSAL EVALUATION

7.1. Information in one volume will not be considered for the purposes of another volume, (i.e., Past Performance information in the Technical Approach that fails to address the same information in Past Performance).

7.2. Contract awards will be based on evaluation of Technical Approach, Management Approach, Past Performance, Price and Small Business participation.  Once the awardees of the base contract are decided, two delivery orders will be awarded in accordance with Section H.  All Delivery Orders will be awarded via a DOPR after contract award, within the guidelines stated in Section H.  All successful contract awardees will receive, at a minimum, a Delivery Order award for $25,000. 

8.  QUESTIONS
8.1.  Offerors shall submit all questions concerning this solicitation in writing to the Contract Specialist listed in Section L, 1.1.  The Contract Specialist will answer questions in an amendment to the solicitation.  The Contract Specialist will not disclose the source of the questions.
8.2.  Questions from offerors will need to be submitted by June 28, 2012 by 1:00pm Eastern Time (ET).

8.3.  In the event multiple questions address the same issue, the Government reserves the right to answer a representative question that best exemplifies the issue.  Please submit only one set of questions per company.

8.4.  If you send your question via e-mail and do not receive acknowledgment of receipt by NAVMEDLOGCOM within 72 hours, you are requested to resend your question.
9.  The reviewing authority for the Contracting Officer is the Director of Acquisition Management, NAVMEDLOGCOM, Code 02, 693 Neiman Street, Fort Detrick, MD  21702-9203.  Agency procurement protests should clearly identify the initial adjudicating official, i.e., the, “Contracting Officer” or the, “Reviewing Official”.

9.1.  Offerors should note this review of the Contracting Officer’s decision will not extend GAO’s timeliness requirements.  Therefore, any subsequent protest to GAO must be filed within 10 days of knowledge of initial adverse agency action.

CLAUSES INCORPORATED BY REFERENCE

	52.212-1 
	Instructions to Offerors--Commercial Items 
	FEB 2012 
	 

	52.237-1 
	Site Visit 
	APR 1984 
	 


CLAUSES INCORPORATED BY FULL TEXT

52.233-2     SERVICE OF PROTEST (SEP 2006)

(a) Protests, as defined in section 33.101 of the Federal Acquisition Regulation, that are filed directly with an agency, and copies of any protests that are filed with the Government Accountability Office (GAO), shall be served on the Contracting Officer (addressed as follows) by obtaining written and dated acknowledgment of receipt from:

Naval Medical Logistics Command (NMLC)

Code 02-024D

693 Neiman Street

Ft. Detrick, MD 21702

(b) The copy of any protest shall be received in the office designated above within one day of filing a protest with the GAO. 

(End of provision) 

52.252-1     SOLICITATION PROVISIONS INCORPORATED BY REFERENCE (FEB 1998)

This solicitation incorporates one or more solicitation provisions by reference, with the same force and effect as if they were given in full text. Upon request, the Contracting Officer will make their full text available. The offeror is cautioned that the listed provisions may include blocks that must be completed by the offeror and submitted with its quotation or offer. In lieu of submitting the full text of those provisions, the offeror may identify the provision by paragraph identifier and provide the appropriate information with its quotation or offer. Also, the full text of a solicitation provision may be accessed electronically at this/these address(es):

http://www.farsite.hil.af.mil
(End of provision)

252.246-7005  Notice of Warranty Tracking of Serialized Items (JUN 2011)

(a) Definition. Unique item identifier and warranty tracking are defined in the clause at 252.246-7006, Warranty Tracking of Serialized Items.

(b) Reporting of data for warranty tracking and administration. The offeror shall provide the information required by Attachment --, Warranty Tracking Information, (indicated by a single asterisk (*)), on each contract line item number, subline item number, or exhibit line item number for warranted items. The offeror shall provide all information required by Attachment --, Warranty Repair Source Instruction, prior to, but not later than when the warranted items are presented for receipt and/or acceptance. The ``Warranty Item Unique Item Identifier data category may also be completed in conjunction with Attachment --, Warranty Repair Source Instruction. 

Information required in the warranty attachment shall include such information as duration, enterprise, enterprise identifier, first use, fixed expiration, installation, issuing agency, item type, starting event, serialized item, unique item identifier, usage, warranty administrator, warranty guarantor, warranty repair source, and warranty tracking. The offeror shall submit the data for warranty tracking to the Contracting Officer.

(End of provision)

SECTION M
EVALUATION FACTORS

1.
The Government intends to award multiple contracts to the offerors whose response conforms to the solicitation and will be most advantageous to the Government, all factors considered.
· Basis for Award
This is a best value tradeoff procurement. The Government may elect to award to other than the lowest cost, based on the evaluation of the non-cost factors and the best value to the Government.  The Technical Approach evaluation factor is significantly more important than all other factors.  The combination of the Technical Approach evaluation factor, Management Approach, Past Performance and Small Business Participation is significantly more important than the combined Price evaluation factors (Completeness and Reasonableness).  Since awards will be made on a best value basis, the Contracting Officer reserves the right to award to other than the lowest priced offeror providing the prices are determined to be reasonable.  Offerors receiving an overall rating of unacceptable for technical approach may not be considered in the tradeoff decision.
2.
TECHNICAL APPROACH: (Factors are of Equal Importance)

· Design Quality and Capability – The government will evaluate the capabilities  of the proposed system  to determine how well that system manages and tracks assets to augment patient care, reduce unable-to-locate (UTL) equipment, and reduce time spent locating equipment and the future capabilities described in paragraph 8 of Section C, Specifications.  In addition, the government will evaluate the software capabilities of the proposed system, including the capability to implement a DMLSS interface.
· Maintainability – The government will evaluate the maintainability of the proposed system’s tags, hardware and software and other components.

· Information Assurance – The government will evaluate the capability of the proposed system to meet Navy Information Assurance (IA) requirements.  This evaluation will be based on the information provided in the completed C&A Questionnaire. 

3.
MANAGEMENT APPROACH

· The government will evaluate the offeror’s management approach, how it will be beneficial to the Government and how it reduces the risk of unsuccessful contract performance. The government will evaluate the offeror’s  ability to effectively and efficiently manage the requirements of the contract to include a discussion of managing the possibility of simultaneous delivery orders in disparate locations and that adequate procedures are in place to ensure overall contract performance is achieved at an acceptable quality level. 
4.
PAST PERFORMANCE

· The Government will evaluate the offeror's past performance information to determine whether it is relevant or non-relevant.  This determination will be made for each past performance.  A relevancy determination may be made based solely on the information provided on the past performance.  After obtaining additional information from the past performance reference, it may be determined not relevant at that time.

In doing so the Government will examine the offeror’s past performance on up to five (5) similar contracts it has held within the last three (3) years.  The Government will then evaluate (1) the functional performance, and (2) the quality and timeliness of the technical assistance, hardware and software updates/upgrades that the vendor has supplied to its customers following the initial fielding of those systems.  The government reserves the right to consider other past performance information at its disposal, in addition to any information obtained from the references provided above.

5.
SMALL BUSINESS PARTICIPATION PLAN

· All offerors (both large and small businesses) will be evaluated on the level of small business commitment that they are demonstrating for the proposed acquisition.  The small business participation plan factor will be evaluated on an “Acceptable (Pass)” or “Unacceptable (Fail)” basis and one of these ratings will be assigned accordingly.  An acceptable rating will consist of 10% or more small business participation. 
6.
PRICE: The offeror will be evaluated for reasonableness and completeness.

· Reasonableness: The offeror’s Proposed Price will be evaluated separately to determine the degree to which the proposed prices compare to the prices a reasonable prudent person would expect to incur for the same or similar equipment.  The offeror’s total price as provided on Exhibit I, Pricing Guide will be used to evaluate price reasonableness.
· Completeness: The offeror's Price proposal will be examined to ensure that all items required in Section L, 6.8.2. Completeness and have been submitted and are complete.

RATING SCALES
Combined Technical/Risk Rating. The combined technical/risk rating includes consideration of risk in conjunction with the strengths, weaknesses, and deficiencies in determining technical ratings. The Technical and Management Approach factors will be evaluated using the combined Technical/Risk Rating table.

Combined technical/risk evaluations shall utilize the combined technical/risk ratings listed in the following table.
	Color
	Rating
	Description

	Blue
	Outstanding
	Proposal meets requirements and indicates an exceptional approach and understanding of the requirements. Strengths far outweigh any weaknesses. Risk of unsuccessful performance is very low.

	Purple
	Good
	Proposal meets requirements and indicates a thorough approach and understanding of the requirements.  Proposal contains strengths which outweigh any weaknesses. Risk of unsuccessful performance is low.

	Green
	Acceptable
	Proposal meets requirements and indicates an adequate approach and understanding of the requirements.  Strengths and weaknesses are offsetting or will have little or no impact on contract performance. Risk of unsuccessful performance is no worse than moderate.

	Yellow
	Marginal
	Proposal does not clearly meet requirements and has not demonstrated an adequate approach and understanding of the requirements.  The proposal has one or more weaknesses which are not offset by strengths. Risk of unsuccessful performance is high.

	Red
	Unacceptable
	Proposal does not meet requirements and contains one or more deficiencies. Proposal is unawardable.


Rating Standards for Small Business Participation Plan

	Rating
	Definition

	Acceptable (Pass)
	Offeror’s level of small business commitment in current proposal or utilization of small businesses in performance of prior contracts is meaningful. 

	Unacceptable (Fail)
	Offeror’s level of small business commitment in current proposal or utilization of small businesses in performance of prior contracts is not meaningful.


*To receive an acceptable rating, an offeror must include small business participation percentage of at least 10%.

Past Performance Confidence Assessment Ratings

Each offeror will be assigned a Confidence Assessment Rating.  There are two aspects to the past performance evaluation.  The first is to evaluate the offeror’s past performance to determine how relevant a recent effort accomplished by the offeror is to the effort to be acquired through the source selection. Aspects of relevancy include similarity of service/support, complexity; dollar value, contract type, and degree of subcontract/teaming.  The second aspect of the past performance evaluation is to determine how well the contractor performed on the contracts.

The following describes the Past Performance Relevancy Rating:
Past Performance Relevancy Rating

	Rating
	Definition

	Relevant
	Past performance information that is related to the services required under this solicitation as outlined in Sections B and C.

	Not Relevant
	Past performance information that is not related to the services required under this solicitation as outlined in Sections B and C, or has been determined not relevant in accordance with Section L, 6.7 and its subparagraphs or Section M, 4.


The past performance evaluation results in an assessment of the offeror’s probability of meeting the solicitation requirements.  The past performance evaluation considers each offeror's demonstrated recent and relevant record of performance in supplying products and services that meet the contract’s requirements.  One performance confidence assessment rating is assigned for each offeror after evaluating the offeror's recent past performance, focusing on performance that is relevant to the contract requirements.
Performance Confidence Assessment Rating

	Rating
	Description

	Substantial Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a high expectation that the offeror will successfully perform the required effort.

	Satisfactory Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a reasonable expectation that the offeror will successfully perform the required effort.

	Limited Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a low expectation that the offeror will successfully perform the required effort.

	No Confidence
	Based on the offeror’s recent/relevant performance record, the Government has no expectation that the offeror will be able to successfully perform the required effort.

	Unknown Confidence (Neutral)
	No recent/relevant performance record is available or the offeror’s performance record is so sparse that no meaningful confidence assessment rating can be reasonably assigned.


The Delivery orders for NMC Portsmouth and NH Beaufort  will be evaluated in accordance with Section H, 3 of the solicitation.

CONTRACTS PERFORMED IN JAPAN
The Status of Forces Agreement between the United States and Japan (SOFA) governs the rights and obligations of the United States armed forces in Japan. Unless a contractor is present in Japan solely to perform under a contract with the United States for the sole benefit of the United States armed forces in Japan and is accorded privileges under SOFA Article XIV, it and its employees shall be subject to all the laws and regulations of Japan, including the US-Japan SOFA. Certain contractor employees and their dependents not accorded privileges under SOFA Article XIV may be accorded status under SOFA Article I(b) with potential eligibility for logistic support. Dependents of contractors or of contractor employees who receive SOFA Article XIV status do not receive SOFA status under SOFA Article XIV or SOFA Article I(b) based on their status as dependents. The Contractor shall comply with the instruction of the Contracting Officer concerning the entry of its employees, equipment, and supplies into Japan, and shall comply with all applicable Japanese laws and regulations as well United States Forces, Japan (USFJ) and USFJ component policies and regulations during the performance of this contract. 

A contractor seeking SOFA Article XIV status for itself and its employees shall submit the following to the Contracting Officer with its offer for delivery orders in Japan: 

(1) Proof that the contractor is a person ordinarily resident in the United States or a corporation organized under the laws of the United States or any state thereof and that its presence in Japan is solely for the purpose of executing contracts with the United States for the benefit of the United States armed forces; and 

(2) Proof that contractor employees are United States nationals ordinarily resident in the United States and that their presence in Japan is solely for the purpose of performing work under contracts with the United States for the benefit of the United States armed forces. 

(3) The Contracting Officer shall make the initial determination whether the contractor qualifies for Article XIV status. Upon a determination of qualification, the Contracting Officer shall forward a request for designation through component channels to Commander, U.S. Forces, Japan, ATTN: USFJ/J5, Unit 5068, APO AP 96328. The request shall include the items requested in subparagraph (b)(2), a full explanation of the necessity of using a United States contractor consistent with subparagraph (a), and relevant documentation. See USFJ Instruction 64-102 for further details. 

(4) HQ USFJ shall make the final determination on the contractor’s Article XIV status upon consultation with the Government of Japan. 

(5) Upon receipt of HQ USFJ approval, the Contracting Officer shall issue Letters of Identification indicating SOFA Article XIV status has been granted to the contractor and contractor employees. 

(6) Once a contractor has been designated under SOFA Article XIV, it is not necessary that it be re-designated if a follow-on contract is awarded to that contractor; provided the new contract does not involve a material change from the work under which the SOFA Article XIV designation was originally granted and there is no significant delay between completion of the existing contract and initiation of performance under the follow-on contract. 

(7) In the event SOFA Article XIV status is not granted, the Contracting Officer should determine whether contractor employees meet the qualifications for SOFA Article I(b) status and if the provision of such status is in the best interest of the United States. 

SOFA Article I(b). 
(a) SOFA Article I(b) status. Individuals including, but not limited to, technical advisors, consultants, entertainers serving under contracts with the United States for the provision of services in support of U.S. armed forces in Japan, and whose presence is required in Japan to provide such services, may acquire SOFA status in Japan as part of the civilian component under Article I(b) of the SOFA. Note SOFA Article I(b) does not create a lawful status in Japan for any entity other than individuals (e.g., the corporation employing the individual). To qualify for SOFA status under SOFA Article I(b), such individuals must be: 

(1) United States nationals, 

(2) not ordinarily resident in Japan (or if ordinarily resident in Japan, receive permission from the GOJ to change status following the procedures set out in USFJI 36-2611, Changes of Status by Person in Japan to One of the Categories Authorized by the Status of Forces Agreement), 

(3) present in Japan at the invitation of the United States, and solely for the purpose of executing contracts for the benefit of the United States armed forces (including Foreign Military Sales contracts), and 

(4) not contractors, employees of a contractor whose presence in Japan is solely for the purpose of executing contracts within the definition of SOFA Article XIV. 

(b) SOFA Article I(b) procedures. Contractor personnel must obtain authority to enter Japan under SOFA Article I(b) through their employer and the Contracting Officer. After determining that the personnel meet the requirements for SOFA Article I(b) status, the Contracting Officer may issue a Letter of Identification. The Letter of Identification should include a statement that the individual is entering Japan under SOFA Article I(b). Sample Letters of Identification for PCS or TDY travel can be found on the www.usfj.mil website under the Letter of Identification buttons.

CONTRACTOR SUPPORT
NOTICE:  NAVY USE OF SUPPORT CONTRACTOR FOR CONTRACT CLOSEOUT FUNCTIONS

Naval Medical Logistics Command uses two private contractors in support of the contract closeout process.  Those companies are Universal Consulting Services (UCS) of Fairfax, Virginia, doing business under the authority of the Small Business Administration’s 8(a) program, and the Ability One Program, doing business under the authority of the Javits-Wagner O’Day Act (41 U.S.C. § 47).  

The contract closeout process includes activities such as processing deobligation modifications, obtaining contractor and requiring activity concurrence, preparing the DD-Form 1594 (Contract Completion Statement), and preparing closed files for archiving.  Support contractors may perform additional administrative duties, including filing and processing simple administrative modifications.  Performing these functions require the contractor employees to have access to the contract file.  Therefore, information you provide to the Government or information already in the possession of the Government may be viewed by these support contractors in the course of performing contract close-out functions.  The information that may be made available to the contractor may include pricing and technical proposals and performance information.  

Naval Medical Logistics Command has signed Non-Disclosure Agreements with each support contractor employee and has required both contractors to provide a Conflict of interest Mitigation Plan to ensure these employees are firewalled from all business development activity.    

By submission of a proposal in response to this solicitation, the offeror and its subcontractors consent to access of their business sensitive/confidential or proprietary data by the Government’s support contractor personnel in order to perform close out services.

ATTACHMENT I - CAP
CONTRACT ADMINISTRATION PLAN (CAP)

In order to expedite the administration of this contract, the following delineation of duties is provided.  The names, addresses and phone numbers for these offices or individuals are included elsewhere in the contract award document.  The office or individual designated as having responsibility should be contacted for any questions, clarifications, or information regarding the administration function assigned.

1.  The Procuring Contract Office (PCO) is responsible for:

a.
All pre-award duties such as solicitation, negotiation and award of contracts. 

b.
Any information or questions during the pre-award stage of the procurement.

c.
Freedom of Information inquiries.

d.
Changes in contract terms and/or conditions.

e.
Post award conference.

2.  The Contract Administration Office (CAO) is responsible for matters specified in the FAR 42.302 and DFARS 42.302 except those areas otherwise designated as the responsibility of the Contracting Officer's Representative (COR) or someone else herein.  The CAO and PCO will be the same point of contact.

3.  The paying office is responsible for making payment of proper invoices after acceptance is documented.

4.  The Contracting Officer's Representative (COR) is responsible for interface with the contractor and performance of duties such as those set forth below.  It is emphasized that only the PCO/CAO has the authority to modify the terms of the contract.  In no event will any understanding, agreement, modification, change order, or other matter deviating from the terms of the basic contract between the contractor and any other person be effective or binding on the Government.  If in the opinion of the contractor an effort outside the scope of the contract is requested, the contractor shall promptly notify the PCO in writing.  No action may be taken by the contractor unless the PCO or CAO has issued a contractual change.  The COR duties are as follows:

a.
Technical Interface

(1) The COR is responsible for all Government technical interface concerning the contractor and furnishing technical instructions to the contractor.  These instructions may include:  technical advice/recommendations/clarifications of specific details relating to technical aspects of contract requirements; milestones to be met within the general terms of the contract or specific subtasks of the contract; or, any other interface of a technical nature necessary for the contractor to perform the work specified in the contract.   The COR is the point of contact through whom the contractor can relay questions and problems of a technical nature to the PCO. 

(2) The COR is prohibited from issuing any instruction which would constitute a contractual change.  The COR shall not instruct the contractor how to perform. If there is any doubt whether technical instructions contemplated fall within the scope of work, contact the PCO for guidance before transmitting the instructions to the contractor.

b.
Contract Surveillance

(1) The COR shall monitor the contractor's performance and progress under the contract.  In performing contract surveillance duties, the COR should exercise extreme care to ensure that he/she does not cross the line of personal services.  The COR must be able to distinguish between surveillance (which is proper and necessary) and supervision (which is not permitted).  Surveillance becomes supervision when you go beyond enforcing the terms of the contract.  If the contractor is directed to perform the contract services in a specific manner, the line is being crossed.  In such a situation, the COR's actions would be equivalent to using the contractor's personnel as if they were government employees and would constitute transforming the contract into one for personal services.

(2) The COR shall monitor contractor performance to see that inefficient or wasteful methods are not being used.  If such practices are observed, the COR is responsible for taking reasonable and timely action to alert the contractor and the PCO to the situation.

(3) The COR will take timely action to alert the PCO to any potential performance problems.  If performance schedule slippage is detected, the COR should determine the factors causing the delay and report them to the PCO, along with the contractor's proposed actions to eliminate or overcome these factors and recover the slippage.  Once a recovery plan has been put in place, the COR is responsible for monitoring the recovery and keeping the PCO advised of progress.

(4) If the Contractor Performance Assessment Reporting System (CPARS) is applicable to the contract you are responsible for completing a Contractor Performance Assessment Report (CPAR) in the CPARS Automated Information System (AIS).  The initial CPAR, under an eligible contract, must reflect evaluation of at least 180 days of contractor performance.  The completed CPAR, including contractor comments if any, (NOTE: contractors are allowed 30 days to input their comments) should be available in the CPARS AIS for reviewing official (PCO) review no later than 270 days after start of contract performance.  Subsequent CPARs covering any contract option periods should be ready at 1-year intervals thereafter. 

c.
Invoice Review and Approval/Inspection and Acceptance

(1) The COR is responsible for quality assurance of services performed and acceptance of the services or deliverables.  The COR shall expeditiously review copies of the contractor's invoices or vouchers, certificate of performance and all other supporting documentation to determine the reasonableness of the billing.  In making this determination, the COR must take into consideration all documentary information available and any information developed from personal observations. 

(2) The COR must indicate either complete or partial concurrence with the contractor's invoice/voucher by executing the applicable certificate of performance furnished by the contractor.  The COR must be cognizant of the invoicing procedures and prompt payment due dates detailed elsewhere in the contract. 

(3) The COR will provide the PCO and the CAO with copies of acceptance documents such as Certificates of Performance. 

(4) The COR shall work with the Contractor to obtain and execute a final invoice no more than 60 days after completion of contract performance.  The COR shall ensure that the invoice is clearly marked as a "Final Invoice."

d.
Contract Modifications.  The COR is responsible for developing the specifications for change orders or modifications and for preparing an independent government cost estimate of the effort described in the proposed specifications. 

e.
Administrative Duties

(1) The COR shall take appropriate action on technical correspondence pertaining to the contract and for maintaining files on each contract.  This includes all modifications, government cost estimates, contractor invoices/vouchers, certificates of performance, DD 250 forms and contractor's status reports. 

(2) The COR shall maintain files on all correspondence relating to contractor performance, whether satisfactory or unsatisfactory, and on trip reports for all government personnel visiting the contractor's place of business for the purpose of discussing the contract. 

(3) The COR must take prompt action to provide the PCO with any contractor or technical code request for change, deviation or waiver, along with any supporting analysis or other required documentation.

f.
Government Furnished Property.  When government property is to be furnished to the contractor, the COR will take the necessary steps to insure that it is furnished in a timely fashion and in proper condition for use. The COR will maintain adequate records to ensure that property furnished is returned and/or that material has been consumed in the performance of work. 

g.
Security.  The COR is responsible for ensuring that any applicable security requirements are strictly adhered to.

h.
Standards of Conduct.  The COR is responsible for reading and complying with all applicable agency standards of conduct and conflict of interest instructions. 

i.
Written Report/Contract Completion Statement.  

(1) The COR is responsible for timely preparation and submission to the PCO, of a written, annual evaluation of the contractors performance.  The report shall be submitted within 30 days prior to the exercise of any contract option and 60 days after contract completion.  The report shall include a written statement that services were received in accordance with the Contract terms and that the contract is now available for close-out.  The report shall also include a statement as to the use made of any deliverables furnished by the contractor. 

(2) If the Contractor Performance Assessment Reporting System (CPARS) is applicable to the contract you are responsible for completing a final Contractor Performance Assessment Report (CPAR) in the CPARS with 30 days of contract completion.

(3) The COR is responsible for providing necessary assistance to the Contracting Officer in performing Contract Close-out in accordance with FAR 4.804, Closeout of Contract Files.

5.  The Technical Assistant (TA), if appointed, is responsible for providing routine administration and monitoring assistance to the COR.  The TA does not have the authority to provide any technical direction or clarification to the contract.  Duties that may be performed by the TA are as follows: 

a.
Identify contractor deficiencies to the COR.  

b.
Review contract deliverables, recommend acceptance/rejection, and provide the COR with documentation to support the recommendation.  

c.
Assist in preparing the final report on contractor performance for the applicable contract in accordance with the format and procedures prescribed by the COR.

d.
Identify contract noncompliance with reporting requirements to the COR.

e.
Review contractor status and progress reports, identify deficiencies to the COR, and provide the COR with recommendations regarding acceptance, rejection, and/or Government technical clarification requests.

f.
Review invoices and provide the COR with recommendations to facilitate COR certification of the invoice.

g.
Provide the COR with timely input regarding technical clarifications for the specifications, possible technical direction to provide the contractor, and recommend corrective actions.

h.
Provide detailed written reports of any trip, meeting, or conversation to the COR subsequent to any interface between the TA and contractor.

ATTACHMENT II - DMLSS
DMLSS – ATS Interface using HTTPS (Draft v1.1)

The interface between Defense Medical Logistics Standard System (DMLSS) and the Asset Tracking systems will be implemented using Hypertext Transfer Protocol with Transport Layer Security (HTTPS). Below are the details 

ATS to DMLSS:

DMLSS will provide an HTTPS based file upload service that will require basic authentication.  The DMLSS web server will be implementing TLS v1, with a preferred security algorithm of AES-256-sha, but will also support AES-128-sha.  A client certificate is required for uploading data.

The upload page will accept HTTP POST uploads as multipart/form-data.

URL: https://servername/dmlss/ats/Upload 

Where servername is the FQDN or IP address of the DMLSS webserver.

URL Form Fields: 

“name” – The target filename

“dest” – the destination folder

“file” – the file contents

The DMLSS upload service will reply with a successful HTTP 200 status upon successfully uploading a file.  A corresponding HTML message will accompany the HTTP status.  Typically, something like “Success: uploaded 3580 bytes to file ATSHTPXEQPI.001

DMLSS to ATS:

The data transfer interface between Defense Medical Logistics Standard System (DMLSS) and the Asset Tracking System (ATS) is based on Hypertext Transfer Protocol Secure (HTTPS).  DMLSS will implement an HTTPS based file upload service that requires account authentication in the form of client certificates.  DMLSS WEB server will employ Transport Layer Security (TLS) version 1.0 cryptographic protocol, with Advanced Encryption Standard (AES) 256 or 128 bits support to ensure secure communication via the internet. 

DMLSS will transmit data to ATS using HTTPS within a form base context expressed through HTML. The HTML content type will be defined as a multipart/form-data type, for form base file upload using HTML. A description of the HTTPS request message body can be found within section B.1 of the DMLSS Asset Tracking System ICD.  The following example illustrates a multipart/form-data body transmitted from the DMLSS outbound process.

	Content-Type: multipart/form-data; boundary=----------8cd877fa76740bf

Content-Disposition: form-data; name="name"

MLSS_Equip_Ident_201100191241.xml

------------8cd877fa76740bf

Content-Disposition: form-data; name="file"; filename="samplefile.txt"

Content-Type: text/plain; charset=US-ASCII

<?xml version="1.0"?>

<DMLSSEquipmentIdentification>

<EquipIdentification>

<DMLSSMedicalEquipId>15466</DMLSSMedicalEquipId>

<DMLSSEquipControlNum>035620</DMLSSEquipControlNum>

…

…

</EquipIdentification>

</DMLSSEquipmentIdentification>

------------8cd877fa76740bf--




Note: The variable-length fields and uploaded content object will be sent as separate parts of the multipart data.


750-083-XXX

Defense Medical Logistics Standard Support (DMLSS)

Asset Tracking System (ATS) Interface 
Interface Specification

Version 1.7 – DRAFT

March 2010

Prepared by:

Joint Medical Logistics Functional Development Center (JMLFDC)

1681 Nelson Street

Fort Detrick, MD 21702-5001

301-619-7810, DSN 343-7810

For Official Use Only

Document Control

	Date
	Number
	Description
	Changed By

	Feb. 18, 2010
	1.0
	Initial Version
	Mike Campbell

	Feb. 18, 2010
	1.1
	Updates after internal review
	Mike Campbell

	Mar. 15, 2010
	1.2
	Field name updates
	Mike Campbell

	Mar. 16, 2010
	1.3
	Field name updates
	Mike Campbell

	Mar. 18, 2010
	1.4
	Minor updates
	Mike Campbell

	Mar. 31, 2010
	1.5
	XML tag updates
	Mike Campbell

	Apr. 2, 2010
	1.6
	XML tag updates
	Mike Campbell

	Apr. 13, 2010
	1.7
	CDR requested “2 minute” rest period before ATS to send location changes.
	Mike Campbell


Table 1:  Revision History 

Introduction

Purpose: The purpose of this document is to provide a high level Interface Specification specific to the implementation of the DMLSS to Asset Tracking System (ATS) Interface.

System Overview: Several DMLSS locations have purchased an asset tracking system, and are requesting an interface between the asset tracking system and DMLSS. Since asset tracking systems have been purchased from multiple vendors, DMLSS representatives are requesting participation from the vendors to aid in the development of requirements for a generic interface.

Scope: The Services identified a need to track medical equipment as it moves around the medical facilities.  The scope of this document is to recommend a standard interface between the various asset tracking systems and DMLSS.

The scope of this project is to define and develop a standard interface that will allow DMLSS to be the authoritative source for equipment and the asset tracking systems to be the authoritative source for location.  The interface will be used to exchange equipment and location data.

High Level Design

a) The interface between DMLSS and the Asset Tracking System (ATS) will be a bi-directional interface utilizing DCM and the file transfer mechanism.  XML files will be used to house the data packets.

b) DMLSS requires a single accreditation (authority to operate) for a single interface that each Asset Tracking system will use in a uniform fashion.  The DMLSS ATO needs to be modified for the new interface, which create a new point to point interface via HTTPS.  This requirement needs further refinement by the DMLSS System Architecture Team.

c) This design will not cover the operating environment of the ATS, its future server choice, network authentication mechanisms, enclave, DMZ, certificates, or manor in which it obtains an ATO to the services as the only link to DMLSS will be through a common file drop off location/mechanism.  The file transfer mechanism will likely be inbound and outbound HTTPS (get and put).  The previous requirement of DMLSS querying the ATS for real time location has been removed.

d) DMLSS suggests that the ATS host server will be co-located with the DMLSS server in one of the following ways:  1) in the MHS DMZ - (Based on recent TIMPO direction, this is not likely.  Policy issue, not technical); 2) in the site enclave or 3) in a site controlled DMZ.  This document will not address the issue further.

e) Data will be transmitted in XML format.

f) XML formats to be defined by DMLSS.

g) This design assumes a new RFID association will alert the ATS in near real-time and that changes or deletions of equipment with RFID associated will alert the ATS during the end of day process as a result of the transaction history being aware of such changes.


[image: image1]
ATS Vendor Rules and Questionnaire

a) DMLSS will build a single standard interface to communicate with various ATS agnostically.

b) The tentative DMLSS ATS functional interface release is targeted for Q2 2011.

c) DMLSS is deemed the authoritative source for Equipment and the ATS is deemed the authoritative source for location.

d) DMLSS will transmit equipment data.

e) The ATS will transmit location data.

f) The interface between DMLSS and the Asset Tracking System (ATS) will be a bi-directional interface exchanging DMLSS defined XML files.

g) The file transfer mechanism will be a point to point authenticated HTTPS based XML file post.

h) DMLSS is not responsible for the procurement of the RFID tags or RFID equipment.

i) The RFID tags must include a linear barcode representing its RFID value.

j) DMLSS will perform the association of an RFID tag to an equipment record and supply such a file to the ATS.

k) The ATS should not alert DMLSS of un-moved equipment.

l) The ATS is to only send location change notifications for DMLSS equipment only - that is DMLSS has previously supplied an Equipment Control Number (ECN).

m) The ATS is only to send location change notifications after an item has come to rest – that is after a short period (DMLSS recommends 2 minutes).  DMLSS does not want notifications while the item is in motion.

n) When the ATS successfully retrieves a file delivered by DMLSS, it will in turn deliver an acknowledgement XML file back to DMLSS – that indicates the file has been accepted by ATS.

o) DMLSS uses HTTPS get and post method using basic authentication with PKI certificates – for near term use user ID and password from within a SSL tunnel for development testing.

p) Each ATS will be responsible for their own Authority to Operate (ATO).

q) The DMLSS server sits outside the MTF enclave in the MHS DMZ and will provide an open channel for the ATS vendors to communicate files.

r) DOD has mandated migration to IPv6 by March 2011.

s) DOD mandates of FIPS compliant cryptographic algorithms, e.g.: TLSv1, SHA1, AES128/256

t) DMLSS will only communicate with services using DOD PKI certificates

The following questionnaire was sent to the services that are anticipating using Asset Tracking Systems.  It is intended that each ATS be able to comply as appropriate.

a) Name of Site:

b) Site POC/email/phone number:

c) Name of Asset tracking system vendor and POC:

d) Where is the Asset Tracking system?  Where is it physically located in facility?  Name of the building, building number etc?

e) Where is the Asset tracking systems in network space? Is it outside of the out of the trusted zone?

f) Is the Asset tracking server in .Mil space?

g) Is the Asset Tracking server certified by the sites accreditation paperwork and local the facility network?

h) What ports and protocols is used by the Asset Tracking System?

i) Is the Asset tracking System IPv6 capable?

j) Is the Asset tracking system FIPS 140-2 compliant?

k) Does the Asset tracking system support Bi-Directional traffic?

l) Does the Asset tracking system use validated algorithms?

m) Does the Asset tracking system support TLS and HTTPs?

n) Does the Asset tracking system use client certificates vice ID/Password and DoD PKI certificates (not commercial)?

Interface with Asset Tracking System

Schema Changes

Schema / information needed from ATS for storage into DMLSS:
New Table ‘AssetTrackingUse’:

	Column Name
	DMLSS Column Characteristics

	<ATS_Name>
	CHAR 20 – Vendor Name of current Asset Tracking System

	<ATS_Utilized>
	CHAR 1 – ‘Y’es if ATS interface is being used

	<ATS_URL>
	CHAR 256 – URL or file location of ATS (location to drop files)

	<ATS_Parms>
	CHAR 256 – Optional URL parms of ATS URL

	<ATS_Security_Info>
	CHAR 256 – Security parms for ATS connection – really?


Export Equipment RFID Association Data

Equipment RFID Association File Layout (from DMLSS to ATS)

File sent near real-time from DMLSS to ATS each time an RFID value is associated to equipment records.  

File also sent at end-of-day from DMLSS to ATS for all equipment records with non-RFID data changes.  

Export Equipment RFID Association file layout is as follows:

<?xml version="1.0" standalone="no"?>

<DMLSSEquipmentIdentification>

  <EquipIdentification>

    <DMLSSMedicalEquipId>001234</DMLSSMedicalEquipId>

    <DMLSSEquipControlNum>018399</DMLSSEquipControlNum>

    <RFIDTagNum>1234567890ABCDEF1234567890ABCDEF</RFIDTagNum>

    <ManufacturerName>INTERCALL SYSTEMS INC</ManufacturerName>

    <ManufacturerModelNum>LG48M</ManufacturerModelNum>

    <ManufacturerSerialNum>4189507</ManufacturerSerialNum>

    <EquipNomenclatureText>HOSPITAL COMM, NURSE CALL</EquipNomenclatureText>

    <DeviceClassName>HOSPITAL COMMUNICATION SYSTEMS</DeviceClassName>

    <CustomerName>DENTAL CLINIC</CustomerName>

    <ActionCode>A</ActionCode>

    <ActionDateTime>2010-01-31T08:06:26</ActionDateTime>

  </EquipIdentification>

  <EquipIdentification>    ( NOTE: Possible multiple equipment items in one file
      . . . 

  </EquipIdentification>

</DMLSSEquipmentIdentification>

NOTE: Each XML file may contain multiple RFID to equipment associations.

NOTE: The DMLSSMedicalEquipId represents the unique serial number for the equipment record

NOTE: If a field value has not changed, it may not be included in the XML file.

NOTE: Multiple changes to the same equipment will result in multiple XML files being generated.

Field Notes:

	Field Name
	Notes

	<DMLSSMedicalEquipId>
	CHAR 10 – Primary Key - DMLSS unique equipment record identifier

	<DMLSSEquipControlNum>
	CHAR 6 - DMLSS Equipment Control Number – unique within a facility

	<RFIDTagNum>
	CHAR 50 - RFID value

	<ManufacturerName>
	CHAR 50 - Manufacturer Name

	<ManufacturerModelNum>
	CHAR 16 - Nameplate Model Number

	<ManufacturerSerialNum>
	CHAR 25 - Manufacturer Serial Number

	<EquipNomenclatureText>
	CHAR 80 - Equipment Nomenclature

	<DeviceClassName>
	CHAR 80 - Device Class Name

	<CustomerName>
	CHAR 40 - Owning Customer Name

	<ActionCode>
	CHAR 1 - 'A'dd, 'U'pdate or ‘D’elete used to indicate to ATS a new item, update or delete to existing (Delete indicates the ATS is to STOP tracking this item)

	<ActionDateTime>
	CURRENT Date and Time of transaction (timestamp of when the action occurred) in W3C format

CCYY-MM-DDTHH:MM:SS (Always contains leading zeros)


ATS Acknowledgment File Layout (from ATS to DMLSS)

Inbound Acknowledgement files are the ATS response result of an outbound DMLSS equipment record transferred to the ATS.  Acknowledgement file layout is as follows:

<?xml version="1.0" standalone="no"?>

<ATSEquipmentIdentificationAck>

  <EquipIdentificationAck>

    <DMLSSMedicalEquipId>001234</DMLSSMedicalEquipId>

    <DMLSSEquipControlNum>018399</DMLSSEquipControlNum>

    <RFIDTagNum>1234567890ABCDEF1234567890ABCDEF</RFIDTagNum>

    <AcknowledgementStatusCode>A</AcknowledgementStatusCode>

    <AcknowledgementDateTime>2010-01-31T08:06:26</AcknowledgementDateTime>

  </EquipIdentificationAck>

  <EquipIdentificationAck>    ( NOTE: Possible multiple acknowledgements in one file
      . . . 

  </EquipIdentificationAck>

</ATSEquipmentIdentificationAck>

NOTE: Each XML file may contain multiple Acknowledgements.

XML Notes:

	Field Name
	Notes

	<DMLSSMedicalEquipId>
	CHAR 10 – Primary Key - DMLSS unique equipment record identifier

	<DMLSSEquipControlNum>
	CHAR 6 - DMLSS Equipment Control Number – unique within a facility

	<RFIDTagNum>
	CHAR 50 - RFID value

	<AcknowledgementStatusCode>
	CHAR 1 - ’A’ck indicates that the original file was received and processed by the ATS for the given ECN / RFID association or equipment record update.   ‘N’ak indicates record was not processed.  Future status codes may be defined.

	<AcknowledgementDateTime>
	CURRENT Date and Time of transaction (timestamp of when the action occurred) in W3C format

CCYY-MM-DDTHH:MM:SS (Always contains leading zeros)


Import Location Data Updates

Location Data Updates File Layout (from ATS to DMLSS)

ATS to transmit location files to DMLSS as DMLSS equipment moves.

Import Equipment Location Data Updates file layout (from ATS to DMLSS) is as follows:

<?xml version="1.0" standalone="no"?>

<ATSEquipmentLocation>

  <EquipLocation>

    <DMLSSMedicalEquipId>001234</DMLSSMedicalEquipId>

    <DMLSSEquipControlNum>018399</DMLSSEquipControlNum>

    <RFIDTagNum>1234567890ABCDEF1234567890ABCDEF</RFIDTagNum>

    <AssetLocationText>Building 1681, Room 214, Bin 5</AssetLocationText>

    <LocationDateTime>2010-01-31T08:06:26</LocationDateTime>

  </EquipLocation>

  <EquipLocation>    ( NOTE: Possible multiple equipment items in one file
      . . . 

  </EquipLocation>

</ATSEquipmentLocation>

NOTE: Each XML file may contain multiple RFID to equipment locations.

Field description and destination within DMLSS:

	Field Name
	Notes

	<DMLSSMedicalEquipId>
	CHAR 10 – Primary Key - DMLSS unique equipment record identifier

	<DMLSSEquipControlNum>
	CHAR 6 - DMLSS Equipment Control Number – unique within a facility

	<RFIDTagNum>
	CHAR 50 - RFID value

	<AssetLocationText>
	CHAR 20 - most significant 20 characters of location

	<LocationDateTime>
	CURRENT Date and Time of transaction (timestamp of when the action occurred) in W3C format

CCYY-MM-DDTHH:MM:SS (Always contains leading zeros)


Future Issues

· Actual file names and name structure

· Point to Point or DAASC VAN interface

ATTACHMENT III-WARRANTIES
INSTRUCTIONS FOR ELECTRONIC SUBMISSION OF WARRANTY TRACKING AND ADMINISTRATION INFORMATION FOR SERIALIZED ITEMS

This Attachment contains format and content preparation instructions for the electronic submission of warranty tracking and administrative information specified in the Defense Acquisition Regulation Supplement (DFARS) provision at 252.246-7005, Notice of Warranty Tracking of Serialized Items, and the DFARS clause at 252.246-7006, Warranty Tracking of Serialized Items.

This information shall be submitted electronically as a Contract Data Requirements List (CDRL) Attachment exhibit line item number (ELIN) on the Wide Area WorkFlow (WAWF) Materiel Inspection and Receiving Report (or WAWF Reparables Receiving Report, if appropriate).  The WAWF CDRL ELIN shall be addressed to the Naval Sea Logistics Center (NSLC) Detachment Portsmouth NH as the administrator for the Product Data Reporting and Evaluation Program (PDREP), as specified in the CDRL (See Table 3 for submission instructions).

Requirements:
1.
Reference documents.

a. DFARS 252.246-7005, Notice of Warranty Tracking of Serialized Items

b. DFARS 252.246-7006, Warranty Tracking of Serialized Items

c. DFARS 246-710-70, Warranty attachment

2.
Format.  The format for electronic submission of warranty tracking and administration information for serialized items is based on either of the following events:

a. The Government is specifying a requirement for a warranty on a CLIN, SLIN or ELIN in a solicitation; or

b. The contractor is offering a warranty on a CLIN, SLIN or ELIN in a proposal.

3.
Content.  Data elements, fields, field size and formats shall be as indicated in the General Instructions and Tables 1 and 2 below.

4.
General Instructions:

a. The Tables 1 and 2 describe the Warranty Attachment. Table 1 defines the content and format of the attachment when the Government specifies a warranty on an item.  Table 2 defines content and format of the attachment when an item is to be returned to the contractor for repair. A description of each column is:

(1) Field Name: Contains the name of the data element.

(2) Format: The format of the element:


•
A - Alphabetic characters only (a-z, A-Z)

•
AN - Alphanumeric characters (a-z, A-Z, 0-9)

•
DT - Date in the format CCYY-MM-DD (i.e. 2005-07-15).


•
N - Numerical only.

(3) Min/Max: Denotes minimum and maximum size of the element. For example, a min/max of 3/6 means that the data value must be at least three characters long and cannot exceed six characters.  The entry "AR" means there is no limitation on the length of the field.

(4) Req: Specifies whether an element is required or not:


•
C - Conditional; requirement depends on value or appearance of other elements.


•
M - Mandatory; must always be provided.

(5) Description: Provides a brief description of the data element and where applicable, a list of valid values and element dependencies.

b. Portable Document Format (PDF).  The information for Table 1 may be submitted in the fillable PDF format entitled "Warranty Information for Distribution" available for download at http://www.acq.osd.mil/dpap/pdi/index.html.  The information for Table 2 may be submitted in the fillable PDF format entitled "Source of Repair Instructions for Distribution" available for download at http://www.acq.osd.mil/dpap/pdi/index.html.

c. extensible Markup Language (XML) Format.  The information may be submitted in xml. An xml schema for the Warranty Attachment data elements can be downloaded at:

http://www.acq.osd.mil/dpap/pdi/eb/docs/Warranty_Attachment_draft_1.xsd.
d. Table 3 contains the routing information to direct the WAWF CDRL ELIN to the appropriate Government system, as specified on the CDRL.

	Warranty Information Attachment Table 1. Warranty Tracking Information:
Used to provide a listing of warranty information by line item when the Government specifies a warranty for an item.

	Field Name
	Format
	Min/ Max
	Req
	Description

	Attachment

Number
	N
	AR
	M
	The numerical sequence number of the attachment in accordance with PGI 204.7105(b)(5).

	I. Contract Number

	DoD Enterprise

Identifier
	AN
	6/6
	M
	A generic code that identifies the entity that issued the procurement instrument. Use the DoD Activity Address Code (DoDAAC) assigned to the issuing office.

	Year
	N
	2/2
	M
	Code that identifies the year.

	Procurement

Instrument Type

Code
	A
	1/1
	M
	One digit code that identifies the type of procurement instrument in accordance with the categories in DFARS 204.7003(a)(3). Values: A through Z, except do not use I and O.

	Serialized

Identifier
	AN
	4/4
	M
	Value that separates this procurement instrument from all other procurement instruments with the same Enterprise Identifier, Year, and Procurement Instrument Type Code.

	Order Number
	N
	4/4
	C
	The release, delivery, or task order number in accordance with DFARS 204.7003(d)(1).

	Non-DoD Number
	AN
	AR
	C
	The contract number of an Agency other than the DoD.

	II. Line Item

	Line Item Type
	A
	4/4
	M
	The type of line item.  Values: CLIN or SLIN

	Line Item Base
	N
	4/4
	M
	The first four numbers of the line item. (Range 0001 to 9999)

	SLIN Extension
	A
	2/2
	C
	Two character extension denoting a sub line item. (Range AA-ZZ, except letters I or O).

	III. Exhibit Line Item

	Exhibit Line Item

(ELIN)
	AN
	4/4
	M
	Required for the delivery of warranty information using the WAWF CDRL ELIN. Numbered in accordance with DFARS 204.7105(b) and (c)

	IV. Warranty Information

	A. Warranty Unique Item Identifier (UII)

	Warranty UII
	AN
	6/50
	M
	The Unique Item Identifier (UII) that ensures uniqueness of the warranted item.

	B. Warranty Terms

	Starting Event
	A
	AR
	M
	The event or action that initiates the warranty. Values are:

Acceptance, First Use, Installation, Other

	Usage Terms
	Used for warranties for serialized items where effectively is normally in terms of operating time or cycles. The quantity and associated unit of measure that specifies the amount of a characteristic subject to the contractor's obligation to provide for remedy or corrective action for a serialized item, such as a number of miles, hours, or cycles.

	Quantity
	N
	AR
	M
	The quantity value.

	Unit of Measure
	A
	AR
	M
	The unit of measure that describes the quantity attribute of serialized item under warranty. Values: The value will normally be "Each" for a serialized item, or other appropriate measures, such as Assembly, Part, Unit, or Vehicle.

	Duration Terms
	Used for warranties which expire after a set period of time. This period may be a stated period of time, amount of usage, or the occurrence of a specified event, after formal acceptance of delivery, for the Government to assert a contractual right for the correction of defects.

	Quantity
	N
	AR
	M
	The quantity value.

	Unit of Measure
	A
	AR
	M
	The duration unit of measure. Values: Cycles, Days, Fuel Usage (Gallons), Hours, Kilometers, Kilowatt Hours, Miles, Months, Nautical miles, Running or Operating hours, Seconds, Ton Miles, Transactions, Treatments, Wattage Hours, Weeks, Years

	Fixed Expiration

Date
	DT
	10/10
	M
	The date the warranty expires and the Contractor's obligation to provide for a remedy or corrective action ends.

	C. Warranty Item Details

	Warranty

Administrator Enterprise Identifier Code Type
	AN
	AR
	M
	The code of the organization specified for warranty administration. Values are: ATIS-03322000 MIC, CAGE,
DoDAAC, DUNS, EDIFICE CIN, EHIBCC LIC,

GS1 Company Prefix, or

HIBCC HIN.

	Warranty Administrator Enterprise Identifier
	AN
	AR
	M
	As defined by the Warranty Administrator Enterprise Identifier Code Type, the value of the code that identifies the organization specified for warranty administration. Values are:

(a) The Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related Service Companies (ATIS–0322000) Manufacturer Identification Code (MIC),

(b) Allied Committee 135 Commercial and Government

Entity (CAGE) Code,

(c) DoD Activity Address Code (DoDAAC),

(d) Dun & Bradstreet’s Data Universal Numbering System

(DUNS) Number,

(e) EDIFICE Company Identification Number (CIN),
(f) European Health Industry Business Communication

Council (EHIBCC) Labeler Identification Code (LIC), (g) GS1 Company Prefix, or

(h) Health Industry Business Communication Council

(HIBCC) Health Industry Number (HIN).

	Warranty Grantor Enterprise Identifier Code Type
	AN
	AR
	M
	Designator to indicate which code was used in the Enterprise Identifier that defines the organization that provides the warranty under the terms and conditions of a contract. Select from the same values as enumerated for the Warranty Administrator Enterprise Identifier Code Type.

	Warranty Grantor Enterprise Identifier
	AN
	AR
	M
	As defined by the Warranty Grantor Enterprise Identifier Code Type, the value of the code that identifies the organization that provides the warranty under the terms and conditions of a contract. Select from the same values as enumerated for the Warranty Administrator Enterprise Identifier.

	Item Type
	A
	1/1
	M
	The description of the item being warranted such as a component, subassembly, etc. Values are:

C - Component Procured Separately From End Item

E - Embedded in Component, Subassembly or End Item Parent

P - Parent End Item

S- Subassembly Procured Separately From End Item or Assembly


	Warranty Information Attachment Table 2. Warranty Repair Source Instructions: Used to provide a listing of organizations specified by a warranty guarantor for receiving and managing returned warranty items.

	Field Name
	Format
	Min/ Max
	Req
	Description

	Attachment Number
	N
	AR
	M
	The numerical sequence number of the attachment in accordance with PGI 204.7105(b)(5).

	I. Contract Number

	DoD Enterprise

Identifier
	AN
	6/6
	M
	A generic code that identifies the entity that issued the procurement instrument. Use the DoD Activity Address Code (DoDAAC) assigned to the issuing office.

	Year
	N
	2/2
	M
	Code that identifies the year.

	Procurement

Instrument Type

Code
	A
	1/1
	M
	One digit code that identifies the type of procurement instrument in accordance with the categories in DFARS 204.7003(a)(3).  Values: A through Z, except do not use I and O.

	Serialized

Identifier
	AN
	4/4
	M
	Value that separates this procurement instrument from all other procurement instruments with the same Enterprise Identifier, Year, and Procurement Instrument Type Code.

	Order Number
	N
	4/4
	C
	The release, delivery, or task order number in accordance with DFARS 204.7003(d)(1).

	Non-DoD

Number
	AN
	4/4
	C
	Value that identifies the modification number of the order in accordance with DFARS 204.7003(d)(2).

	II. Line Item

	Line Item Type
	A
	4/4
	M
	The type of line item.  Values: CLIN or SLIN

	Line Item Base
	N
	4/4
	M
	The first four numbers of the line item. (Range 0001 to 9999)

	SLIN Extension
	A
	2/2
	C
	Two character extension denoting a sub line item. (Range AA-ZZ, except letters I or O).

	III. Exhibit Line Item

	Exhibit Line Item

(ELIN)
	AN
	4/4
	M
	Required for the delivery of warranty information using the WAWF CDRL ELIN. Numbered in accordance with DFARS 204.7105(b) and (c)

	IV. Shipping Address for Warranty Returns

	A. Warranty Repair Source Identification

	Warranty Repair

Source Code
	AN
	AR
	M
	The code of the organization specified by a warranty guarantor for receiving and managing warranty items that are returned by a customer. Values are:

ATIS-03322000 MIC, CAGE,

DoDAAC, DUNS, EDIFICE CIN, EHIBCC LIC,

GS1 Company Prefix, or

HIBCC HIN.

	Warranty Repair Source Identifier
	AN
	AR
	M
	As defined by the Warranty Repair Source Code, the value of the code that identifies the organization specified by a warranty guarantor for receiving and managing warranty items that are returned by a customer. Values are:

(a) The Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related Service Companies (ATIS–0322000) Manufacturer Identification Code (MIC),

(b) Allied Committee 135 Commercial and Government Entity (CAGE) Code,

(c) DoD Activity Address Code (DoDAAC),

(d) Dun & Bradstreet’s Data Universal Numbering System (DUNS) Number,

(e) EDIFICE Company Identification Number (CIN),

(f) European Health Industry Business Communication Council (EHIBCC) Labeler Identification Code (LIC),

(g) GS1 Company Prefix, or
(h) Health Industry Business Communication Council (HIBCC) Health Industry Number (HIN).

	B. Warranty Repair Source Shipping Address

	Name
	AN
	AR
	M
	The name of the organization.

	Address Line 1
	AN
	AR
	M
	The first line of the warranty repair organization's address.

	Address Line 2
	AN
	AR
	C
	The second line of the warranty repair organization's address, if needed.

	City/County Name
	A
	AR
	M
	The designator that distinguishes one City or County from another.

	State or Province
	A
	AR
	M
	The symbol used to represent the State, Province, or territory within a country.

	Postal Code
	AN
	AR
	M
	The designator that distinguishes one Postal Zone from another.

	Country
	A
	2/3
	M
	The textual name of the country. See ISO 3166 from the International Organization for Standardization for the correct values.

	Instructions
	AN
	AR
	C
	Additional instructions such as a web site where prepaid shipping labels may be obtained.


	Warranty Information Attachment Table 3. Government System Designation:
Used to provide a system unique identifier (SYSUID) which will be used by WAWF for transmission of the warranty data to the appropriate Government system, as specified on the CDRL.

	Field Name
	Format
	Min/ Max
	Req
	Description

	When the WAWF CDRL ELIN is used to transmit the warranty data to the Government, the CDRL will specify the Product Data Reporting and Evaluation Program (PDREP), which is administered by the Naval Sea Logistics Center (NSLC) Detachment Portsmouth NH, as the destination for the transaction. The WAWF transaction will have to include the System Unique Identifier (SYSUID) of the PDREP. The SYSUID is formed by concatenating the DoD Information Technology Portfolio Repository (DITPR) Identification Number for PDREP, which is 1547, with the DoDAAC of the Naval Sea Logistics Center (NSLC) Detachment Portsmouth NH, which is N45112. The resulting SYSUID for PDREP is 1547N45112.

The PDREP point of contact is: Programs Director, Code 644

Naval Sea Logistics Center Portsmouth

P.O. Box 2058

Portsmouth, NH 03804-2058

Commercial Phone: (207) 438-6440

	INFORMATION VENDOR WILL NEED TO ENTER THE WAWF CDRL ELIN

	1. ELIN (One Alpha and three numeric)

2. Quantity Shipped defaults to One

3. Unit of Measure defaults to EA (each)

4. Vendor must select NSP (Not Separately Priced) or enter a UNIT PRICE

5. Vendor has the option to include AAI (Accounting Activity Identifier), DN (Standard Document Number) and ACRN (Accounting Classification Reference Number)

6. Vendor MUST select appropriate SYSUID 1-instructions must provide SYSUID Name added to WAWF for PDREP, which is 1547N45112.

7. Vendor selects "Add Attachment"-ONLY ONE ATTACHMENT ALLOWED PER ELIN

8. Vendor must have the CDRL Attachment saved and accessible on Computer being used (instructions must advise Vendor that file name including ".pdf" must be 22 characters or less and size cannot exceed 5 MB.
9. Once Attachment has been added, Vendor will select "UPLOAD" button

10. Vendor has the option to add a "Description"-up to 2000 characters

11. Vendor selects "Save CDRL ELIN" button

12. Vendor can Add additional ELINs as required


ATTACHMENT IV- TRACKING
Solicitation Number: N62645-12-R-0023
	CLIN, SLIN, OR ELIN *
	Item Type (note (a)) **
	Warranty Item UII ***
	Warranty Term
	Warranty Administrator Enterprise Identifier Code Type (note (f)) **
	Warranty Administrator Enterprise Identifier (note (g)) **
	Warranty Guarantor Enterprise Identifier Code Type (note (h)) **
	Warranty Guarantor Enterprise Identifier (note (i)) **

	
	
	
	Starting Event (note (b)) *
	Usage
(note (c))*
	Duration (note (d))*
	Fixed Expiration (note (e))
	
	
	
	

	
	
	
	
	Qty *
	Unit *
	Qty*
	Unit *
	Date*
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	


* To be completed by the requiring activity, if warranty is specified by the Government. Otherwise, all offerors are to complete as part of their offers.

** To be completed by the contractor at the time of award.

*** To be completed by the contractor at the time of award (if known) or at the time Attachment 3; Warranty Repair Source Instructions is submitted.
Notes

(a) Item Type
C - component procured separate from end item
S – subassembly procured separate from end Item or subassembly
E - embedded in component, subassembly or end item parent

P - parent end item

(b) Starting Event


A - acceptance

I - installation

F - first Use
O - other

Warranty term - Choose one of the following:
(c) Usage (for warrantees where effectively is in terms of operating time or cycles)

(d) Duration (for warrantees that expire after a set period of time)

(e) Date (for warrantees with a fixed expiration date)

(f)  Warranty Administrator Enterprise Identifier Code Type
0-9 – GS1 Company Prefix
D – CAGE
LB – ATIS-0322000
LH - EHIBCC

RH - HIBCC UN – DUNS

(g)  Warranty administrator enterprise identifier -  A globally unique identifier code assigned to an enterprise by an issuing agency (e.g., Dun & Bradstreet’s Data Universal Numbering System (DUNS) Number, GS1 Company Prefix , Allied Committee 135 NATO Commercial and Government Entity (NCAGE)/ Commercial and Government Entity (CAGE) Code, or the Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related Service Companies (ATIS-0322000) Number, European Health Industry Business Communication Council (EHIBCC) and Health Industry Business Communication Council (HIBCC)).

(h) Warranty Guarantor Enterprise Identifier Code Type

0-9 – GS1 Company Prefix
D – CAGE

LB - ATIS-0322000

LH – EHIBCC RH – HIBCC UN – DUNS

(i) Warranty guarantor enterprise identifier - A globally unique identifier code assigned to an enterprise by an Issuing Agency (e.g., Dun & Bradstreet’s Data Universal Numbering System (DUNS) Number, GS1 Company Prefix, Allied Committee 135 NATO Commercial and Government Entity (NCAGE)/ Commercial and Government Entity (CAGE) Code, or the Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related 

Service Companies (ATIS-0322000) Number, European Health Industry Business Communication Council (EHIBCC) and Health Industry Business Communication Council (HIBCC).
ATTACHMENT V-WARRANTY REPAIR
Warranty Repair Source Instructions

Contract Number: [To be filled in by the contracting officer after award]
	CLIN, SLIN or ELIN *
	Warranty Repair Source Enterprise Identifier Code Type

(note (a))**
	Warranty Repair Source Enterprise Identifier (note (b))**
	Shipping Address for Warranty Returns
	Instructions (note c)

**

	
	
	
	Name

**
	Address Line 1

**
	Address Line 2

**
	City / County

**
	State / Province

**
	Postal Code

**
	Country **
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	


* To be completed by the requiring activity, if warranty is specified by the Government. Otherwise, all offerors are to complete as part of their offers. 
**To be completed by the Contractor at the time of award and/or at the time of delivery.

Notes

(a) Warranty Repair Source Enterprise Identifier Code Type

0-9 – GS1 Company Prefix

D – CAGE

LB - ATIS-0322000

LH – EHIBCC

RH – HIBCC

UN – DUNS

(b) Warranty repair source enterprise identifier - A globally unique identifier code assigned to an enterprise by an issuing agency (e.g., Dun & Bradstreet’s Data Universal Numbering System (DUNS) Number, GS1 Company Prefix , Allied Committee 135 NATO Commercial and Government Entity (NCAGE)/ Commercial and Government Entity (CAGE) Code, or the Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related Service Companies (ATIS-0322000) Number, European Health Industry Business Communication Council (EHIBCC) and Health Industry Business Communication Council (HIBCC)). 

(c) Instructions - For each warranty repair source enterprise identifier, include the shipping address for returning warranty items, or include instructions for accessing a web site to obtain prepaid shipping labels for returning warranty items to the designated source of warranty repair.
ATTACHMENT VI - PRICING SPECS
Representative – Large Site, CONUS

Use following specifications to formulate pricing in Exhibit I.
1.
GENERAL

1.1.
OVERVIEW. This representative Large Conus site is an acute care medical treatment facility (MTF) and supports 11 off-site clinical activities.  The property book has recorded in DMLSS consists of 23,773 line items, of which over 11,000 are maintenance significant.  The property book includes the equipment located at all off-site clinical activities. 

1.2.
SCOPE OF WORK. The contractor shall furnish an integrated asset tracking/management system.  The system shall provide coverage for the off-site activities.  The scope of the work shall include site survey, installation, tag application, setup, on-site training, and technical support services.

2.
CONTRACTOR PERSONNEL

2.1.
CONTRACTOR REPORT REQUIREMENTS. During normal duty hours, contractor personnel shall check-in with the Biomedical Engineering Division or the Materials Management Division upon arrival at the Government site and again prior to departure.  After normal duty hours, if access is required, contractor personnel shall notify the Duty Supply.

3.
EQUIPMENT INSTALLATION

3.1.
The contractor’s software solution shall be installable on a virtual server environment and shall conform to all IT and IA security requirements. 

3.2.
The contractor shall provide 14 ruggedized, wireless-enabled mobile workstations or mobile computing devices, with docking stations. These mobile devices shall be approved for use on the MHS WLAN  and capable of accessing the RTLS software (See “End User Device Specifications” for current approved list). The contractor shall supply 14 handheld scanners capable of reading 1D and 2D barcodes, as well as the RTLS active and passive asset tags. These handheld scanners shall connect to the mobile workstations via a cradle or similar wired means of communication to support data transfer.  

4.
CUSTOMER TRAINING AND DOCUMENTATION

4.1.
The contractor shall provide on-site classroom-based training as stated as specified in Section C of the solicitation.  The training shall be scheduled as needed and shall be provided in multiple sessions if required (i.e. there shall be more than one “general user” training session).  The facility shall be able to schedule the included training after installation of the system.

4.2.
The contractor shall provide training for up to 200 users for “general user” training.

4.3.
The contractor shall provide training for up to 20 users for “super-user” training.

4.4.
The contractor shall provide training for up to 30 users for “maintenance-level” training.

5.
GENERAL SYSTEM CAPABILITIES

5.1.
The system shall be capable of tracking 25,000 pieces of equipment, with the capability to expand to 50,000 track able items as future capabilities are implemented.

5.2.
The system shall provide coverage on the main campus and the off-site activities.
5.2.1.1.
Building 1 (142,000 sq ft – 4 floors) – Hospital Administration  

5.2.1.2.
1st Floor: One (1) zone is required for this floor.  There are 13 exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are five (5) stairwells and three (3) elevators.

5.2.1.3.
2nd Floor: One (1) zone is required for this floor.  There are five (5) stairwells and three (3) elevators.

5.2.1.4.
3rd Floor: One (1) zone is required for this floor.  There is one (1) building connector. There are five (5) stairwells and three (3) elevators.

5.2.1.5.
4th Floor: One (1) zone is required for this floor.  There are five (5) stairwells and three (3) elevators.

5.2.2.
Building 2 (1,100,000 sq ft – 5 floors) – Main Hospital  

5.2.2.1.
1st Floor: Six (6) zones are required.  There are up to 25 exits to the building, including connectors to other buildings.  Alarmed or unused exit doors will not be required to be monitored. There are three (3) banks of four (4) elevators, plus five (5) additional single elevators, and ten (10) stairwells.

5.2.2.2.
2nd Floor:  14 zones are required.  There is one (1) building connector. There are three (3) banks of four (4) elevators, plus four (4) additional single elevators, and ten (10) stairwells.

5.2.2.3.
3rd Floor:  Ten (10) zones are required.  There are two (2) building connectors. There are three (3) banks of four (4) elevators, plus four (4) additional single elevators, and nine (9) stairwells.

5.2.2.4.
4th Floor: Eight (8) zones are required.  There are three (3) banks of four (4) elevators, plus four (4) additional single elevators, and eight (8) stairwells.

5.2.2.5.
5th Floor: One (1) zone is required for this floor.  There are three (3) stair wells, three (3) banks of four (4) elevators each and one (1) additional single elevator. 

5.2.3.
Building 3 (498,000 sq ft – 15 floors) – Hospital Administration/Outpatient Clinics – Of the 15 floors, only the following ten (10) floors are required to have coverage and have equipment regularly on them.

5.2.3.1.
1st Floor:  Four (4) zones are required for this floor.  There are 13 exit doors to the building as well as the loading dock.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and two (2) banks of four (4) elevators each, plus an additional elevator.

5.2.3.2.
2nd Floor:  Three (3) zones are required for this floor.  There are two (2) connecting corridors to other buildings.  There are seven (7) stairwells and two (2) banks of four (4) elevators each, plus an additional elevator.

5.2.3.3.
3rd Floor: One (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.4.
4th Floor: One (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.5.
5th Floor: One (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.6.
6th Floor: Two (2) zones are required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.7.
7th Floor: Two (2) zones are required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.8.
8th Floor: One (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.9.
9th Floor: Two (2) zones are required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.10.
12th Floor:  One (1) zone is required for this floor.  There are two (2) stairwells and two (2) banks of four (4) elevators each.

5.2.4.
Building 249 (33,000 – 1 floor) – Equipment Management/Materials Management

5.2.4.1.
Three (3) zones are required for this building.  There are 11 exit doors to the building, as well as a loading dock.  Alarmed or unused exit doors will not be required to be monitored. 

5.2.5.
Building 250 (61,000 sq ft – 3 floors) – BIOMED/Materials Management

5.2.5.1.
1st Floor: Four (4) zones are required for this floor.  There are eight (8) exit doors to the building as well as the loading dock.  Alarmed or unused exit doors will not be required to be monitored.  There are two (2) stairwells, one (1) elevator and one (1) freight elevator.

5.2.5.2.
2nd Floor: One (1) zone is required for this floor.  There are two (2) stairwells, one (1) elevator and one (1) freight elevator.  

5.2.5.3.
3rd Floor: No zones are required for this floor.  There is one (1) exit to the connector to the main hospital and one exit to the parking garage.  There is one (1) freight elevator.

5.2.6.
Building 271 (25,000 sq ft – 1 floor) – Warehouse 

5.2.6.1.
One (1) zone is required for this building.  There are 14 exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.

6.
TAGS

6.1.
ACTIVE.  The contractor shall provide 5,000 active tags in accordance with the requirements of the base contract.  The chart below provides initial counts and possible types of equipment to be actively tagged.  The types of equipment are not limited to the list below.  The contractor shall provide sufficient personnel to complete the tagging of all equipment identified to have active tags.  Site personnel will identify the actual pieces of equipment to be tagged by the contractor.

	Equipment
	Quantity

	Infusion pumps
	411

	Infusion pump modules
	1,047

	Test equipment
	300

	Aspirators, emergency
	219

	Oxygen air proportioner
	64

	Detector, fetal heart, ultrasonic
	123

	Vital signs monitors
	769

	Pulse oximeters
	176

	Ventilators
	117

	Pump, enteral feeding
	38

	Anesthesia Units
	46

	Electrosurgical Units
	163

	Beds
	271

	Humidifier
	93

	Ultrasounds
	142

	Emergency Management (CBRNE, Pandemic Flu)
	30

	Total:
	4,009


6.2.
PASSIVE. The contractor shall provide up to 20,000 passive RFID tags in accordance with the requirements of the base contract.  The form factors of the tags will vary based on type of equipment to be tracked.  The contractor shall provide sufficient personnel to complete tagging of 8,000 pieces of equipment with passive tags.

7.
SOFTWARE

7.1.
Information assurance requirements apply as stated in Section C of the solicitation.

8.
FUTURE CAPABILITIES

8.1.
EXPANSION. The system shall be capable of expansion to 11 off-site activities.
9.
POTENTIAL FUTURE USE CASES

9.1.
SUPPLY/STOREROOM TRACKING. The site currently utilizes an installed Hasler “Smart Track” system for supply/storeroom tracking.  If possible, the system may interface or integrate to incorporate the installed system’s capabilities.  Other potential future use cases apply as stated in Section C of the solicitation.
10.
WIRELESS NETWORK

10.1.
CURRENT INSTALLATION. If the RTLS is to utilize the WLAN either for location services or for network connectivity, the system shall not interfere with the current MHS WLAN accredited security posture.

11.
INFORMATION ASSURANCE REQUIREMENTS

11.1.
Information assurance requirements apply as stated in Section C of the solicitation.
12.
SUPPORT REQUIREMENTS

12.1.
Support requirements apply as stated in Section C of the solicitation.
 PERIOD OF PERFORMANCE

Use the above specifications to formulate pricing for the following representative sites:
· Beginning May 2013 for Large Conus Site pricing.

· Beginning May 2015 for Large Conus Site pricing.
Representative – Small Site, CONUS and OCONUS

Use following specifications to formulate pricing in Exhibit I.

1.
GENERAL

1.1.
OVERVIEW. The representative Small CONUS and OCONUS sites are medical treatment facilities and both support 2 off-site clinical activities.  The property book as recorded in DMLSS consists of 5,659 line items, of which over 2,056 is maintenance significant.  The property book includes the equipment located at all off-site clinical activities. 

1.2.
SCOPE OF WORK. The contractor shall furnish an integrated asset tracking/management system.  The system shall provide coverage for the main hospital and one off site activity; the system shall also provide coverage for the off-site clinical activities.  The scope of the work shall include site survey, installation, tag application, setup, on-site training, and technical support services.

2.
CONTRACTOR PERSONNEL

2.1.
CONTRACTOR REPORT REQUIREMENTS. During normal duty hours, contractor personnel shall check-in with the Biomedical Engineering Division or the Materials Management Division upon arrival at the Government site and again prior to departure. 

3.
EQUIPMENT INSTALLATION

3.1.
The contractor’s software solution shall be installable on a virtual server environment and shall conform to all IT and IA security requirements. 

3.2.
The contractor shall provide 10 ruggedized, wireless-enabled mobile workstations or mobile computing devices, with docking stations. These mobile devices shall be approved for use on the MHS WLAN and capable of accessing the RTLS software (See “End User Device Specifications” for current approved list). The contractor shall supply   10 handheld scanners capable of reading 1D and 2D barcodes, as well as the RTLS active and passive asset tags. These handheld scanners shall connect to the mobile workstations via a cradle or similar wired means of communication to support data transfer.  

4.
CUSTOMER TRAINING AND DOCUMENTATION

4.1.
The contractor shall provide on-site classroom-based training as specified in Section C of the solicitation.  The training shall be scheduled as needed and shall be provided in multiple sessions if required (i.e. there shall be more than one “general user” training session).  The facility shall be able to schedule the included training after installation of the system.

4.2.
The contractor shall provide training for up to 50 users for “general user” training.

4.3.
The contractor shall provide training for up to 10 users for “super-user” training.

4.4.
The contractor shall provide training for up to 8 users for “maintenance-level” training.

5.
GENERAL SYSTEM CAPABILITIES

5.1.
The system shall be capable of tracking   6,000 pieces of equipment, with the capability to expand to 10,000 trackable items as future capabilities are implemented.

5.2.
The system shall provide coverage on the main campus and the off-site activities.  

5.2.1.
 Main Hospital (280,000 sq ft – 8 floors, including basement)

5.2.1.1.
Basement: four (4) zones are required for this floor.  There are five (5) stairwells and six (6) elevators.

5.2.1.2.
1st Floor: seven (7) zones are required for this floor.  There are 16 exit doors to the building and two (2) loading docks.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and six (6) elevators.

5.2.1.3.
2nd Floor: five (5) zones are required for this floor.  There are four (4) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and six (6) elevators. 

5.2.1.4.
3rd Floor: five (5) zones are required for this floor.  There are two (2) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and four (4) elevators.

5.2.1.5.
4th Floor: one (1) zone is required for this floor.  There are three (3) stairwells and two (2) elevators.

5.2.1.6.
5th Floor: one (1) zone is required for this floor.  There are three (3) stairwells and two (2) elevators.

5.2.1.7.
6th Floor – No requirement – mechanical access only.

5.2.1.8.
7th Floor – No requirement – mechanical access only.

5.2.2.
 Building 12 (8,500 sq ft) – Education and Training

5.2.2.1.
1st Floor – one (1) zone is required.  There are four (4) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  

5.2.3.
 Building 707 (5,000 sq ft) – MCAS Audiology

5.2.3.1.
1st Floor: one (1) zone is required for this floor.  There are three (3) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored. 

5.2.4.
 Building 598 (less than 40,000 sq ft) – MCAS Medical/Dental

5.2.4.1.
1st Floor: two (2) zones are required for this floor.  There are 11 exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  

5.2.5.
 Building 670 (80,000 sq ft) – MCRD Parris Island Medical

5.2.5.1.
1st Floor: three (3) zones are required for this floor.  There are nine (9) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are two (2) stairwells and two (2) elevators.

5.2.5.2.
2nd Floor: one (1) zone is required for this floor. There are two (2) stairwells and two (2) elevators.

5.2.6.
 Building 674 (37,500 sq ft) – MCRD Parris Island Dental

5.2.6.1.
1st Floor: three (3) zones are required for this floor.  There are seven (7) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are four (4) stairwells and one (1) elevator. 

5.2.6.2.
2nd Floor: three (3) zones are required for this floor. There are four (4) stairwells and one (1) elevator.

5.2.7.
 Battalion Aid Stations (BAS) – passive zone-level location only is required.

5.2.7.1.
There are six (6) BASs located on MCRD Parris Island.  No BAS is larger than 2,000 sq ft; the BASs range from one (1) room within a larger building to a standalone building with ten (10) rooms.  No BAS (building or room) has more than 4 exits. Drawings are not available for the BASs.

6.
TAGS

6.1.
ACTIVE.  The contractor shall provide 500 active tags in accordance with the requirements of the base contract.  The chart below provides initial counts and possible types of equipment to be actively tagged.  The types of equipment are not limited to the list below.  The contractor shall provide sufficient personnel to complete the tagging of all equipment identified to have active tags.  Site personnel will identify the actual pieces of equipment to be tagged by the contractor.

	Equipment
	Quantity

	Infusion pumps
	71

	Infusion pump modules
	0

	Test equipment
	36

	Aspirators, emergency
	20

	Oxygen air proportioner
	0

	Detector, fetal heart, ultrasonic
	19

	Vital signs monitors
	122

	Pulse oximeters
	32

	Ventilators
	2

	Pump, enteral feeding
	0

	Anesthesia Units
	3

	Electrosurgical Units
	10

	Beds
	0

	Humidifier
	0

	Ultrasounds
	9

	Emergency Management (CBRNE, Pandemic Flu)
	15

	Total:
	339


6.2.
PASSIVE. The contractor shall provide 5,100 passive RFID tags in accordance with the requirements of the base contract.  The form factors of the tags will vary based on type of equipment to be tracked.  The command has over 1,100 dental handpieces that should be tagged, which have specific sterilization requirements and are small hand-held devices.  Any tags utilized on the handpieces shall have a small form factor, shall not compromise the sterilization of the handpieces, and shall be capable of withstanding sterilization temperatures and steam.   The contractor shall provide sufficient personnel to complete tagging of 2,000 pieces of equipment with passive tags.  

7.
SOFTWARE

7.1.
Information assurance requirements apply as specified in Section C of the solicitation.

8.
FUTURE CAPABILITIES

8.1.
The contractor shall provide the required tags (two (2) of each type) and software modules for temperature monitoring, patient tracking, staff duress, and any other future capabilities their solution currently supports for DIACAP testing purposes only.

9.
POTENTIAL FUTURE USE CASES

9.1.
Other potential future use cases apply as specified in Section C of the solicitation.

10.
WIRELESS NETWORK

10.1.
CURRENT INSTALLATION. If the RTLS is to utilize the WLAN either for location services or for network connectivity, the system shall not interfere with the current MHS WLAN accredited security posture.

11.
INFORMATION ASSURANCE REQUIREMENTS

11.1.
Information assurance requirements apply as specified in Section C of the solicitation.

12.
SUPPORT REQUIREMENTS

12.1.
Support requirements apply as specified in Section C of the solicitation.

PERIOD OF PERFORMANCE

Use the above specifications to formulate pricing for the following representative sites:
· Beginning May 2013 for Small Conus Site pricing.

· Beginning May 2013 for Small OConus Site pricing.

· Beginning May 2015 for Small Conus Site pricing.

· Beginning May 2015 for Small OConus Site pricing.
EXHIBIT I- PRICING GUIDE
See attached MS Excel spreadsheet for Pricing Guide to be submitted with proposals.

EXHIBIT II - DOPR PORTSMOUTH
DOPR – Naval Medical Center Portsmouth

The Government intends to award a delivery order resulting from this DOPR to the responsible offeror whose proposal represents the best value to the Government.  The Government may award to other than the lowest price offer. The Government intends to evaluate offers and award the delivery order without discussion. However, the Government reserves the right to conduct discussions if later determined by the Contracting Officer to be necessary. The Government reserves the right to make no award as a result of this DOPR.  Offers for Naval Medical Center Portsmouth requirement will be evaluated separately from the evaluations for the base contract for this solicitation. Only offers receiving a base contract award will be considered for this DOPR.

NMC Portsmouth Requirements

1.
GENERAL

1.1.
OVERVIEW. Naval Medical Center (NMC) Portsmouth is an acute care medical treatment facility (MTF) located in Portsmouth, VA.  NMC Portsmouth also supports 11 off-site clinical activities.  As of February 2012, the NMC Portsmouth property book as recorded in DMLSS consists of 23,773 line items, of which over 11,000 are maintenance significant.  The property book includes the equipment located at all off-site clinical activities. 

1.2.
SCOPE OF WORK. The contractor shall furnish an integrated asset tracking/management system for NMC Portsmouth.  The system shall provide coverage for the following buildings at the main campus of NMC Portsmouth: Buildings 1, 2, 3, 249, 250, 271.  The scope of the work shall include site survey, installation, tag application, setup, DIACAP testing and documentation, on-site training, and technical support services.

2.
CONTRACTOR PERSONNEL

2.1.
CONTRACTOR REPORT REQUIREMENTS. During normal duty hours, contractor personnel shall check-in with the Biomedical Engineering Division or the Materials Management Division upon arrival at the Government site and again prior to departure.  After normal duty hours, if access is required, contractor personnel shall notify the Duty Supply.

3.
EQUIPMENT INSTALLATION

3.1.
The contractor’s software solution shall be installable on a virtual server environment and shall conform to all IT and IA security requirements. 

3.2.
Floor plans for the appropriate buildings and floors will be provided as stated in Section L, 2.2. 

3.3.
The contractor shall provide at least 14 ruggedized, wireless-enabled mobile workstations or mobile computing devices, with docking stations. These mobile devices shall be approved for use on the MHS WLAN  and capable of accessing the RTLS software (See “End User Device Specifications” for current approved list). The contractor shall supply at least 14 handheld scanners capable of reading 1D and 2D barcodes, as well as the RTLS active and passive asset tags. These handheld scanners shall connect to the mobile workstations via a cradle or similar wired means of communication to support data transfer.  

4.
CUSTOMER TRAINING AND DOCUMENTATION

4.1.
The contractor shall provide on-site classroom-based training as stated in the base award.  The training shall be scheduled as needed and shall be provided in multiple sessions if required (i.e. there shall be more than one “general user” training session).  The facility shall be able to schedule the included training after installation of the system.

4.2.
The contractor shall provide training for up to 200 users for “general user” training.

4.3.
The contractor shall provide training for up to 20 users for “super-user” training.

4.4.
The contractor shall provide training for up to 30 users for “maintenance-level” training.

5.
GENERAL SYSTEM CAPABILITIES

5.1.
The system shall be capable of tracking at least 25,000 pieces of equipment, with the capability to expand to 50,000 track able items as future capabilities are implemented.

5.2.
The system shall provide coverage in the following buildings on the main campus of NMC Portsmouth: Buildings 1, 2, 3, 249, 250, 271.  More details are provided in the maps (Section L, 2.2), including minimum resolution levels required on the facility maps.  A facility walkthrough will be conducted during the solicitation period.  Potentially relevant factors for each floor of each building are provided as follows.  

5.2.1.1.
Building 1 (142,000 sq ft – 4 floors) – Hospital Administration  

5.2.1.2.
1st Floor: At least one (1) zone is required for this floor.  There are up to 13 exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are five (5) stairwells and three (3) elevators.

5.2.1.3.
2nd Floor: At least one (1) zone is required for this floor.  There are five (5) stairwells and three (3) elevators.

5.2.1.4.
3rd Floor: At least one (1) zone is required for this floor.  There is one (1) building connector. There are five (5) stairwells and three (3) elevators.

5.2.1.5.
4th Floor: At least one (1) zone is required for this floor.  There are five (5) stairwells and three (3) elevators.

5.2.2.
Building 2 (1,100,000 sq ft – 5 floors) – Main Hospital  

5.2.2.1.
1st Floor: At least six (6) zones are required.  There are up to 25 exits to the building, including connectors to other buildings.  Alarmed or unused exit doors will not be required to be monitored. There are three (3) banks of four (4) elevators, plus five (5) additional single elevators, and ten (10) stairwells.

5.2.2.2.
2nd Floor:  At least 14 zones are required.  There is one (1) building connector. There are three (3) banks of four (4) elevators, plus four (4) additional single elevators, and ten (10) stairwells.

5.2.2.3.
3rd Floor:  At least ten (10) zones are required.  There are two (2) building connectors. There are three (3) banks of four (4) elevators, plus four (4) additional single elevators, and nine (9) stairwells.

5.2.2.4.
4th Floor: At least eight (8) zones are required.  There are three (3) banks of four (4) elevators, plus four (4) additional single elevators, and eight (8) stairwells.

5.2.2.5.
5th Floor: At least one (1) zone is required for this floor.  There are three (3) stair wells, three (3) banks of four (4) elevators each and one (1) additional single elevator. 

5.2.3.
Building 3 (498,000 sq ft – 15 floors) – Hospital Administration/Outpatient Clinics – Of the 15 floors, only the following ten (10) floors are required to have coverage and have NMC Portsmouth equipment regularly on them.

5.2.3.1.
1st Floor:  At least four (4) zones are required for this floor.  There are up to 13 exit doors to the building as well as the loading dock.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and two (2) banks of four (4) elevators each, plus an additional elevator.

5.2.3.2.
2nd Floor:  At least three (3) zones are required for this floor.  There are two (2) connecting corridors to other buildings.  There are seven (7) stairwells and two (2) banks of four (4) elevators each, plus an additional elevator.

5.2.3.3.
3rd Floor: At least one (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.4.
4th Floor: At least one (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.5.
5th Floor: At least one (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.6.
6th Floor: At least two (2) zones are required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.7.
7th Floor: At least two (2) zones are required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.8.
8th Floor: At least one (1) zone is required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.9.
9th Floor: At least two (2) zones are required for this floor.  There are four (4) stairwells and two (2) banks of four (4) elevators each.

5.2.3.10.
12th Floor:  At least one (1) zone is required for this floor.  There are two (2) stairwells and two (2) banks of four (4) elevators each.

5.2.4.
Building 249 (33,000 – 1 floor) – Equipment Management/Materials Management

5.2.4.1.
At least three (3) zones are required for this building.  There are up to 11 exit doors to the building, as well as a loading dock.  Alarmed or unused exit doors will not be required to be monitored. 

5.2.5.
Building 250 (61,000 sq ft – 3 floors) – BIOMED/Materials Management

5.2.5.1.
1st Floor: At least four (4) zones are required for this floor.  There are up to eight (8) exit doors to the building as well as the loading dock.  Alarmed or unused exit doors will not be required to be monitored.  There are two (2) stairwells, one (1) elevator and one (1) freight elevator.

5.2.5.2.
2nd Floor: At least one (1) zone is required for this floor.  There are two (2) stairwells, one (1) elevator and one (1) freight elevator.  

5.2.5.3.
3rd Floor: No zones are required for this floor.  There is one (1) exit to the connector to the main hospital and one exit to the parking garage.  There is one (1) freight elevator.

5.2.6.
Building 271 (25,000 sq ft – 1 floor) – Warehouse 

5.2.6.1.
At least one (1) zone is required for this building.  There are up to 14 exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.

6.
TAGS

6.1.
ACTIVE.  The contractor shall provide at least 5,000 active tags in accordance with the requirements of the base contract.  The chart below provides initial counts and possible types of equipment to be actively tagged.  The types of equipment are not limited to the list below.  The contractor shall provide sufficient personnel to complete the tagging of all equipment identified to have active tags.  NMC Portsmouth personnel will identify the actual pieces of equipment to be tagged by the contractor.

	Equipment
	Quantity

	Infusion pumps
	411

	Infusion pump modules
	1,047

	Test equipment
	300

	Aspirators, emergency
	219

	Oxygen air proportioner
	64

	Detector, fetal heart, ultrasonic
	123

	Vital signs monitors
	769

	Pulse oximeters
	176

	Ventilators
	117

	Pump, enteral feeding
	38

	Anesthesia Units
	46

	Electrosurgical Units
	163

	Beds
	271

	Humidifier
	93

	Ultrasounds
	142

	Emergency Management (CBRNE, Pandemic Flu)
	30

	Total:
	4,009


6.2.
PASSIVE. The contractor shall provide up to 20,000 passive RFID tags in accordance with the requirements of the base contract.  The form factors of the tags will vary based on type of equipment to be tracked.  The contractor shall provide sufficient personnel to complete tagging of 8,000 pieces of equipment with passive tags.

7.
SOFTWARE

7.1.
Information assurance requirements apply as stated in the base award.

8.
FUTURE CAPABILITIES

8.1.
The contractor shall provide the required tags (at least two (2) of each type) and software modules for temperature monitoring, patient tracking, staff duress, and any other future capabilities their solution currently supports for DIACAP testing purposes only.

8.2.
EXPANSION. The system shall be capable of expansion to the following branch health clinics (BHC) or branch medical clinics (BMC) supported by NMC Portsmouth: Boone BHC (Virginia Beach, VA), Dam Neck BHC (Virginia Beach, VA), Norfolk Naval Shipyard BHC (Portsmouth, VA), Norfolk Dental Clinic (Norfolk, VA), Sewells Point BMC (Norfolk, VA), Northwest BHC (Chesapeake, VA), Ocean BHC (Virginia Beach, VA), Yorktown BHC (Yorktown, VA), Chesapeake Tricare Prime Clinic (TPC) (Chesapeake, VA), Northwest TPC, (Chesapeake, VA), Virginia Beach TPC (Virginia Beach, VA).

9.
POTENTIAL FUTURE USE CASES

9.1.
SUPPLY/STOREROOM TRACKING. NMC Portsmouth currently utilizes an installed Hasler “Smart Track” system for supply/storeroom tracking.  If possible, the system may interface or integrate to incorporate the installed system’s capabilities.  Other potential future use cases apply as stated in the base award.

10.
WIRELESS NETWORK

10.1.
CURRENT INSTALLATION. The currently installed wireless network configuration, including signal strength maps and site survey data, are will be distributed at the site visit.  If the RTLS is to utilize the WLAN either for location services or for network connectivity, the system shall not interfere with the current MHS WLAN accredited security posture.

11.
INFORMATION ASSURANCE REQUIREMENTS

11.1.
Information assurance requirements apply as stated in the base award.

12.
SUPPORT REQUIREMENTS

12.1.
Support requirements apply as stated in the base award.

PERIOD OF PERFORMANCE  

The estimated period of performance shall begin no later than 30 days after notification of DOPR award.

INSTRUCTIONS:

For this DOPR proposals shall contain the following:

a.
Completed Pricing Sheet (See Exhibit V – NMCP Pricing). Pricing shall include pricing for all components as well as a total and complete price for the delivery order.  Offerors shall ensure that the totals are rounded to no more than two decimal places and that the total submitted matches the total calculated value from all components.

b.
Sufficient documentation to allow for the evaluation factors as stated in the section titled “Evaluation Factors”

Offers shall submit the proposal for NMC Portsmouth in addition to all volumes as required by Section L of the solicitation by the closing time stated in block 8 on the SF 1449.

There is no page limit for this DOPR proposal.

EVALUATION FACTORS

The technical approach is significantly more important than price. 

Technical

a.
Design Quality and Capability – The vendor’s ability to meet the requirements of the specifications.

b.
IA readiness – Ability and time required to obtain DIACAP certification.

c.
Additional Capabilities – The scalability of the proposed system to determine how well that system meets or will meet the intended future capabilities.  The Government will evaluate how the proposed system incorporates any existing systems at the command.

Price

The Proposed Price of the Delivery Order – Price will be evaluated for both completeness and reasonableness.

Past performance will not be an evaluation factor for this DOPR as acceptable past performance is required for award of a base contract.
EXHIBIT III - DOPR BEAUFORT
DOPR – Naval Hospital (NH) Beaufort

The Government intends to award a delivery order resulting from this DOPR to the responsible offeror whose proposal represents the best value to the Government.  The Government may award to other than the lowest price offer. The Government intends to evaluate offers and award the delivery order without discussion. However, the Government reserves the right to conduct discussions if later determined by the Contracting Officer to be necessary. The Government reserves the right to make no award as a result of this DOPR.  Offers for NH Beaufort requirement will be evaluated separately from the evaluations for the base contract for this solicitation. Only vendors receiving a base contract award will be considered for the DOPR.

NH Beaufort Requirements

1.
GENERAL

1.1.
OVERVIEW. NH Beaufort is a medical treatment facility (MTF) located in Beaufort, SC.  NH Beaufort also supports 2 off-site clinical activities.  As of March 2012, the NH Beaufort property book as recorded in DMLSS consists of 5,659 line items, of which over 2,056 are maintenance significant.  The property book includes the equipment located at all off-site clinical activities. 

1.2.
SCOPE OF WORK. The contractor shall furnish an integrated asset tracking/management system for NH Beaufort.  The system shall provide coverage for the main hospital and building 12 (Education and Training) at the main campus of NH Beaufort; the system shall also provide coverage for the branch health clinic (BHC) at Marine Corps Air Station (MCAS) and the BHC Marine Corps Recruit Depot (MCRD) Parris Island, as well as 6 battalion aid stations (BAS) located on the base at Parris Island.  The scope of the work shall include site survey, installation, tag application, setup, DIACAP testing and documentation, on-site training, and technical support services.

2.
CONTRACTOR PERSONNEL

2.1.
CONTRACTOR REPORT REQUIREMENTS. During normal duty hours, contractor personnel shall check-in with the Biomedical Engineering Division or the Materials Management Division upon arrival at the Government site and again prior to departure. 

2.2.
 The contractor and its subcontractors shall comply with base security requirements, including, but not limited to, base pass requirements and security clearance requirements.  Work under this statement of work is unclassified.  The contractor shall comply with all applicable Department of Defense (DoD) security regulations and procedures, during the performance of this statement of work.  Contractor shall not disclose and must safeguard procurement sensitive information, computer systems and data, privacy act data, and government personnel work products that are obtained or generated in performance of this statement of work.  

3.
EQUIPMENT INSTALLATION

3.1.
The contractor’s software solution shall be installable on a virtual server environment and shall conform to all IT and IA security requirements. 

3.2.
Floor plans for the appropriate buildings and floors will be provided as stated in Section L, 2.2. 

3.3.
The contractor shall provide at least 10 ruggedized, wireless-enabled mobile workstations or mobile computing devices, with docking stations. These mobile devices shall be approved for use on the MHS WLAN and capable of accessing the RTLS software  (See “End User Device Specifications” for current approved list). The contractor shall supply at least 10 handheld scanners capable of reading 1D and 2D barcodes, as well as the RTLS active and passive asset tags. These handheld scanners shall connect to the mobile workstations via a cradle or similar wired means of communication to support data transfer.  

4.
CUSTOMER TRAINING AND DOCUMENTATION

4.1.
The contractor shall provide on-site classroom-based training as stated in the base award.  The training shall be scheduled as needed and shall be provided in multiple sessions if required (i.e. there shall be more than one “general user” training session).  The facility shall be able to schedule the included training after installation of the system.

.

4.2.
The contractor shall provide training for up to 50 users for “general user” training.

4.3.
The contractor shall provide training for up to 10 users for “super-user” training.

4.4.
The contractor shall provide training for up to 8 users for “maintenance-level” training.

5.
GENERAL SYSTEM CAPABILITIES

5.1.
The system shall be capable of tracking at least 6,000 pieces of equipment, with the capability to expand to 10,000 trackable items as future capabilities are implemented.

5.2.
The system shall provide coverage for the main hospital and building 12 (Education and Training) at the main campus of NH Beaufort; the system shall also provide coverage for the branch health clinic (BHC) at Marine Corps Air Station (MCAS) (medical/dental and audiology) and the BHCs Marine Corps Recruit Depot (MCRD) Parris Island (medical and dental), as well as 6 battalion aid stations (BAS) located on the base at Parris Island.  

5.2.1.
 Main Hospital (280,000 sq ft – 8 floors, including basement)

5.2.1.1.
Basement: At least four (4) zones are required for this floor.  There are five (5) stairwells and six (6) elevators.

5.2.1.2.
1st Floor: At least seven (7) zones are required for this floor.  There are up to 16 exit doors to the building and two (2) loading docks.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and six (6) elevators.

5.2.1.3.
2nd Floor: At least five (5) zones are required for this floor.  There are up to four (4) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and six (6) elevators. 

5.2.1.4.
3rd Floor: At least five (5) zones are required for this floor.  There are up to two (2) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are seven (7) stairwells and four (4) elevators.

5.2.1.5.
4th Floor: At least one (1) zone is required for this floor.  There are three (3) stairwells and two (2) elevators.

5.2.1.6.
5th Floor: At least one (1) zone is required for this floor.  There are three (3) stairwells and two (2) elevators.

5.2.1.7.
6th Floor – No requirement – mechanical access only.

5.2.1.8.
7th Floor – No requirement – mechanical access only.

5.2.2.
 Building 12 (8,500 sq ft) – Education and Training

5.2.2.1.
1st Floor – At least one (1) zone is required.  There are up to four (4) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  

5.2.3.
 Building 707 (5,000 sq ft) – MCAS Audiology

5.2.3.1.
1st Floor: At least one (1) zone is required for this floor.  There are up to three (3) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored. 

5.2.4.
 Building 598 (less than 40,000 sq ft) – MCAS Medical/Dental

5.2.4.1.
1st Floor: At least two (2) zones are required for this floor.  There are up 11 exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  

5.2.5.
 Building 670 (80,000 sq ft) – MCRD Parris Island Medical

5.2.5.1.
1st Floor: At least three (3) zones are required for this floor.  There are up to nine (9) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are two (2) stairwells and two (2) elevators.

5.2.5.2.
2nd Floor: At least one (1) zone is required for this floor. There are two (2) stairwells and two (2) elevators.

5.2.6.
 Building 674 (37,500 sq ft) – MCRD Parris Island Dental

5.2.6.1.
1st Floor: At least three (3) zones are required for this floor.  There are up to seven (7) exit doors to the building.  Alarmed or unused exit doors will not be required to be monitored.  There are four (4) stairwells and one (1) elevator. 

5.2.6.2.
2nd Floor: At least three (3) zones are required for this floor. There are four (4) stairwells and one (1) elevator.

5.2.7.
 Battalion Aid Stations (BAS) – passive zone-level location only is required.

5.2.7.1.
There are six (6) BASs located on MCRD Parris Island.  No BAS is larger than 2,000 sq ft; the BASs range from one (1) room within a larger building to a standalone building with up to ten (10) rooms.  No BAS (building or room) has more than 4 exits. Drawings are not available for the BASs.

6.
TAGS

6.1.
ACTIVE.  The contractor shall provide at least 500 active tags in accordance with the requirements of the base contract.  The chart below provides initial counts and possible types of equipment to be actively tagged.  The types of equipment are not limited to the list below.  The contractor shall provide sufficient personnel to complete the tagging of all equipment identified to have active tags.  NH Beaufort personnel will identify the actual pieces of equipment to be tagged by the contractor.

	Equipment
	Quantity

	Infusion pumps
	71

	Infusion pump modules
	0

	Test equipment
	36

	Aspirators, emergency
	20

	Oxygen air proportioner
	0

	Detector, fetal heart, ultrasonic
	19

	Vital signs monitors
	122

	Pulse oximeters
	32

	Ventilators
	2

	Pump, enteral feeding
	0

	Anesthesia Units
	3

	Electrosurgical Units
	10

	Beds
	0

	Humidifier
	0

	Ultrasounds
	9

	Emergency Management (CBRNE, Pandemic Flu)
	15

	Total:
	339


6.2.
PASSIVE. The contractor shall provide up to 5,100 passive RFID tags in accordance with the requirements of the base contract.  The form factors of the tags will vary based on type of equipment to be tracked.  The command has over 1,100 dental handpieces that should be tagged, which have specific sterilization requirements and are small hand-held devices.  Any tags utilized on the handpieces shall have a small form factor, shall not compromise the sterilization of the handpieces, and shall be capable of withstanding sterilization temperatures and steam.   The contractor shall provide sufficient personnel to complete tagging of 2,000 pieces of equipment with passive tags.  

7.
SOFTWARE

7.1.
Information assurance requirements apply as stated in the base award.

8.
FUTURE CAPABILITIES

8.1.
The contractor shall provide the required tags (at least two (2) of each type) and software modules for temperature monitoring, patient tracking, staff duress, and any other future capabilities their solution currently supports for DIACAP testing purposes only.

9.
POTENTIAL FUTURE USE CASES

9.1.
Other potential future use cases apply as stated in the base award.

10.
WIRELESS NETWORK

10.1.
CURRENT INSTALLATION. The currently installed wireless network configuration, including signal strength maps and site survey data, will be distributed at the site visit.  If the RTLS is to utilize the WLAN either for location services or for network connectivity, the system shall not interfere with the current MHS WLAN accredited security posture.

11.
INFORMATION ASSURANCE REQUIREMENTS

11.1.
Information assurance requirements apply as stated in the base award.

12.
SUPPORT REQUIREMENTS

12.1.
Support requirements apply as stated in the base award.

PERIOD OF PERFORMANCE  

The estimated period of performance shall begin no later than 30 days after notification of DOPR award.

INSTRUCTIONS

For this DOPR proposals shall contain the following:

a.
Completed Pricing Sheet (See Exhibit VI – NH Beaufort Pricing). Pricing shall include pricing for all components as well as a total and complete price for the delivery order.  Offerors shall ensure that the totals are rounded to no more than two decimal places and that the total submitted matches the total calculated value from all components.

b.
Sufficient documentation to allow for the evaluation factors as stated in the section titled “Evaluation Factors”

Offers shall submit the proposal for NMC Portsmouth in addition to all volumes as required by Section L of the solicitation by the closing time stated in block 8 on the SF 1449.

There is no page limit for this DOPR proposal.

EVALUATION FACTORS

The technical approach is significantly more important than price.

Technical

a.
Design Quality and Capability – The vendor’s ability to meet the requirements of the specifications.

b.
IA readiness – Ability and time required to obtain DIACAP certification.

c.
Additional Capabilities – The scalability of the proposed system to determine how well that system meets or will meet the intended future capabilities.  The government will evaluate how the proposed system incorporates any existing systems at the command.

Price

The Proposed Price of the Delivery Order – Price will be evaluated for both completeness and reasonableness.

Past performance will not be an evaluation factor for this DOPR as acceptable past performance is required for award of a base contract.

EXHIBIT IV - C&A QUESTIONNAIRE
Certification and Accreditation (C&A) Process Initial Questionnaire

DIACAP/Platform Information Technology Risk Assessment (PIT/PRA)

The information provided below will be used to identify the technical characteristics of a proposed medical system/device, current security posture, and level of compliance with the Information Assurance principles of Confidentiality, Integrity, Availability, and Non-Repudiation. 

	System Identification

	System Name:
	Info

	Acronym:
	Info

	Intended use:
	Info

	System Description:
	Info

	Is this product marketed under other names/titles?, if so please specify:
	

	Manufacturer:
	

	Manufacturer’s Address:
	

	Navy sites where this product is installed (if known):
	

	DoD sites where this product is installed (if known):
	

	C&A status in DoD (if known):
	Info

	Functional Description:

	Info


	How does the proposed system/device ensure Confidentiality?

	Info


	How does the proposed system/device ensure Integrity?

	Info


	How does the proposed system/device ensure Availability?

	Info


	How does the proposed system/device ensure Non-Repudiation?

	Info


	How does the system/device protect Data at Rest?

	Info


	How does the system/device protect Data in Transit?

	Info


	Does the system require connectivity to the public internet?, if so describe its purpose 

	


	Does the system provide a test environment? , if so describe

	 


Operating System Inventory

	Title
	Manufacturer/

Open Source
	Ver.
	RTOS/

Embedded
	Virtualization

Support
	Service Pack/Release

Level
	32/64-bit

Capable
	IPv6

Capable

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	


	Primary Application:

	Application Title:
	

	Manufacturer:
	

	Version:
	

	Service Pack/Release Level:
	

	32/64 bit support:
	

	Virtualization:
	Info

	IPv6 Capable:
	Info

	Versioning method:
	

	Distribution method of

Service Packs/Releases:
	

	Distribution method of

Upgrades:
	

	Distribution method of

Updates/Fixes:
	

	Licensing method:
	

	Primary Application: (continued)

	Dependencies:
	Info

	Automation support:
	Info

	Embedded programming:
	Info

	User interface protection:
	Info

	Other platforms supported:
	Info

	Primary Application:  (continued)

	OS separation:
	Info

	Instant Messaging:
	Info

	Personally Identifiable Information/Protected Health Information (PII/PHI):
	Info


	Application Development Environment :

	Programming Language(s)
	Target Applications

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


	Application Development Environment  - Browser based:

	Programming Language(s)
	Target Applications

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Server Software Inventory 

	Title
	Version
	Purpose
	Common Criteria Evaluation Status

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Client Software Inventory

	Title
	Version
	Purpose
	Common Criteria Evaluation Status

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Server Hardware Inventory

	Asset
	Manufacturer
	Model
	Purpose

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Client Hardware Inventory

	Asset
	Manufacturer
	Model
	Purpose

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Client Hardware Inventory

	Asset
	Manufacturer
	Model
	Purpose

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Server Firmware Hardware Inventory

	Asset
	Manufacturer
	Version
	Access Control

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Client Firmware Hardware Inventory

	Asset
	Manufacturer
	Model
	Access Control

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


System Architecture Diagram (include all system components; devices, ports, servers, routers, firewalls, intrusion prevention/detection systems, etc.) 


[image: image2]

Physical/Logical Topology Diagram with External Interfaces and Data Flow
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	Essential Services:

	Name
	Authentication 
	Purpose

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	Essential Ports:

	Port
	Source
	Destination
	Purpose

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	Essential Processes:
	
	
	

	Name
	Object
	Purpose
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Commercial Manufacturer Level of familiarity with Information Assurance Regulations/Forms/Concepts:

	
	Highly familiar
	Somewhat familiar
	Unfamiliar

	DoD 8500.1 Information Assurance
	
	
	

	DoDI 8500.2 Information Assurance Implementation
	
	
	

	DISA Security Technical Implementation Guide (STIG)
	
	
	

	DISA Information Assurance Vulnerability Alert (IAVA)
	
	
	

	DODI 8551.1 Ports, Protocols, and Services Management (PPSM)
	
	
	

	DODD 8750.01 Information Assurance Workforce Improvement Program
	
	
	

	DoD Notice of Consent Banner and User Agreement
	
	
	

	DODI 8420.01 Commercial Wireless LAN Devices, Systems and Technologies
	
	
	

	NIST FIPS 140-2 Security Requirements for Cryptographic Modules
	
	
	

	Defense in Depth/Security Zones
	
	
	

	Background Checks and Investigations
	
	
	


	Commercial Manufacturer Level of familiarity with DoD Information Assurance Tools:

	
	Highly familiar
	Somewhat familiar
	Unfamiliar

	DISA Gold Disk
	
	
	

	Security Technical Implementation Guide
	
	
	

	Security Readiness Review (SRR)
	
	
	

	Retina
	
	
	

	NMAP
	
	
	

	App Detective
	
	
	

	NESSUS
	
	
	

	NTO Spider
	
	
	


	Authentication: Does your system support the following:
	Y/N

	DoD Password complexity rules (case sensitive, 14-characters, lower, upper, numeric, alphabetic, and special characters)
	

	Password History/Aging
	

	Anonymous access
	

	Biometrics
	

	Public Key Infrastructure (PKI) support
	

	Remote Access authentication
	

	Multi-factor
	

	Certificates/Tokens
	


	Auditing: Does your system support the following:
	Y/N

	Audit logs
	

	Customizable audit levels 
	

	Retention policy 
	

	Audit logs protection from deletion
	

	Are audit trail events date/time stamped?
	

	Can audit trail events include source/destination IP information?
	

	Can audit trail events include protocols
	

	Can audit trail events include User ID information?
	

	Can audit trail events include changes to Administrator account information?
	


	Remote access: 

	Purpose
	Info

	Data Flow
	Info

	Port
	

	Protocol
	

	Expected Bandwidth utilization
	

	Access Level (admin, user, guest)
	

	Session origin location
	Info


	Antivirus/Antimalware:

	AV Position Paper (if available)
	

	AV products and versions validated
	

	AV recommended best practices (if available)
	Info


	Data at Rest (DAR):

	DAR Encryption Position Paper (if available)
	

	DAR Encryption products and versions validated
	

	DAR Encryption recommended best practices
	Info

	DAR Physical Protection 
	

	DAR Removable Media
	Info

	Backup Encryption supported algorithms
	


	Data in Transit (DIT):

	DIT Encryption Position Paper (if available)
	

	DIT Encryption technologies and versions validated
	

	DIT Encryption recommended best practices
	Info

	DIT Physical Protection 
	

	DIT Bandwidth requirements
	


	Availability:

	Availability Position Paper (if available)
	

	Availability products and versions validated
	

	Availability recommended best practices (if available)
	Info


	IPv6:

	IPv6 Position/Strategy Paper (if available)
	


	Host-based Intrusion Detection/Prevention system (HIPS)

	Strategy Paper (if available)
	


	Intrusion Detection/Prevention Systems. Describe processes likely to create false-positive alerts:

	


	System/Device Standards Conformance Statements (for example IHE, DICOM)

	
	

	
	

	
	

	
	

	
	

	
	


	Government/Industry Manufacturing Certifications (for example NIST FIPS, UL, FCC)

	
	

	
	

	
	

	
	

	
	

	
	


	System User Descriptions :

	Role
	Minimum Access Level

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	Security Assessments:

	Security Assessment Position Paper (if available)
	

	Validated Security Assessment Tools
	

	Recommended practices  (if available)
	


	Wireless:

	802.11 a/b/g/n (LAN)
	

	802.15 Bluetooth (PAN)
	

	Other (RF/Infrared)
	


	Other:

	Power Requirements (Voltage/Amps):
	

	Weight (lbs.)
	

	Physical Dimensions (H/W/D):
	

	Environmental specifications:
	

	Physical Protection:
	


	Commercial Point of Contact (POC) Information – Product Manager (PM):

	Name
	Phone
	E-Mail

	
	
	

	
	
	

	
	
	

	
	
	


	Commercial Point of Contact (POC) Information – Application Engineer :

	Name
	Phone
	E-Mail

	
	
	

	
	
	

	
	
	

	
	
	


	Commercial Point of Contact (POC) Information – Network Engineer:

	Name
	Phone
	E-Mail

	
	
	

	
	
	

	
	
	


	Commercial Point of Contact (POC) Information – Security Manager:

	Name
	Phone
	E-Mail

	
	
	

	
	
	

	
	
	


	Commercial Point of Contact (POC) Information – Vulnerability remediation:

	Name
	Phone
	E-Mail

	
	
	

	
	
	

	
	
	


	Commercial Point of Contact (POC) Information –Incident Reporting:

	Name
	Phone
	E-Mail

	
	
	

	
	
	

	
	
	


EXHIBIT V-NMCP PRICING
NMC Portsmouth Pricing

For any CLIN or SLIN that is not separately priced (NSP) then enter “NSP” in the “Unit Price” column.

	Component
	Qty
	Price

	Active Tags
	
	

	Asset Tag 1
	
	$

	Asset Tag 2
	
	$

	Asset Tag 3
	
	$

	Temperature Tag 1
	
	$

	Temperature Tag 2
	
	$

	Staff Tag 1
	
	$

	Staff Tag 2
	
	$

	Patient Tag 1
	
	$

	Patient Tag 2
	
	$

	Other Tag 1
	
	$

	Other Tag 2
	
	$


	Batteries
	
	

	Battery 1 (if replaceable)
	
	$

	Battery 2 (if replaceable)
	
	$


	Passive Tags
	
	

	Asset Tag 1
	
	$

	Asset Tag 2
	
	$

	Asset Tag 3
	
	$

	Asset Tag 4
	
	$

	Asset Tag 5
	
	$

	Asset Tag 6
	
	$

	Other Tag 1
	
	$

	Other Tag 2
	
	$


	Software
	
	

	System Software 
	
	$


	Hardware
	
	

	Active tag readers
	
	

	Reader 1
	
	$

	Reader 2
	
	$

	Reader 3
	
	$


	Passive tag readers
	
	

	Installed (portal)
	
	$

	Handheld
	
	$


	System hardware
	
	

	Mobile Computer Workstation
	
	$

	Server
	
	$

	Uninterruptible Power Supply
	
	$

	TOTAL EQUIPMENT
	$


List Any other components of your proposal.  Use additional sheets if necessary:

	Component
	Qty
	Price

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$


	TOTAL EQUIPMENT PRICE
	$


	Installation
	
	

	Includes site survey, site mapping, installation of any required hardware for system function in multiple buildings, configuration of software, and assistance in tagging equipment. Includes initial training as described in Section C, 4 and any travel or ODC costs for this delivery order.
	$


	Additional Training
	
	

	General-User (On-site)
	
	$

	Administrator/Super-User (On-site)
	
	$

	Maintenance (On-site)
	
	$


	Support Requirements
	
	

	IAW Specifications Section C, 11.
	
	$


	Warranty
	
	

	One year warranty on the hardware, software, and necessary infrastructure components.
	
	$


	TOTAL PRICE FOR NMC PORTSMOUTH  
	$


EXHIBIT VI-NH BEAUFORT PRICING
NH Beaufort Pricing
For any CLIN or SLIN that is not separately priced (NSP) then enter “NSP” in the “Unit Price” column.

	Component
	Qty
	Price

	Active Tags
	
	

	Asset Tag 1
	
	$

	Asset Tag 2
	
	$

	Asset Tag 3
	
	$

	Temperature Tag 1
	
	$

	Temperature Tag 2
	
	$

	Staff Tag 1
	
	$

	Staff Tag 2
	
	$

	Patient Tag 1
	
	$

	Patient Tag 2
	
	$

	Other Tag 1
	
	$

	Other Tag 2
	
	$


	Batteries
	
	

	Battery 1 (if replaceable)
	
	$

	Battery 2 (if replaceable)
	
	$


	Passive Tags
	
	

	Asset Tag 1
	
	$

	Asset Tag 2
	
	$

	Asset Tag 3
	
	$

	Asset Tag 4
	
	$

	Asset Tag 5
	
	$

	Asset Tag 6
	
	$

	Other Tag 1
	
	$

	Other Tag 2
	
	$


	Software
	
	

	System Software 
	
	$


	Hardware
	
	

	Active tag readers
	
	

	Reader 1
	
	$

	Reader 2
	
	$

	Reader 3
	
	$


	Passive tag readers
	
	

	Installed (portal)
	
	$

	Handheld
	
	$


	System hardware
	
	

	Mobile Computer Workstation
	
	$

	Server
	
	$

	Uninterruptible Power Supply
	
	$


List Any other components of your proposal.  Use additional sheets if necessary:

	Component
	Qty
	Price

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$

	
	
	$


	TOTAL EQUIPMENT PRICE
	$


	Installation
	
	

	Includes site survey, site mapping, installation of any required hardware for system function in multiple buildings, configuration of software, and assistance in tagging equipment. Includes initial training as described in Section C, 4 and any travel or ODC costs for this delivery order.
	$


	Additional Training
	
	

	General-User (On-site)
	
	$

	Administrator/Super-User (On-site)
	
	$

	Maintenance (On-site)
	
	$


	Support Requirements
	
	

	IAW Specifications Section C, 11.
	
	$


	Warranty
	
	

	One year warranty on the hardware, software, and necessary infrastructure components.
	
	$


	TOTAL PRICE FOR NH BEAUFORT
	$


CLAUSES INCORPORATED BY FULL TEXT

SUP 5252.232-9402 INVOICING AND PAYMENT (WAWF) INSTRUCTIONS (April 2008)

(a) Invoices for goods received or services rendered under this contract shall be submitted electronically through Wide Area Work Flow -- Receipt and Acceptance (WAWF):

(1) The vendor shall have their cage code activated by calling 866-618-5988.  Once activated, the vendor shall self-register at the web site https://wawf.eb.mil.  Vendor training is available on the Internet at http://www.wawftraining.com.  Additional support can be obtained by e-mailing BUMED WAWF support at wawf@med.navy.mil.
(2) WAWF Vendor “Quick Reference” Guides are located at the following web site: http://acquisition.navy.mil/rda/home/acquisition_one_source/ebusiness/don_ebusiness_solutions/wawf_overview/vendor_information.

(3) Select the invoice type within WAWF as specified below.  Back up documentation (such as timesheets, receiving reports etc.) can be included and attached to the invoice in WAWF.  Attachments created in any Microsoft Office product are attachable to the invoice in WAWF.  Total limit for each file is not to exceed 2MB.  Multiple attachments are allowed.

(b) The following information regarding invoice routing DODAACs must be entered for completion of the invoice in WAWF:

	
	ROUTING TABLE

	WAWF Invoice Type    (2-in-1, Combo, or Cost Voucher)
	COMBO

	Contract Number
	TBD

	Delivery Order Number
	NA

	Issuing Office DoDAAC
	N62645

	Admin Office DoDAAC
	N62645

	Inspector DoDAAC (usually when Inspector & Acceptor are different people)
	N/A

	Ship To DoDAAC (for Combo), Service Acceptor DoDAAC (for 2-in-1), Service Approver DoDAAC (for Cost Voucher)
	N62645

	Acceptance At Other DoDAAC
	N/A

	Local Processing Office (Certifier) DoDAAC
	N62645

	DCAA Office DoDAAC (Used on Cost Voucher’s only)
	N/A

	Paying Office DoDAAC
	HQ0248

	Acceptor/COR Email Address
	TBD


(c) Contractors approved by DCAA for direct billing will not process vouchers through DCAA, but may submit directly to DFAS. Vendors MUST still provide a copy of the invoice and any applicable documentation that supports payment to the Acceptor/Contracting Officer's Representative (COR) if applicable. Additionally, a copy of the invoice(s) and attachment(s) at time of submission in WAWF must also be provided to each point of contact identified in section (d) of this clause by email. If the invoice and/or receiving report are delivered in the email as an attachment it must be provided as a .PDF, Microsoft Office product or other mutually agreed upon form between the Contracting Officer and vendor. 

(d) For each invoice / cost voucher submitted for payment, the contractor shall include the following email addresses for the WAWF automated invoice notification to the following points of contact:

 

	NAME
	EMAIL
	PHONE
	ROLE

	TBD
	TBD
	TBD
	WAWF Acceptor


Authoritative source for :


 Equip ID data


 RFID data





Interface Issues





EQ ID Changes








Location Changes








Interface





Asset Tracking System





DMLSS ET&M





Requires Common Data:


Equipment Records


Locations





Authoritative source for :


 Location data








